D-Link AirPlus DI-614+
Enhanced 2.4GHz Wireless
Broadband Router

Manual

D-Link

Building Networks for People



Contents

Package CoNtents ..........eueiiiiiiiiee e 3
INEFOAUCTION ... 4
WIrEIESS BaSICS ....evvveeieieieiieiieiee ettt e e 6
Getting Started ... 9
Using the Configuration Menu............ccooviiiiiiiiiiiiiiieee e 10
TroublESNOOLING .....eviiiiiiie e 50
NetWOrking BasiCS .......cccccuuuiiiiiiiiiei et 55
Technical Specifications ..........covveiiiiiii i 68
Contacting Technical SUPPOIt......ccccoiiiiiiiiiiiieeeeeee e 70
WaATTANTY ... a e 71
RegIStration ... 74



Package Contents

Contents of Package:

D-Link AirPlus DI-614+ Enhanced 2.4GHz Wireless Broad-
band Router

Power Adapter — 5V DC, 2.5A
Manual on CD
Quick Installation Guide

Note: Using a power supply with a different voltage rating than the one included with
the DI-614+ will cause damage and void the warranty for this product.

If any of the above items are missing, please contact your reseller.

System Requirements For Configuration:

B Computer with a Windows, Macintosh, or Linux based

operating system with an installed Ethernet adapter

Internet Explorer or Netscape Navigator, version 6.0 or above,
with JavaScript enabled



Introduction

The D-Link AirPlus DI-614+ Wireless Broadband Router is an enhanced 802.11b
high-performance, wireless router. It is an ideal way to extend the reach and number
of computers connected to your wireless network.

Unlike most 802.11b routers, the DI-614+ is capable of data transfer speeds up to
22 Mbps* (compared to the standard 11 Mbps) when used with other D-Link AirPlus
products such as the DWL-520+ Wireless PCI Adapter.

After completing the steps outlined in the Quick Installation Guide (included in your
package) you will have the ability to share information and resources, such as files
and printers, and enjoy the freedom that wireless networking delivers.

The DI-614+ is compatible with most popular operating systems, including
Macintosh, Linux and Windows, and can be integrated into a large network. This
Manual is designed to help you connect the Router and the D-Link AirPlus 2.4GHz
Wireless Adapters into a network in Infrastructure mode. Please take a look at the
Gelting Started section in this manual to see an example of an Infrastructure network
using the DI-614+.

This manual provides a quick introduction to wireless technology and its application
as it relates to networking. Please take a moment to read through this manual and
get acquainted with wireless technology.

*Maximum wireless signal rate derived from IEEE Standard 802.11b specifications. Actual data throughput
wil vay. Network conditions and environmental factors, including volume of network traffic, building materials
and construction, and network overhead lower actual data throughput rate.
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Connections

Auto-Sensing Ports:All ports (both LAN and
WAN) auto-sense cable types to accomodate
stright-through or cross-over cable.

LAN ports provide
connections to Ethernet-
enabled devices.

LEDs

WAN LED: A solid light
indicates connection
on the WAN port. This
LED blinks during

WAN port is the Pressing the Reset

connection for the Button restores the E‘?fﬁgtor

Ethernet cable to the | |router to its original Power

Cable or DSL modem | | factory default Adaptor
settings.

WLAN LED: A solid light
indicates that the wireless
segment is ready. This
LED blinks during wireless

transmission.

transmission.
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DI-614+ )

Power LED: A solid
light indicates a
proper connection to

M1 LED: A solid light
indicates that the DI-614+
is ready.

the power supply.

M2 LED: A solid light
indicates that the unit is
defective.

Local Networ LED: A solid light
indicates a connection to an
Ethernet-enabled computer
on ports 1-4. This LED blinks
during data transmission.




Wireless Basics

D-Link AirPlus wireless products are based on industry standards to provide easy-to-use
and compatible high-speed wireless connectivity within your home, business or public
access wireless networks. Strictly adhering to the IEEE standard, the D-Link AirPlus
wireless family of products will allow you to access the data you want, when and where
you want it. You will be able to enjoy the freedom that wireless networking delivers.

A wireless local area network (WLAN) is a cellular computer network that transmits and
receives data with radio signals instead of wires. Wireless LANs are used increasingly
in both home and office environments, and public areas such as airports, coffee shops
and universities. Innovative ways to utilize WLAN technology are helping people to work
and communicate more efficiently. Increased mobility and the absence of cabling and
other fixed infrastructure have proven to be beneficial for many users.

Wireless users can use the same applications they use on a wired network. Wireless
adapter cards used on laptop and desktop systems, support the same protocols as
Ethernet adapter cards.

Under many circumstances, it may be desirable for mobile network devices to link to a
conventional Ethernet LAN in order to use servers, printers or an Internet connection
supplied through the wired LAN. A Wireless Access Point (AP) is a device used to
provide this link.

People use wireless LAN technology for many different purposes:

Mobility - Productivity increases when people have access to data in any location within
the operating range of the WLAN. Management decisions based on real-time information
can significantly improve worker efficiency.

Low Implementation Costs - WLANs (Wireless Local Area Networks) are easy to set up,
manage, change and relocate. Networks that frequently change, both physically and
logically, can benefit from WLANs ease of implementation. WLANs can operate in
locations where installation of wiring may be impractical.

Installation Speed and Simplicity - Installing a wireless LAN system can be fast and easy
and can eliminate the need to pull cable through walls and ceilings.

Network Expansion - Wireless technology allows the network to go where wires cannot
go.

Reduced Cost-of-Ownership - While the initial investment required for wireless LAN
hardware might be higher than the cost of wired LAN hardware, overall installation
expenses and life-cycle costs will be significantly lower. Long-term cost benefits are
greatest in dynamic environments requiring frequent moves, adds, and changes.

Scalability — Wireless Local Area Networks (WLANS) can be configured in a variety of
topologies to meet the needs of specific applications and installations. Configurations
are easily changed and range from peer-to-peer networks suitable for a 6



Wireless Basics

small number of users to full infrastructure networks of thousands of users that allow
roaming over a broad area.

D-Link AirPlus Wireless Family of LAN products include:

B Enhanced 2.4GHz Wireless Cardbus Adapters used with laptop
computers (DWL-650+)

B Enhanced 2.4GHz Wireless PCI cards used with desktop computers
(DWL-520+)

B Enhanced 2.4GHz Wireless Router and Access Point (DI-614+, DWL-
900AP+)

The DI-614+ is also compatible with the D-Link Air 802.11b family of products, which
include:

B 2.4GHz Wireless Cardbus Adapters used with laptop computers
(DWL-650)

B 2.4GHz Wireless PCI cards used with desktop computers (DWL-520)
B Wireless Router/Access Point/Print Servers (DI-713P)
B Wireless Access Points (DWL-1000AP, DWL-900AP)

Standards - Based Technology

The IEEE standard-based technology assures that the D-Link AirPlus Products are
interoperable with existing compatible 2.4GHz wireless technology. This means you
will be able to transfer large files quickly or even watch a movie in MPEG format
over your network without noticeable delays. The technology works by using multiple
frequencies in the 2.4GHz range at speeds up to 22 Mbps. D-Link AirPlus products
will automatically sense the best possible connection speed to ensure the greatest
speed and range possible with the technology.

Installation Considerations

Designed to go up to 1,312 feet (400 meters) outdoors and up to 328 feet (100
meters) indoors, the D-Link AirPlus DI-614+ lets you access your network with your
laptop computer from virtually anywhere. Keep in mind, however, that the number,
thickness and location of walls, ceilings or other objects that the wireless signals
must pass thru may limit range. Typical ranges vary depending on the types of
materials and background RF (radio frequency) noise in your home or business. The
key to maximizing range is to follow these basic guidelines:
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Wireless Basics

1.  Keep the number of walls and ceilings between the wireless Access Point and
your receiving device (e.g., the DWL-650+) to a minimum - Each wall or ceiling
can reduce your D-Link AirPlus Wireless product’s range from 3-90 feet (1-30
meters.) Position your Access Points, Residential Gateways, and computers
so that the number of walls or ceilings is minimized.

2. Be aware of the direct line between Access Points, Residential Gateways
(routers) and computers. A wall that is 1.5 feet thick (.5 meters), at a 45-degree
angle appears to be almost 3 feet (1 meter) thick. At a 2-degree angle it looks
over 42 feet (14 meters) thick! Try to make sure that the Access Points and
adapters are positioned so that the signal will travel straight through a wall or
ceiling for better reception.

3.  Building Materials make a difference - A solid metal door or aluminum studs may
have a negative effect on range. Try to position Access Points, and computers with
wireless adapters so that the signal passes through drywall or open doorways
and not other materials.

4. Make sure that the device’s antenna is positioned for best reception by using
the software signal strength tools included with your product.

5. Keep your product away (at least 3-6 feet or 1-2 meters) from electrical devices
or appliances that may generate extreme RF noise.

For the average home, signal range should not be an issue. If you experience low or
no signal strength in areas of your home that you wish to access, consider positioning
the Access Point in a location directly between the computers with wireless adapters.
Additional Access Points can be connected to provide better coverage in rooms where
the signal does not appear as strong as desired.

The Infrastructure Network example shown on the following page contains the following
D-Link network devices:

A wireless Broadband Router - D-Link AirPlus DI-614+

A laptop computer with a Wireless Adapter - D-Link AirPlus DWL-650+
A desktop computer with a Wireless Adapter - D-Link AirPlus DWL-520+
A Cable Modem - D-Link DCM-201



Getting Started

With its default settings, the DI-614+, when activated, will connect with other D-
Link Air or AirPlus products, right out of the hox.

Please refer to the following
sections of this manual for
additional information about
setting up a network:

Networking Basics - learn how
to check and assign your IP
Address; share printers and
files.

Using the Configuration Menu
- learn the settings for the
DI-614+, using the web-based

interface.

© W
Cable/DSL Modem
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Computer 1

—

Computer 2
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For a typical network setup at home (as shown above), please do the following:

You will need broadband Internet access (a Cable or DSL subscription line

into your home or office).

g Consult with your Cable or DSL provider for proper installation of the modem.

Connect the Cable or DSL modem to the DI-614+ wireless broadband router
(see the Quick Installation Guide included with the DI-614+).

If you are connecting a desktop computer to your network, you can install the
D-Link DFE-530TX+ ethernet adapter into an available PCI slot. (See the
Quick Installation Guide included with the DWL-530TX+.)

If you are connecting a laptop computer to your network, install the driv-
ers for the Ethernet Cardbus adapter (e.g., D-Link DWL-650+) into a laptop
computer.(See the Quick Installation Guide included with the DWL-650+.)



Using the Configuration Menu

Whenever you want to configure your network or the DI-614+, you can access the
Configuration Menu by opening the web-browser and typing in the IP Address of the

DI-614+. The DI-614+ default IP Address is shown below:
u open the Web browser File Edit Wew Favorites Tools Help
u Type in the IP Address of the DI-614+ Q- O RNRAG S

address | €] http://192.168.0.1

Note: if you have changed the default IP Address assigned to the DI-614+, make sure to enter
the correct IP Address.

Commect o 192.168.0.1

=
The factory default User name is admin and the default | "

Password is blank (empty). It is recommended that you .
change the admin password for security purposes. Please | o -
refer to Tools>Admin to change the admin password. 55 e '
Home > Wizard WTR——
D-Link DI-614+ e

Enhanced 2.4GHz Wireless Router . .
The Home>Wizard screen will

- | _ Home IFVIESIMSEISCMISCMINA  gppear. Please refer to the
i Quick Installation Guide for
e ||| | T ton- ottt ot s rbomesemetta st | 1 information regarding
B¥+ to conneet to your ISP {Intemet Service Provider). The 01614+ easy setup .
Bl | s e e, e e etownese - |- the Setup Wizard.
[+
Help

Clicking Apply will save changes made to the page.

ey ’
Cancel Clicking Cancel will clear changes made to the page.

o Clicking Help will bring up helpful information regarding the page.
Help

@ Clicking Restart will restart the router. (Necessary for some changes.)
10



Using the Configuration Menu
Home > Wireless

D-Link DI-614+
Enhanced 2,4GHz Wireless Router

Home Advanced Tools Status  Help 1

Thesze are the wireless settings for the AP{Access Moint)Mortion,

@ Enabled O Disabled

SSID | detault

Channel 6§~ | ['] Auto Scan
WEF & Open System O Shared Koy O Wpa O WDPA-PSK
WEP O Fnahled & Disahled
WEP Encryption [e1Bit ~|
key Type HEX b d
Key! (& 0000000000

Key2 (3 0000000000
Key3 () |0000000000
Keyd O OOOOOOOOOO

2 90O

Apply Cancel Help

Wireless Settings are settings for the (Access Point) Portion of the Wireless Router.
It allows you to change the wireless settings to fit an existing wireless network or to

customize your wireless network.

Enabled or Disabled By default, Wireless is Enabled. If you do not want to use the
Wireless feature on the DI-614+, you can disable it by selecting

Disabled.

SsiD Service Set Identifier (SSID) is the name designated for a specific
wireless local area network (WLAN). The SSID’s factory default
setting is “default”. The SSID can be easily changed to connect
to an existing wireless network or to establish a new wireless
network.

Channel Indicates the channel setting for the DI-614+. By default the
channel is set to 6. The Channel can be changed to fit the
channel setting for an existing wireless network or to customize
the wireless network.

Auto Scan Click the check box to enable Auto Scan. Enabling this will allow

the device to detect the best wireless channel to use.
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Using the Configuration Menu
Home > Wireless (Continued)

D-Link

Buiding Hetworks for Peogle DI-614+
Enhanced 2,4GHz Wireless Router

: | Home Advanced Tools Status i Help 1

Thesze are the wireless settings for the AP{Access Moint)Mortion,

@ Enabled O Disabled

SSID | default

Channel 6§ ~ | [7] Auto Scan
WEF @ Open System O Sharod Key © WA O WPA-PSK
WEP O Fnahled & Disahled
WEP Encryption BBt v
key Type |HEX
Key! (& 0000000000

Key2 (3 0000000000
Key3 () |0000000000
Keyd O OOOOOOOOOO

2 90O

Apply Cancel Help

WEP Wired Equivalent Protocol (WEP) is a wireless security protocol
for Wireless Local Area Networks (WLAN). WEP provides security
by encrypting the data that is sent over the WLAN. The DI-614+
supports 3 levels of WEP Encryption: 64Bit encryption, 128Bit
encryption, and 256Bit encryption. WEP is disabled by default. The
WEP setting can be changed to fit an existing wireless network
or to customize your wireless network.

Shared Key In this mode, in order to access the DI-614+ on the network, the
device must be listed in the MAC Address Control List.

Open System The DI-614+ will be visible to all devices on the network. This is

the default setting.

Key Type The Key Types that are supported by the DI-614+ are HEX
(Hexadecimal) and ASCIlI (American Standard Code for
Information Interchange.) The Key Type can be changed to
fit an existing wireless network or to customize your wireless
network.

KEYS Keys 1-4 allow you to easily change wireless encryption settings
to maintain a secure network. Simply select the specific key to be
used for encrypting wireless data on the network. 12



Using the Configuration Menu
Home > Wireless > WPA

DI-614+
Enhanced 2.4GHz Wireless Router

Home Advunr.ed Tools Status Help |

Thase are the wireless sattings for the AP(Access Paintf)Pantion

@ Enabled O Disabled

SSID | dotaul

Channel | 6 % [ Auto Scan
WEP O open System O Shared key @ wPa O WPa-pSK

RADIUS Server 1 IP 0000
Fort mea
Shared Secrat

RADIUS Sener2 IP 0.0.00

(Optional) B 0

Shared Secret

Wi-Fi Protected Access authorizes and authenticates users onto the wireless network.
WPA uses stronger security than WEP and is based on a key that changes automatically
at a regular interval. This mode requires a RADIUS server in the network.

Radius Server 1 IP - Enter the IP Address of the RADIUS server.

Port - Enter the port number that your RADIUS server uses for
Authentication. The default setting of 1812 is the port setting
for many RADIUS servers.

Shared Secret - Enter the Shared Secret. The Shared Secret must
be the same as the Shared Secret on your RADIUS server.

Radius Server 2 Optional. If you have a second RADIUS server, you will
input the same information as shown above.

13



Using the Configuration Menu
Home > Wireless > WPA-PSK

D-Link DI-614+
Enhanced 2.4GHz Wireless Router

[T R Advanced  Tools Status Help
Wheless Senings
These are the wireless settings for the AP{Access Point)Porion.
Wizard
@ Enabled ) Disahled
SIS0 | letoult

Chdnrlul'ﬁ ~ [ Auto Scan
WEP O Upen System O Shared Key O wia O WIHA-PSK

|
.-
i
—

Passphfase
Confirmed Pmsphfmt

2 90

DHCP Apply Cancel Help

—d

Wi-Fi Protected Access - Pre-Shared Key mode means that the wireless client and the
router must have the same passphrase in order to establish the wireless connection. A
RADIUS server is not required with PSK.

Passphrase Enter a passphrase for the router. The RADIUS server should
use the same passphrase (secret key) as the router.

Confirmed Passphraseenter the Passphrase again to confirm.

14



Using the Configuration Menu
Home > WAN

DI-614+

Enhanced 2.4GHz Wireless Router
. l Home Advanced ool Status Help
= Please selact the appropriate oplion to connect to your ISP,
T Wizard
& Dynamic IP Address Choose this option to obtain an I™ address automatically
Tromn your 13P. (Fur musl Cable modem users)
T O Static IP Address Chnnse this nption to set static IP information provided to
ks
3 PPPoE Choose this option i your ISF wses FPPoL. (I or most
DSL users)
3 Others PPTP, LZTP and BigPond Cable
O PPIR (for Eurape use only)
——— - (far specific ISPS use only)
rT O P
©) BigPond Cable {for Australia uswe only)
r‘=.“ Dynamic IP
DHCP : ]
Husl Mamy |DH-614+ ) ) | {nptinnal)
il [0 |.fop |./e8 |5 |.[E1 [-[z2_] opton
Primary DNS Address |0.0.00 |
Secondary DNS Address 0000 {ophonal)
ML [15000
Choose WAN Type

WAN stands for Wide Area Network. In this case WAN represents the mode in which you
connect to the Internet. If you are uncertain, please ask your ISP which of the following

represents your connection mode to the Internet:

Dynamic Obtain an IP address from your ISP automatically (mainly for
IP Address Cable users).
Static IP Your ISP assigns you a Static IP Address.
Address
PPP over Eth- Some ISPs require the use of PPPoE to connect to their services
ernet (mainly for DSL users).
Others
PPTP For use in Europe only.
L2TP For specific ISP’s use only.
Big Pond For use in Australia only.
Cable

15



Using the Configuration Menu
Home > WAN > Dynamic IP Address

D-Link DI-614+
Enhanced 2.4GHz Wireless Router

L0 Advanced pol Status Help |

PFluase select the appropriste oplion to connect 1o your ISP,

& Dynamic IP Address Choose this option o cblan an P sddeess sulomatically
from your ISP (For most Cable modem users)

) Static IP Address ‘Choosa this option to et static [P information provided to
YRR you by your ISP
O PPRoE Choose this option if your ISP uses PPPGE, For most
DSL usevs)
W, O Others PPTP, L2TP and BigPand Cable
o PRPTR {for Europe wsi only)
O IR {for speciic ISP's use enly)

© BigPond Cable (for Aupstralia use anky)

DHCP

EE O}

Hast Narne D614+ [optianal)
MAC Address 00 |-[0D .88 |05 |_/E1 |72 | (optional)
Clone MAC Address
Frimary DNS Address. 0000
Secondary DNS Addeess 00.00 (opticnal)
MTU 1500
2 0O

Most Cable modem users will select this option to obtain an IP Address automatically
from their ISP (Internet Service Provider).

Host Name
MAC Address

Clone
MAC Address

Primary DNS
Address

Secondary DNS
Address

MTU

This is optional, but may be required by some ISPs. The host
name is the device name of the Router.

The default MAC Address is set to the WAN’s physical interface
MAC address on the Router.

This feature will copy the MAC address of the Ethernet card, and
replace the WAN MAC address of the Router with this Ethernet
card MAC address. It is not recommended that you change the
default MAC address unless required by your ISP.

Input the primary DNS address provided by your ISP

(Optional) Input the Secondary DNS address provided by your
ISP.

Maximum Transmission Unit, default is 1500; you may need to
change the MTU to conform to your ISP.

16



Using the Configuration Menu
Home > WAN > Static IP Address

DI-614+
Enhanced 2.4GHz Wireless Router

! Ly U Advanced  Tools  Status —  Help

Pizags select Ine S3Dropnats oplion 10 coRRect 1o you: f5=, I

‘Wizard © Dynaric N Addssa {-haoee this eption t2 obtain an IP addrece automat caly

from y3ur 15F, (Fo- most Cable mocem users)
@ Satic P Addiess Chavse s eplion 1 set 5 P infermation provded te
p— yuu by yuur IS8
Wiraloss O MR- Cliayss Ui wpbaun i yuast ISP axes PP (Fu inast
DEL uzere)
© Otes PRTE, L3TP and BigFasd Cabls
WAH ‘| oo (lur Euripd uss Ly
o oamw (i zp2eife IBPs Las only)
e O SgPend Cably (o Australiause enyd
LAN
P Adimss annn (assignec by your ISP)
DHEP Subnet Mask 000
152 Carwwnay Adldrisis anno
WAL 230ress w .00 ey .85 [[E1 (72 | japriasal)
Clums AL A s

Pamary ONJ Addresa 00,00
Geeandary CNS Addseas 0000 {optionsl)
wr L

Choose Static IP Address if all WAN IP information is provided to you by your ISP. You will
need to enter in the IP address, subnet mask, gateway address, and DNS address(es)
provided to you by your ISP. Each IP address entered in the fields must be in the
appropriate IP form, which are four IP octets separated by a dot (x.x.x.x). The Router
will not accept the IP address if it is not in this format.

IP Address
Subnet Mask

ISP Gateway
MAC Address

Clone
MAC Address

Primary DNS
Address

Secondary DNS
Address

MTU

Input the IP Address provided by your ISP.
Input the Subnet Mask provided by your ISP.
Input the Gateway address provided by your ISP.

The default MAC Address is set to the WAN’s physical interface
MAC address on the Router.

This feature will copy the MAC address of the Ethernet card, and
replace the WAN MAC address of the Router with this Ethernet
card MAC address. It is not recommended that you change the
default MAC address unless required by your ISP.

Input the primary DNS address provided by your ISP.

(Optional) Input the Secondary DNS address provided by
your ISP.

Maximum Transmission Unit, default is 1500; you may need to
change the MTU to conform to your ISP. 17



Using the Configuration Menu
Home > WAN > PPPoE

2 Others PPTP, L2TP and BigPond Cable
| WAN i © PPTP (i Europe use only)
©) BigPand Cable (for Australia use only)

'F-DH=C;=‘ R &) Dynamic FPROE ) Static PPPoE
Password  sssssssssssssssssssssssss
Rutype Password
Senice Name i | (ophional)
P Address
MAC Address 00 .00 |-88 -85 |-(E1 |. |72 |(ophiona)
Piimary DNS Address
Secondary DNS Addiess {optianal)

Mauimum Idie Time o Minutes
M 1492
Aule-iBconasct &) Enabled ) Disabled

D Link DI-614+
Enhanced 2.4GHz Wireless Router
- ] Home Advanced ool Status_  Help
Please selvct the appropriate option 10 connect to your ISP
‘Wizard © Dynamic IP Address  Chonss this option 10 ohiain an I? address sulomatically
from your ISP, (For most Cable modem users)
) Statie P Address Choose this option 1o sl static IP information provided o
| eresresapl yois by yous ISP
Wireless & PPPOE Choose this option if your ISP uses PPPoE. (For most

OSL users)

O e (for spacific ISP use anly)

Most DSL users will select this option to obtain an IP address automatically from their
ISP through the use of PPPoE.

User Name
Password

Service Name

IP Address

MAC Address

Clone
MAC Address

Your PPPoE username provided by your ISP.
Your PPPoE password is provided by your ISP.

(Optional) Check with your ISP for more information if they require
the use of service name.

(Optional) Enter in the IP Address if you are assigned a static
PPPoE address.

The default MAC Address is set to the WAN’s physical interface
MAC address on the Router.

This feature will copy the MAC address of the Ethernet card, and
replace the WAN MAC address of the Router with this Ethernet
card MAC address. It is not recommended that you change the
default MAC address unless required by your ISP.

18



Using the Configuration Menu
Home > WAN > PPPoE (Continued)

Primary DNS
Address

Secondary DNS
Address

Maximum
Idle Time

MTU

Auto-reconnect

Wizard © Dynamic IP Address Chanss this aphion 1o abbain an I address sulomatically

-
) Static P Address
g yois by yous ISP
Wireless ) PPPoE Choose this option if your ISP uses PPPoE. (For most
’I
—_—

™ bece

-~ N ) Bighand Cable (for Australia use only)

e &) Dynamic PPPoE O Static PPPoE
User Name
Password  sssssssssssssssssssssssss
Rutype Password  sssssssssssssssssssssssns
Sunice Name i | {optional)
P Address
MAC Address 00 .00 |-88 -85 |-(E1 |. |72 |(ophiona)
Piimary DNS Address
Secondary DNS Addiess {optianal)
Mauimum Idie Time o Minutes
Mt 1492
Aul-raconngct &) Enabled ) Disabled

D-Link DI-614+
Enhanced 2.4GHz Wireless Router

[T "3 Advanced  Tool Status Help

NAN Sotting
Please celvct the appropriate option 1o connect 1o your ISP

from your ISP, (For most Cable modem users)
Chovss this option 1o sl static IP information provided 1o

DSL users)
2 Others PPTP, L2TP and BigPond Cable

O PPTP (lar Europe use only)
O e (for spacific ISP use anly)

You will get the DNS IP automatically from your ISP but you
may enter a specific DNS address that you want to use instead.

(Optional) Input the secondary DNS address.
Enter a maximum idle time during which Internet connection

is maintained during inactivity. To disable this feature, enable
Auto-reconnect.

Maximum Transmission Unit; default is 1492; you may need to
change the MTU to conform to your ISP.

If enabled, the Broadband Router will automatically connect to

your ISP after your system is restarted or if the connection is
dropped.

19



Using the Configuration Menu

Home > WAN > PPTP

v
=
5
~

Wizard

Wireless

10§

DI-614+
Enhanced 2,4GHz Wireless Router

Home Advun: Tools Status ____ Help |

Plaase solect the appropriate option to connect to your ISP

3 Dynamic IP Address Chaose this option 1o obtain an IP address automatically
from your ISP, (Far most Cable madem users)

7 Siatic P Address hoose this oplion 10 set static IP information provided to
you by your I15F.
) PPPaE Choose this option if your ISP uses PPPoE. (For most
DEL users)
@ Others PFTP, LITP and BigPond Cable
& PPTP (for Eurape use anly)
o 2T (for epechic ISPs use only)

& BigPond Cable (for Australia use anby)

IP Address 0000

Subnet Mask 0.000

Server IP 0.0.00

PPTP Account

PPTP Pass

PPTP Retype p

Mazirmurm Idle Tirme o Minutes

M 1400

Auto-reconnect & Enabled O Disabled

Point-to-Point Tunneling Protocol (PPTP) is a WAN connection used in Europe.

IP Address

Subnet Mask
Server IP

PPTP Account
PPTP Password

Maximum
Idle Time

MTU

Auto-reconnect

Enter the IP Address.
Enter the Subnet Mask.

Enter the Server IP Address.

Enter the PPTP account name.
Enter the PPTP password.

Enter a maximum idle time during which Internet connection
is maintained during inactivity. To disable this feature, enable
Auto-reconnect.

Maximum Transmission Unit, default is 1400; you may need to
change the MTU to conform to your ISP.

If enabled, the Broadband Router will automatically connect
to your ISP after your system is restarted or if the connection
is dropped.

20



Using the Configuration Menu

Home > WAN > L2TP

DI-614+
Enhanced 2.4GHz Wireless Router

Wireless

I
.
d
=
—

Hn_me Advanced  Too Status Help

Please salect the appropriate oplion 10 connact to your ISP,

) Dynamic IP Address Choose this option to obtain an P sddress automatically
fram your ISP. (For reost Cable modenn users)

) Static IP Address Choose this option to zei static IP informstion provided 1o
you by your ISP,
 PPPOE Cheose this option if your ISP uses PPPOE, (For most
D5L users)
& Others PPTP, L2TP and BigPond Cable
Q PPTP {for Europe use only)
® L2TP (for specific |3P% use only)

© BigPond Cablg  for Australia use only)

@ Dynamic P O Saatic P
P Address
Subnet Mask
Borvr IP noon
TP Accounl
L2TP Pasgword [l dadbeitedsbeiidsbeinidsbeinttsdeiubetet
LITF Retype password | essssssssssssssssssssssssst Y
Maximur [dle Time o Minutes
MTU 1400
Auto-reconnect @ Enabled O Digabled

Layer 2 Tunneling Protocol (L2TP) is a WAN connection.

IP Address

Subnet Mask

Server IP

L2TP Account
L2TP Password

Maximum
Idle Time

MTU

Auto-reconnect

Enter the IP Address.
Enter the Subnet Mask.

Enter the Server IP Address.

Enter the PPTP account name.

Enter the PPTP password.

Enter a maximum idle time during which Internet connection
is maintained during inactivity. To disable this feature, enable
Auto-reconnect.

Maximum Transmission Unit; default is 1400; you may need to
change the MTU to conform to your ISP.

If enabled, the Broadband Router will automatically connect
to your ISP after your system is restarted or if the connection

is dropped.
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Home > WAN > BigPond Cable

D-Link DI-614+
Enhanced 2.4GHz Wireless Router

| _H""f Advunced Tools Stutus Help |

Pleaza select the appropnate option to connect ta your ISP

-

f Wizard

(3 Dynamie. IP Address Choose this option to obtain an IP address automatically
from your ISP. (For most Cable modem users)

‘F‘-“"—" ) Slalic IP Address Chooge this option to set static IP information provided to
Wircless you by your ISP

O PPPuE Chooge this option if your ISP uses PPPoE. (For most
DEL users)
WAN @ Others PRI, LLTF and Bigh'ond Cable
O PPTP (for Europe use only)
TT O TP (for gpecific ISPz uze only)

@ BigPond Cablg  (for Australia use unly)

'F"F BigPond
Ugar Mama

Password

Retype Pazswnord

Auth Server _.sm-eé.l.\;ér .\.'_
Login Server IP '_D:EI.E_I_.EI | (mptinnal)
MAC Address o0 | oo | e | &5 | [E1 | [72 |(opionan

9 90O

Apply Cancel Help

Dynamic IP Address for BigPond is a WAN connection used in Australia.

User Name Enter in the username for the BigPond account.

Password Enter the password for the BigPond account.

Auth Server Select the auth server for the BigPond account.

Login Server IP (Optional) Enter the Login Server name if required.

MAC Address The default MAC Address is set to the WAN’s physical interface
MAC address on the Router.

Clone This feature will copy the MAC address of the Ethernet card, and

MAC Address replace the WAN MAC address of the Router with this Ethernet

card MAC address. It is not recommended that you change the
default MAC address unless required by your ISP.
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Using the Configuration Menu
Home > LAN

DI-614+

Enhanced 2,4GHz Wireless Router
Home  EXelild=| ool Status Help
LAN Sellings
The IP address of the DI-614+,
IP Address 152168.01
o — Subnet Mask :;355.'25'5_'2'65{1" .
Local Domain Mame (optional)
I WAN DNS Relay

@ Cnabled C Disabled

e ® 9O

[ — Apply Cancel Help
DHCP

LAN is short for Local Area Network. This is considered your internal network. These are
the IP settings of the LAN interface for the DI-614+. These settings may be referred to
as Private settings. You may change the LAN IP address if needed. The LAN IP address
is private to your internal network and cannot be seen on the Internet.

IP Address The IP address of the LAN interface.
The default IP address is: 192.168.0.1.

Subnet Mask The subnet mask of the LAN interface.
The default subnet mask is 255.255.255.0.

Local Domain Name  (Optional) The name of your local domain.

DNS Relay You may choose to enable or disable DNS Relay. If disabled,
the DNS address received on the WAN port will pass through
to the LAN clients.
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Using the Configuration Menu
Home > DHCP

DHCP stands for Dynamic Host A
Control Protocol. The DI-614+ DLink

has a built-in DHCP server. The
DHCP Server will automatically
assign an IP address to the
computers on the LAN/private

computers to be DHCP clients
by setting their TCP/IP settings
to “Obtain an IP Address
Automatically” When you turn
your computers on, they will
automatically load the proper
TCP/IP settings provided by
the DI-614+. The DHCP Server
will automatically allocate an
unused IP address from the IP
address pool to the requesting
computer. You must specify the
starting and ending address of
the IP address pool.

[
Y
network. Be sure to set your —
WA
=
(oo ]

DI-614+
Enhanced 2.4GHz Wireless Router

Home
The DHE14+ can be s#up as a DHCP Seever 1o distribute 1P addressos to th LAN
nitwork
DHCP Sermar & Enabled O Desabled
Stading IP Addeass 192.168. 0. 100
Ending P Address 192,168 .0, 199
Lease Time 1'Waak v
Static DHCP is vzed to allow DHCP server to assign same P sddrees 10 specific MAC
address.
7 Enabled (2 Disabled
Name
" 192 168. 0
MAL Addrezs ] it = 5 “
DHCP Chent prm 00-02-95-03-A3-F1 | | Clone |
p -
Apply Concel Help
Ho#l Hame IP Addiess MAL Address
Host Name P Address MAL Address Expired Time
Fm 192.168.0.100  00-02-96-03-A9-F1 AprfUE2002 00:0745

DHCP Server

Starting IP Address
Ending IP Address

Lease Time

Static DHCP

Name

MAC Address
DHCP Client

DHCP Clients List

Enable or disable the DHCP service.
The starting IP address for the DHCP server’s IP assignment.

The ending IP address for the DHCP server’s IP assignment.

The length of time for the DHCP lease.

Used to allow the DHCP server to assign the same IP adress to
a specific MAC address. Enter the name, IP address, and MAC
address into the fields. Select which DHCP client to clone.

The name to be used to reference the specific static DHCP
client.

The MAC address of the static DHCP client.
Drop down list of all currently connected DHCP clients.
Lists the DHCP clients connected to the DI-614+. Click Refresh

to update the list. The table will show the Host Name, IP Address,
and MAC Address of the DHCP client computer. 24



Using the Configuration Menu
Advanced > Virtual Server

- .
D-Link
Beting Networks for People DI-614+
Enhanced 2.4GHz Wireless Router
| [ Home JVPUTVIN Toole — Status  Help |
Wirlual Server 15 used Lo allow Inferned users access lo LAN semoes.
Virtuol Server o~ i
) Enabled O Dizabled
Mame Cloar
Applicalions Private IP
Protocol Type | TCP &
P Pt
Public Port
N!lilcnﬂl‘m'l Schaduln O Always
: © From time 00 % |00+ AM + 19 00 ~ . 00 + |AM »
f day Sun ¥ |tg Sun ¥
Firewall Y
g
—_— 3
— 2 90
i erve Apply Caneel Help
Marne Privite I? Protozal Sehedule
W a, T
e Virtual Server FTP 0.0.00 TCP 211 abways 369
Virtual Server HTTP 0.000 TCP 8080 abways [E] ]
Virtual Server HTTPS 0.000 TCP 4430443 aways |40
Virtual Server DNS 0000 UOP 5353 aways 40
Virtual Sever SMTP 0.0.00 TCP 2625 abways (IF] ]
Virtual Server POF3 0.0.00 TCP 11110 aways [ 40]
Wirlual Server Talnel 0000 TCP 2373 abways ] ]
1PSec 0.0.0.0 UDP S00/500 aways |46
FPTP 0.0.0.0 TCR17I3NT23  aways  [4f]
Mulhewting 0ooo TCP 17270 abwrirys __-*"l
DECE-1000 nono TCP &0/60 abways [
DCS-2000 nnon TCP B/AD abearys (4]
2eyn 1921680112  TCPITXANTN  abways Al

The DI-614+ can be configured as a virtual server so that remote users accessing
Web or FTP services via the public IP address can be automatically redirected to local
servers in the LAN (Local Area Network).

The DI-614+ firewall feature filters out unrecognized packets to protect your LAN network
so all computers networked with the DI-614+ are invisible to the outside world. If you
wish, you can make some of the LAN computers accessible from the Internet by enabling
Virtual Server. Depending on the requested service, the DI-614+ redirects the external

service request to the appropriate server within the LAN network.

Enable Select to activate the policy.

Name You can name the Virtual Server.

Private IP The IP address of the internal computer that will be using the
virtual service.

Protocol Type Select the protocol the Virtual Server will use.

Private/ Public Ports Enter in the private and public port or ports to be used. A range
of ports can be specified with a hyphen. (e.g., 20-21)

Schedule Select Always, or choose From and enter the time period during
which the virtual service will be available. o5



Using the Configuration Menu
Advanced > Applications

D-Link DI-614+
Enhanced 2.4GHz Wireless Router

Special Application iz uzed to run spplications that require multiple connections.
R oW © Enabled © Disabled

Marne Clear
Trigger Pan

Trigger Type TCP &

1

l Filters Public Pon
Fublic Type | TCR »
Pt Carr N+
v plicatinm Apply Cancel Help
_ NAME Trigger Public
Firewall Battle net 6112 6112 B}
Dialpad 7175 51200-51201,51210 BT
., e hi 2019 2000-2038,2050-2051,2069,2085,3010-3030 [ 4§
DMz MSH Garring Zome 47624 2300-2400,28300-29000 B
PCto-Phone  1205312120,12122.24150-24220 35
— Quick Taned 554 6970-6999 i |
* Performance

Some applications require multiple connections, such as Internet gaming, video
conferencing, and Internet telephony. These applications have difficulties working
through NAT (Network Address Translation). Special Applications makes some of these
applications work with the DI-614+. If you need to run applications that require multiple
connections, specify the port normally associated with an application in the Trigger
field, then enter the public ports associated with the trigger port into the Incoming Ports
field.

At the bottom of the screen, there are already defined special applications. To use them,
select one from the drop down list and select an ID number you want to use. Then click
the “Copy to” button and the router will fill in the appropriate information to the list. You
will then need to enable the service. If the mechanism of Special Applications fails to
make an application work, try using DMZ host instead.

Note! Only one PC can use each Special Application tunnel.

Enabled or Select to activate or deactivate the policy.

Disabled

Name You can name the defined special applications.

Trigger Port This is the port used to trigger the application. It can be either
a single port or a range of ports.

Trigger Type Select the trigger protocol you would like to initiate. To chage
the selection, use the drop down arrow and other choices will
be listed. _ _

Public Ports This is the port number on the WAN side that will be used to

access the application. You may define a single port or a range
of ports. You can use a comma to add multiple ports or port
ranges.

Public Type Select the public type the special application will use. o6



Using the Configuration Menu
Advanced > Filters > IP Filter

Virtual Server
Applications

Filters

rnm.ll Control

Firewall

Performance

[HEDE

D-Link
Bullding Retworks for People
B |

@
ad
—

DI-614+
Enhanced 2.4GHz Wireless Router

Filtes
Fillers are ised 1o allow or deny LAN wsers from aceessing the Inlemet

& 1P Filters O MAC Filters

IP Filters
Use P Filters to deny LAM IF addresses access to the Intemet.

© Enabled O Disabled
P

Fort |
Hrotocol Type 1_[;_P v
Schedule (0 Always

©  ime[on %] [0 v|[aM o [00 %[00 ] [aM =

Fram :
day |Sun_ ¥ to|Sun ¥
® 00
IP Filter List Apply Cancel Help
IF Rangs Protucol Scheduls
. TCP 2021 always [
e TCP 0O always 7]

Use IP (Internet Protocol) filters to allow or deny computers access to the Internet
based on their IP address.

Enabled or Disabled

IP Address

Port Range

Protocol Type

Schedule

Click Enabled to apply the filter policy or click Disabled to enter
an inactive filter policy. (You can reactivate the policy later.)

Enter the IP address range of the computers that you want the
policy to apply to. If it is only a single computer that you want
the policy applied to, then enter the IP address of the computer
in the Start Source IP and leave the End Source IP blank.

Enter in the port range of the TCP/UDP ports that you want
the policy to apply to. If it is only a single port that you want the
policy applied to, then enter the port number in the Start Port
field and leave the End Port field blank. If you want to use all
the ports, you can leave the port range empty.

Select the protocol type to allow or deny certain types of IP
addresses.

Select Always, or choose From and enter the time period during
which the IP filter policy will be in effect.
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Using the Configuration Menu
Advanced > Filters > MAC Filters

D Link DI-614+
Enhanced 2.4GHz Wireless Router

Filters are used to allow or deny LAM users from accessing the Intemel.

Wirluol Server © IP Filers @ MAG Filters

Uge MAL address to allow or deny computers access to the network.

) Disablod MAC Fiters

1R

3 Only allow computers with MAC address listed below to access the netwark
O Only deny computars with MAC addrass listed below to access the natwork
Name
MAC Address
Firewall
DHCP Clisnt | prm,00-02-96-03-A9-F1 + I Clone
_
oz 900
r 2l Apply Cancel Help
P Name MAL Addrass
Performance

MAC (Media Access Control) Filters are used to deny or allow LAN (Local Area Network)
computers from accessing the Internet and network by their MAC address.

At the bottom of the screen, there is a list of MAC addresses from the DHCP client
computers connected to the DI-614+. To use them, select one from the drop down
list and select an IP number you want to use. Then click the “Copy to” button and the
DI-614+ will fill in the appropriate information in the list.

Disabled MAC Filter Select this option if you do not want to use MAC filters.

Only allow computers with MAC address listed below to access the network
Select this option to only allow computers that are in the list
to access the network and Internet. All other computers will
be denied access to the network and Internet.

Only deny computers with MAC address listed below to access the network
Select this option to only deny computers that are in the list
to access the network and Internet. All other computers will
be allowed access to the network and Internet.

Name Enter a name to create a profile for the associated
computer(s) on the network.

MAC Address Enter the MAC Address of the client that will be filtered.

DHCP Client Select from the DHCP Client list and click the Clone button to

automatically clone that computer's MAC address to the MAC
address field. 28



Using the Configuration Menu
Advanced > Parental Control >URL Blocking

DI-614+
Enhanced 2.4GHz Wireless Router

[ Home BY LT ER Tools Status Help

Parental Control
Parental Control filters are uscd to allow or deny LAM users from accessing the Internet.

-

Virtual Server & URL Blocking () Domain Blocking

r—n— URL Blocking . - :
Applications Block those LIRLs which contain keywords listed below.

) Enabled @ Disabled

I Filters

Parontal Control

Firewall - a a 0

Apply Cancel Help

DMZ

Performance

[

Use URL Blocking to deny LAN computers from accessing specific web sites by its
URL. A URL is a specially formatted text string that defines a location on the Internet.
If any part of the URL contains the blocked word, the site will not be accessible and
the web page will not display.

Disabled URL Blocking
Select this option if you do not want to use URL Blocking.
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Using the Configuration Menu
Advanced > Parental Control > Domain Blocking

DI-614+
Enhanced 2,4GHz Wireless Router

| ™ Home IO Toole  Siows el |

f

Paruntal Cuntie
Parunlal Control illers are used Lo allow or deny LAN wsers from accessing Lhe Intermet.

——
Virtual Server 3 URL Blocking & Domain Blocking

|

@ Disahled
Filters O Alluw usurs Lo gueess 3l durmaing wacept *Blucked Dumaing”
) Deny users tn acceas all domans except *Pemitted Domans”

~ =)

® 00

Apply Caneel Help

Use Domain filters to allow or deny computers access to specific Internet domains
whether it is through www, ftp, SNMP, etc. Domain filters apply to both wired computers
connected to one of the four Ethernet LAN ports and to wireless clients connected
wirelessly to the DI-614+.

Disabled Domain Filter Select this option if you do not want to use Domain filters.

Allow users to access the following domains and block all other domains
Select this option to allow users to access the specified
Internet domains listed below. Users will be denied access
to all other Internet domains.

Deny users to access the following domains and permit all other domains
Select this option to deny users access to the specified
Internet domains listed below. Users will be allowed access
to all other Internet domains.

Permitted/Blocked Domains
This is a list of domain suffixes of the Internet domain you
want to permit or block. (Example: shopping.com,
sports.net.)
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Advanced > Firewall

DI-614+

Enhanced 2,4GHz Wireless Router
| [__Home WEVTPTIN Toole — Status  Help
‘- Fitrwall Rules
Firewall Rules can be osed o allow or deny [l fiom passing theough the DG4+
N e © Fnabled O Disabled
Marrie j [ Clear
Appucnunns Action O Allow O Dany
Interface I™ Range Stat I Range End  Protocol Port Range
-r-==-=| Source 1% v| |
EHRe Destination ;_; - __.TCIE‘ *
Schedule O Alwaye
I'ei'lhicnml O Frum time | 00 ¥ o100 %) [AM ¥ 10| 00 ) ;| 00 || AM ¥
dgf%ﬂml ¥ (o Sun ¥
irewall Rules List Apply Cancel Help
1= ActinnNarmg SuourceDestinalion Protoeol
DMIZ Allow Allow 1o Ping YWAN port WAN TLAN192.168.0.1 ICMP S [
momsgs (192.168.0.100:15427) - TCP, 15427 1
- Allowr % AN, |..N“|.192.1(E'ﬂ.E|.1|3133;8,‘SD [
U Performance Bllow ,g“%’“sas (192160.0.100:0222)  ypsapy = an 192, 168.0. 100UDP B222-53984 | 4
Deny Default **  LAN® PO
Allow Diefault LANS® =~ P o~

Firewall Rules is an advance feature used to deny or allow traffic from passing
through the device. It works in the same way as IP Filters with additional settings. You
can create more detailed rules for the device.

Enabled or Disabled
Click Enabled to apply the filter policy or click Disabled to enter an inactive filter policy
(You can reactivate the policy later).

Name
Enter the name of the Firewall Rule.

Action
Select Allow or Deny to allow or deny traffic to pass through the DI-614+.

Interface Source
Choose between a LAN or WAN source. An asterisk signifies the selection of both

sources.

Interface Destination

Choose between a LAN or WAN destination. An asterisk signifies the selection of both
destinations.

IP Start

The starting IP address for the filter policy. Leaving the field blank selects all IPs.

IP End
The ending IP address for the filter policy. Leaving the field blank sleects all IPs.
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Advanced > Firewall (Continued)
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l BTN Advanced | Tools Status Help

-3
— Firewall Rules

-

Firewall Rules can be used (o allow ur deny traffic from passing through the DFG14+.

Virtual Server

© Enabled O Disabled

Name N _

'm Action O Allow O Deny
Interface IP Range Start IP Range Cnd  Protocal Port Range
= - o ._;J e ..-_
s Destination [+ || Jrer +)
Schedule O Abways
Paretal Cotol O From time |00 ¥ : [00 || AM /10|00 v : |00 || AM

day :_Sun : : to S-un ||

Firewall 9 90O

Firewall Rules List Apply Cancel Help
— Actionhame SourceDestination Protocol
DMZ Allow Allow to Ping WAN port WANTLAM192.168.0.1 ICMP B i3
msmsgs (192.168.0.100:15427) - TCP, 15427 1
: . Al 2o VAN TLAN,TSZ T D 100 e I
3 UL X

- Nlow gremsgs (192160.0.100:0222)  yan +L AN 192.168.0.100UDP 8222 53984 |4

Deny Default i LAMN,* P {0

Allowe Default LANY *.* P

Protocol
Select one of the following protocols: TCP, UDP, or ICMP.

Port Range

Enter ingthe port range of the TCP/UDP ports that you want the policy to apply to. If it
is only a single port that you want the policy applied to, then enter the port number in
the Start Port field and leave the End Port field blank. If you want to use all the ports,
you can leave the port range empty.

Schedule

Select Always, or choose From and enter the time period during which the virtual service
will be available
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Advanced > DMZ

D-Link
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[ Home BT BB Tools Status Help
DR

DMZ (Demilitarized Zone) is used to allow a single computer on the LAN to be exposed to

n¢_

the Internat.
Virtual Server
O Enabled & Disabled
I..._._ IP Address 192 . 166.0. /0
Applications : =
'*
Filters {3

mnt:l Control

Firewall

Perfermance

@i

If you have a computer that cannot run Internet applications properly from behind the
DI-614+, then you can allow that computer to have unrestricted Internet access. Enter
the IP address of that computer as a DMZ (Demilitarized Zone) host with unrestricted
Internet access. Adding a client to the DMZ may expose that computer to a variety of
security risks, so only use this option as a last resort.
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Using the Configuration Menu
Advanced > Performance

I
*

“I“Iﬂ!l Sorver
Reacon interval (100 | (meec, range:1~1000, default:100)
I Applications DTIM interval : |3 (range: 1-255, default:3)

Filters

i

mnm Control R8I0 Rroadeast (3 Enabled < Disabled
Antenna transmit power 'IUU% l.*’dl:lm : v
l Flrcwni Arntenna Selection - .ni\.rﬁlF;iiyAnlﬁnnn -

oz 9 @9

DI-614+
Enhanced 2.4GHz Wireless Router

These are the Wireless Performance features for the AP{Access Point) Portion.

Basic Rates O 1-2puppe) & 1-255-11gmbpsy O 1-2-5.5-11-22ubps)
TARates: O 1 2mMbesy © 1255 1omeea @ 126511 22Mbesy

Preamble Type: & Short Preamble (0 Long Preamble

4 Mode . &) Engbled O Disabled

Apply Cancel Help

Beacon Interval

DTIM interval

Basic Rates

TX Rates

Preamble Type

Beacons are packets sent by an Access Point to synchronize a
wireless network. Specify a value. 100 is the default setting and is
recommended.

(Delivery Traffic Indication Message) 3 is the default setting. A DTIM
is a countdown informing clients of the next window for listening to
broadcast and multicast messages.

Select the data rate. Default is 1-2-5.5-11-22Mbps.

Select the data rate. Default is 1-2-5.5-11-22Mbps.

Long preambile is the default setting. (High traffic networks should
use the shorter preamble type.) The preamble defines the length of
the CRC block used in communication between the Access Point
and the roaming wireless Network adapters.(Cyclic Redundancy
Check is a common technique for detecting data transmission
errors)
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Using the Configuration Menu
Advanced > Performance (Continued)
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. Virtual Server

f Applicalions

Filters

rontal Co

g

i

! Firewall

fr—

Performance

SSID Broadcast

Antenna transmit
power

Antenna Selection
Internal

External

Diversity

4X Mode

DI-614+
Enhanced 2,4GHz Wireless Router

[ Home MW TLTIE Tools Status Help
;..:._.: Performance
These are the Wireless Performance featurag for the AP(Access Point) Portion,

Baacon interval | 100 | (msec, range:1--1000, default:100)
DTIM interval : |3 (range: 1--276, default-T)
Basic Rates © O 1-2Zpabpsy @ 1-255-11gMbpsy O 1-2-5.5-11-220Mbpsy
T Rates 1 O 1oy O 1-25.5 1 Tgvuesy & 1-2-5.5-11-Z2mvps)
Preamble Type : (3 Shart Preamble () Long Preamhle
S3ID Broadiast - (3 Enabled O Digabled
Antenna transmit power © | 1002 .I FdBm bel

Antenna Selection : | Diversity Antenna
A% Made - |Intamal Antenna

Extamnal Antenna

Di Antenna. a { ;-’ o

Apply Cancel Help

Enabled is the default setting. Choose Enabled to broadcast
the SSID across the network. All devices on a network must
share the same SSID (Service Set ldentifier) to establish
communication. Choose Disabled if you do not wish to
broadcast the SSID over the network.

The DI-614+ has the option to adjust its wireless transmit power.
Limiting transmit power can help in situations where you do not
want the same signals overlapping one another.

Select Internal Antenna, External Antenna, or Diversity Antenna.

In this mode, the DI-614+ only uses the internal antenna for
short distance coverage.

In this mode, the DI-614+ only uses the external antenna and
extends wireless coverage.

In this mode, the DI-614+ uses both the internal and external
antenna and then uses the antenna that picks up the strongest
signal.

4x Mode allows for higher speed wireless performance. Only
other devices that support 4x Mode will be able to take ad-
vantage of the higher performance.
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Using the Configuration Menu
Tools> Admin
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LR Status___Help |

Administrators can change their login password,

Administralor (The Login Name is "admin®}

News P

Confirm d

User (The Login name is "user”)

MNewr P

Confirm P d

> Enabled & Disabled
IP Address *
Port | 8080 «

9 90

Apply Cancel Help

There are two accounts that can access the Broadband Router's Web-Management
interface. They are admin and user. Admin has read/write access while user has read-
only access. User can only view the settings but cannot make any changes. It is rec-
ommended that you change the admin password from the default setting. The default
password is blank (no password).

Password

Remote
Management

IP Address

Port

To change the admin and user passwords, enter in the old
password, and enter the new password twice to confirm.

Remote Management allows the device to be configured
through the WAN (Wide Area Network) port from the Internet
using a web browser. A username and password is still required
to access the browser-based management interface.

Internet IP Address of the computer that has access to the
DI-614+. Ifthe IP Address is sett0 0.0.0.0, this allows all Internet
IP addresses to access the DI-614+.

The port number used to access the DI-614+.
E.g., http://x.x.x.x:80, where x.x.x.x. is the WAN IP address of
the DI-614+ and 80 is the port used for the Web Management
interface.
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Tools> Time
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UL, Status_—_Help

-

Tima

Set the D614+ system time.

Local Time Apr01/2002 01:30:39

Time Zone | (GMT-08:00) Pacific Time (US & Canada) b

2 Enabled & Disabled
: : e
Stat[Jan ¥ (01 v| gnd [ dan (01 ¥]

Uayhght Saving

Get the Time Automatically via Network Time Protocol(NTF)

Uetault NP Server | | {optional

Set the Time

Vear|2002 ¥| Month | Apr ¥ |Day |01 ¥

Hnuriwj? Minuteiﬂﬂ ~ | Second | 19 "_
9 99O

Apply Cancel Help

Set the time here by entering it manually or by using NTP (Network Time Protocol.) NTP
is a standard protocol on the Internet that sychronizes the time settings accurately for
all the computers on your network.

Time Zone

Daylight Saving

Default NTP Server

Set Device Date and
Time

Select your time zone from the pull-down menu.

Select to enable or disable Daylight Saving. If you choose to
enable this, enter the start and end date and the system time
will automatically adjust on those dates

(Optional.) If you are enabling NTP to synchronize the time
settings on your network using an NTP server, please enter
the link to the default server.

If you are entering the time manually, select the correct Year,
Month, Day, Hour, Minute, and Second.
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Using the Configuration Menu
Tools > System

DI-614+
Enhanced 2.4GHz Wireless Router

‘ Home  Advancedl 'SR Status  Help |
" - System Seflings
Save Scttings To Local Hard Drive

ISave

Load Settings From Local Hard Drive

| Browse... |

Restore To Factory Default Settings

Help

e

Cable Test

The current system settings can be saved as a file onto the local hard drive. The saved
file or any other saved setting file created by the DI-614+ can be uploaded to the unit.
To reload a system settings file, click on Browse to search the local hard drive for the
file to be used. The device can also be reset back to factory default settings by clicking
on the Reset to Default button. Use the restore feature only if necessary. This will erase
previously saved settings for the unit. Make sure to save your system settings to the
hard drive before doing a factory restore.

Save Settings to Click Backup Setting to save the current settings to the local
Local Hard Drive Hard Drive.
Load Settings from Click Browse to find the settings file, then click Load.

Local Hard Drive

Restore to Factory Click Reset to Default to restore the factory default settings.
Default Settings
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Using the Configuration Menu
Tools > Firmware

DI-614+
Enhanced 2.4GHz Wireless Router

[__Home _ Advancediilll (O Status_ Help |

il

‘— There may be new firmware for your D614+ to improve functionality and performance.
Click hera tn chack for an npgrade on our suppart site

To upgrade the firmware, locate the upgrade file on the local hard drive with the Browse
— buttur. Once you have fuund the file W be used, click the Apply bullun belws o star the
Time firweare upgrade,
Current Firmware Version: 3.27
Firmwarc Date: Wed, 10 Dec 2003

|(Browse_._|

2 900

Apply Cancel Help

-f-.:.—:-ﬁ

Cabie Test

You can upgrade the firmware by using this tool. First, check the D-Link support site for
firmware updates at http:/support.dlink.com. Make sure that the firmware you want to
use is saved on the local hard drive of your computer. Click on Browse to search the local
hard drive for the firmware that you downloaded from the D-Link website to be used for
the update. Upgrading the firmware will not change any of your system settings but it is
recommended that you save your system settings before doing a firmware upgrade.

Browse After you have downloaded the new firmware, click Browse in
this window to locate the firmware update on your hard drive.
Click Apply to complete the firmware upgrade.

Note: Do not power off the unit when it is being upgraded. When the
upgrade is complete, the unit will automatically restart.
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Using the Configuration Menu
Tools >DDNS

System

Firmware

Admin

1

Time

o |

I Misc.

. S
Cable Test

DI-614+

Enhanced 2,4GHz Wireless Router
Home _ Advancediilil PSS Status  Help
Dynamic DNS
DDNS O Enabled @ Disabled
Serer Address ]
Host Name 1
Usemame
Password

9 90O

Apply Cancel Help

DDNS (Dynamic Domain Name System) keeps dynamic IP addresses (e.g., IP
addresses assigned by a DHCP capable router or server) linked to a domain name.
Users who have a Dynamic DNS account may use this feature on the DI-614+.

DDNS

Server Address

Host Name

Username

Password

When an IP address is automatically assigned by a DHCP
server, DDNS automatically updates the DNS server. Select
Disabled or Enabled.

Select from the pull-down menu.

Enter the Host name.

Enter the username.

Enter the password.
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Tools > Misc

-

Misc.

r.'__
Cable Test

DI-614+
Enhanced 2.4GHz Wireless Router

(SO, Status___Help

-

Ping Test
Ping Test is used to send "Ping" packets to test if a computer is on the Internet.

Host N IF :
o (F)

Restart Device

Reboots the DHE14+

Block WAN Ping

YWhen you "Block WAN Ping", you are causing the public WAN IP address on the DI-
G14+to not respond to ping commands. Pinging public YWAN [P addresses is a commaon
method used by hackers to test whether your WAN P address is valid.

Discard PING fram WAN side O Enabled & Disabled

UPNP Settings
@ Enabled O Disabled

Gaming Mode
@ Enabled O Disabled

VPN Pass-Through
Allows %P connections to work through the DIFB14+,
PPTP @ Enabled O Disabled

IPSec @ Enabled © Disabled

WAN select to 10/100 Mbps

O 100Mbps © 10Mbps & 10/100Mbps Auta

9 00

Apply Cancel Help
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Using the Configuration Menu

Tools > Misc (Continued)

Ping Test

Restart Device

Block WAN Ping

UPnP Setting

Gaming Mode

VPN Pass Through

WAN select to 10/100
Mbps

This useful diagnostic utility can be used to check if a
computer is on the Internet. It sends ping packets and
listens for replies from the specific host.

Click reboot to restart the unit.

Click Enable to block the WAN ping. Computers on the
Internet will not get a reply back from the DI-614+ when it
is being “ping”ed. This may help to increase security.

Universal Plug and Play is a feature that is preset to allow
certain popular applications such as MSN messenger to be
functional using the router without making any configura-
tions. By default UPnP setting is set to enable. It is recom-
mended to keep UPnP Setting on enable.

Click Enable to enable Gaming Mode. This feature allows
many online games to work with the DI-614+.

For users who telecommute or use Virtual Private Network
(VPN), you can select PPTP or IPSec to be used with this
router.

This option allows the user to select 10Mbps, 100 Mbps,
or 10/100Mbps Auto for the WAN port. You may need to
change the WAN port speed if you are experiencing
connection problems with your Cable or DSL modem.
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Using the Configuration Menu

Tools > Cable Test

D-Link DI-614+
Enhanced 2,4GHz Wireless Router

OV, Status___Help

| Cablo Tester (VCT)
™ Admin
T-—'T-—;—-‘ Ports Link Status
P wa T T Mors Info
= tant [T Cormected
MFirmware e i eNE snnecte More Info
wan: il T Mors Inio
e e e Mre Inf

i

H
@
O

Refresh Help

Diagnostic Cable Tester is an advanced feature that integrates a LAN cable tester on
every Ethernet port on the router. Through the graphical user interface (GUI), Cable
Tester can be used to remotely diagnose and report cable faults such as opens,
shorts, swaps, and impedance mismatch. The Cable Tester feature significantly
reduces service calls and returns by allowing users to easily troubleshoot their cable
connections.

Ports The Ethernet port names associated to the physical ports.

Link Status The current link status of the Ethernet cable connected to the
respective Ethernet port.

More Info Click on More Info for [EREEREEREIRETT
detailed information [EBEEE
about the cable link
status. The following
window will appear.

v i Connccted

TPt ormal Cabild
RuPair Mommal Cablel

2

Refresh Click on Refresh to run the cable test. Allow the router a few
seconds to complete the test.
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Using the Configuration Menu

Status > Device Info

DI-614+

Enhanced 2,4GHz Wireless Router
. l Home  Advanced  Tools Status IIE_
"- - Device Information
Firmware Version: 3.23 , Mon, 03 Nov 2003
Device Info LA
i MAC Address 00-0D-55-85-E1-71
3 1P Add 192.168.0.1
-
Subnet Mask 2552652550
- DHCP Server Enabled
WAN
—

. MAC Addiess 00-0D-88-85-E1-72
Wireless e . DHCP Client Disconnected
[ DHCPRalease |[ DHCPRanew |

IP Address 0,000

Subnet Mask 0.0.0.0
Default Gateway 0.0.0.0
DNS

Wireless
MAC Address 00.00.88-84-B1.685
SSID detault
Channel &
WLP Disabled

Help
This screen displays information about the DI-614+.
DHCP Release Click to release IP addresses sent from the DHCP server.
DHCP Renew Click to renew IP addreses sent from the DHCP server.
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Using the Configuration Menu
Status > Log

DI-614+
Enhanced 2.4GHz Wireless Router

l Home Advanced Tools MG Help |

View Log

iew LongispIays the activities occurring on the DHG14+. Click on Log Settings for

“I—-—— advance features.
Device Info
Log

! Wireless

[ First Page ][ Last Page Presvious | | Mext |Clear|[ Log Settings ] Help
page 1 of 1
Time Message Source Destination Mate

This screen displays activities occurring on the DI-614+.

First Page- Click First Page to go to the first page of the log.
Last Page- Click Last Page to go to the last page of the log.
Previous- Click Previous to go to the previous page of the log.
Next- Click Next to go to the next page of the log.

Clear- Click Clear to clear the log.

Log Settings- Click for advanced features (see next page.)
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Using the Configuration Menu
Status > Log > Log Settings

|

—

Device Info

Stats

b:

Wireless

E-Mail Alert

SMTP Server IP

Email Address

Send Mail Now

Save Log File to Lo-
cal Hard Drive

Log Type

DI-614+
Enhanced 2.4GHz Wireless Router

Home Advanced Tools Status l!l!]_

Loy settings

Logs can be saved by sending it to an admin email address.

SMTP Server/ P Address | |

Email Address | |[__Send Mail Now
Save Log File To Local Hard Drive
Log Type Systern Activity

[] Debug Information
Attacks

[] Drapped Packets
Motice

9 9O

Apply Cancel Help

The DI-614+ can be set up to send the log files to a specific
email address.

Enter in the IP address of the mail server.

Enter in the email address of the recipient who will receive
the email log.

Click to send mail immediately.

Selecting this allows you to save the log to a local hard drive.

A window will appear prompting you to save the file to a spe-
cific location.

Select the types of activity to log.

46



Using the Configuration Menu

Status > Stats

: Device Info
! Log
Stats

l Wireless

DI-614+
Enhanced 2.4GHz Wireless Router

Home Advanced Tools |

Status

Traffir: Statistirs

Traffic Statistics display Receive and Transmit packets passing through the DEG14+.

WAN
LAN
WIRELESS

(Befresh | [Reset]

Hecene

0 Packets
2980 Packets
0 Packets

In Stats section, traffic statistics are displayed.

Refresh
Reset
WAN
LAN

WIRELESS

This will update the page.

Iransmit

88 Packets
5947 Packets
3524 Packets

This will reset the packet counter to zero.

o

Help

Displays Received / Transmitted packets from the WAN port.

Displays Received / Transmitted packets from the LAN port.

Displays received and transmitted packets from the wireless

network.

47



Using the Configuration Menu
Status > Wireless

DI-614+
Enhanced 2.4GHz Wireless Router

Gl Home Advanced Tools Status m

—
Connected Wireless Client List

The Wireless Client table below displays Wireless clients Connected to the AP o
m: {(Access Point). Help

Connected Time MAC Address

..L :

0g

Wireless

The wireless client table displays a list of current connected wireless clients. This
table also displays the time and MAC address of the wireless client connected.
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Using the Configuration Menu
Help

DI-614+
Enhanced 2.4GHz Wireless Router

_ ‘ Home  Advanced  Tools Status Help |
6‘ Home

» Setip Wirard
Menu » Wireless Seffings
= WAN Seftings
o LAN Sellings
+» DHCP Server

Advanced
» Mirual Server
s Special Applications
» Filters
s Firewsal Rules
- DMZ
» Wireless Performance

Tools
s Administrator Settings
» System Time
s Syslern Sellings

» Firmware Upgrade
» Miscellaneous ltems

Status
s Device Information
- Log
» Traffic Statistics
» Connected Wirsless Client List

FAGs

This screen displays the complete Help menu. For help at anytime, click the Help tab
in the Configuration menu.
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Troubleshooting

This chapter provides solutions to problems that can occur during the installation and
operation of the DI-614+ Wireless Access Point. We cover various aspects of the
network setup, including the network adapters. Please read the following if you are
having problems.

(Note: It is recommended that you use an Ethernet connection to configure the DI-614+
Access Point.)

1. The computer used to configure the DI-614+ cannot access the
Configuration menu.

[ | Check that the Ethernet LED on the DI-614+ is ON. If the LED is not

ON, check that the cable for the Ethernet connection is securely
inserted.

| Check that the Ethernet Adapter is working properly. Please see
item 6 (Check that the drivers for the network adapters are installed

propetly) in this Troubleshooting section to check that the drivers are
loaded properly.

B  Check that the IP Address is in the same range and subnet as the
DI-614+. Please see Checking the IP Address in Windows XP in the
Networking Basics section of this manual.

Note: The IP Address of the DI-614+ is 192.168.0.1. All the computers on the network
must have a unique IP Address in the same range, e.g., 192.168.0.x. and a Subnet Mask

of 255.255.255.0. Any computers that have identical IP Addresses will not be visible on the
network.

B Do a Ping test to make sure that the DI-614+ is responding. Go to

Start>Run>Type Command>Type ping 192.168.0.1. A successful ping
will show four replies.

I -/
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Troubleshooting

2. The wireless client cannot access the Internet in the Infrastructure mode.

| Make sure the wireless client is associated and joined with the
correct router. To check this connection: Right-click on the Local Area
Connection icon in the taskbar> select View Available Wireless Networks.
The Connect to Wireless Network screen will appear. Please make
sure you have selected the correct available network, as shown in
the illustrations below.

Connect ta Wireless Network @@

The tollowng network(s] are available. To access a network, select
it from the kst, and then chck Connect

i Avalable network s
Disable

Status

P
Repai G

[ mn v

i alan i

iew Available Wireless Networks

Open Network Connections @
__—__ It you are having difficulty connecting to a network,, chck Advanced
[ advanced |_Comect || cancel |

u Check that the IP Address assigned to the wireless adapter is within the
same IP Address range as the gateway. (Since the DI-614+ has an IP
Address of 192.168.0.1, wireless adapters must have an IP Address in
the same range, e.g., 192.168.0.x. Each device must have a unique IP
Address; no two devices may have the same IP Address. The subnet
mask must be the same for all the computers on the network.) To
check the IP Address assigned to the wireless adapter, double-click on
the Local Area Connection icon in the taskbar > select the Support tab
and the IP Address will be displayed. (Please refer to Checking the IP
Address in the Networking Basics section of this manual.)

If it is necessary to assign a Static IP Address to the wireless adapter,

[ | please refer to the appropriate section in Networking Basics. If you are
entering a DNS Server address you must also enter the Default Gateway
Address. (Remember that if you have a DHCP-capable router, you
will not need to assign a Static IP Address. See Networking Basics:
Assigning a Static IP Address.)
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Troubleshooting

3. Check that the drivers for the network adapters are installed properly.

You may be using different network adapters than those illustrated here, but this
procedure will remain the same, regardless of the type of network adapters you are

using.

B Go to Start.

B  Right-click on My
Computer.

B Click Properties.

screen may look different.

NOTE: Screen shots taken using
Windows XP. If you are using a
different Operating System your

B  Select the Hardware Tab.

Click Device Manager.
|

@ Windows Media Ployer W I
Open
Explore
G-’ Control P Search...
Manage
e, Connect
= Map Network Drive. .,
'.'é‘ Printere ¢ Disconnect Nebwork Drive. .,
v Show on Desktop
w Help and  Fename

I_)Seardl ;.
7] Run..

ﬁ| Log OFf f._c;ﬂ Turm OFf Computer

/4 start

System Properties

General Cormprpie: Marme

Add Hardvears Waad

Dewice Manage:
The Dewaca Manage Gs o

on pour computer, Uzetha D
properti=s ol eny devioe

System FResloe _ Al

% Te Add Hatdweare V/'ard heips you inatall haoware

| accHadmae wizag |

the havdvaare devices instaled
evize Manager 1o change tha

[ Oiver Signg

J ([ QeveeMermger |

Hacwars Frofiies

o Hardwate prollss provids 5 way fee you ba tel up and stass
*@ Cffensrk hardwate configuraions,

[ HuowssPries |

| ox

) [ Caeal ]
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Troubleshooting

I Device Ma nager

Double-click on Network
Adapters.

Right-click on D-Link AirPlus
DWL-650+ Wireless Cardbus
Adapter.

Select Properties to check
that the drivers are installed

properly.

7

View  Help
E S ® A =2a

PMTEST
9 Barteries

4 Computer

w» Disk drives

g Dieplay adapters
(&) Floppy disk controllers

14, Floppy disk drives
l@ IDE ATAJATAPI controllers

> Keyboards

"*) Mice and other pointing devices
L. Modems

i2 Monitors

Action

s s e

o Ports (COM&LPT)

s+ Processors

@. Sound, video and game controliers
System devices
Universal Serial Bus controllers

+ R

B Look under Device Status to
check that the device is working

properly.

B Click OK.

D-Link AirPlus DWL-G850 Wireless Cardbus Adapter

Genesal | ¢

Eﬂ D Linke AirPlis DWL G650 Wireksss Cardbus Adapter

Dewvice type: Melwork adaplers
Manufachurer D-Link
Location: PCl bus 5, dewice 0. function 0

This device is working propery.

I yous e having problems with this device, click Troubleshoot 1o
start the troubleshooter

Device usage.
Use this device [enable) vl
U o ]] cowe |
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Troubleshooting

4. Resetting the DI-614+ to Factory Default Settings

After you have tried other methods for troubleshooting your network, you
may choose to Reset the DI-614+ to the factory default settings. Remember
that D-Link AirPlus products network together, out of the box, at the factory

default settings.

To hard-reset the D-Link AirPlus DI-614+ to Factory Default Settings, please do the
following:

Locate the Reset button on the back of the DI-614+.
Use a paper clip to press the Reset button.
Hold for about 10 seconds and then release.

After the DI-614+ reboots (this may take a few minutes) it will
be reset to the factory Default settings.
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Networking Basics

Using the Network Setup Wizard in Windows XP

In this section you will learn how to establish a network at home or work,
using Microsoft Windows XP.

Note: Please refer to websites such as http.//www.homenethelp.com
and http://www.microsoft.com/windows2000 for information about networking
computers using Windows 2000, Me or 98.

Go to Start>Control Panel>Network Connections
Select Set up a home or small office network

Network Setup Wizard

Welcome to the Network Setup
Wizard

Thiz wizard will help you zet up thiz computer ba run an pour
network. With a netwaork, you carn:

+ Share an Internet connection

+ Setup Intermet Connection Firewall
+ Share filez and folders

+ Share a printer

To continue, click Mest.

Mext '[ Cancel

When this screen appears, Click Next.
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Networking Basics

Please follow all the instructions in this window:

Hetwork Setup Wizard

Before you continue. .

Before you continue, review the checklist for creating a network.

Then, complete the following steps:

+ Inztall the network. cards, modems, and cables.

+ Turn on all computers, printerz, and external modems.
+ Connect bo the Intermet.

Wihen you click Mest, the wizard will zearch far a shared Internet connection on your netwark.

R T

Click Next.

In the following window, select the description that best fits your computer. If
your computer connects to the internet through a gateway/router, select the
second option as shown.

Network Setup Wizard

Select a connection method.

Select the statement that best dezcribes thiz computer:

(O Thiz computer connects directly ta the Internet. The other computers on my netwark connect
ta the Intermet through this computer.

‘iew an example.

() Thiz computer connects ta the Intemet through another computer on my netwark or through
a rezidential gateway.

“iew an example.

O

Learmn mare about home or small office network configurations.

< Back I'I Hext » J"[ Cancel

Click Next.
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Enter a Computer description and a Computer name (optional).

Network Setup Wizard
Give this computer a description and name.

( LComputer description: | Mary's Computer J'

E xamples: Family Room Computer or Monica's Computer

( Camputer hame: | Office |)
Examples: FAMILY ar MOMICA

The curment computer name iz Office

Learn more about computer names and descriptions.

oo [

Click Next.

Enter a Workgroup name. All computers on your network should have the same
Workgroup name.

Network Setup Wizard

Mame your network.

Marme your netwark by specifying a warkaroup name below. All computers on your netwaork
should have the same warkaroup name.

Workgroup nanme:; | Accounting
Esaticles HOME oo OFFICE

< Back Mest » ] [ Cancel

Click Next.
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Please wait while the Network Setup Wizard applies the changes.

Ready to apply network settings. ..

The wizard will apply the following ettings. This procezs may take a few minutes to complete
and cannot be interrupted.

Settings:

Metwork settings: -

Computer description: Mary's Computer

Computer name: Office

Workgroup name; Accounting

The Shared Documents folder and any printers connected to this computer have been 3

shared. ‘
|

To apply these settings, click MNewt

[ < Back IL Mext > ][ Cancel

\——

When the changes are complete, click Next.

Please wait while the Network Setup Wizard configures the computer.
This may take a few minutes.

Network Setup Wizand

Please wait. ..

Fleaze wait while the wizard configures thiz computer for home or zmall office netwaorking. Thiz
process may take a few minutes.
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Networking Basics
In the window below, select the option that fits your needs. In this example, Create a

Network Setup Disk has been selected. You will run this disk on each of the computers

on your network. Click Next.

Network Setup Wizard
You're almost done...

.i ou heed to run the Metwark Setup Wizard once on each of the computers on wour
‘\l) network, Town the wizard on computers that are not running 'Windows XP. pou can use
the Windows =P CD or a Metwork Setup Digk,

“what do pou want to do?

(1 Use the Metwark Setup Disk | already have
() Use my Windows <P CD

() Just finish the wizard; | don't need to run the wizard on other computers

Insert a disk into the Floppy Disk Drive, in this case drive A.

Network Setup Wizard
Insert the disk you want to use.

Inzert a dizk the inta the following disk drive, and then click Nest.

3% Floppy [4:)

If pou weant ta farmat the disk, click Format Disk.

[ <Back [J{_Heu> B
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Copying...

p9 )

Please wait while the wizard copies files. ..

[ ) Zancel |

Please read the information under Here’s how in the screen below. After you complete
the Network Setup Wizard you will use the Network Setup Disk to run the Network Setup

Wizard once on each of the computers on your network. To continue click Next.

Metwork Setup Wizard
To run the wizard with the Hetwork Setup Disk___ %

i Complete the wizard and restart this computer. Then, uze the Metwork Setup Dizk to run
\‘) the Metwark Setup Wizard once on each of the ather computers on your nebwork.

Here's how:

1. Inzert the Metwork Setup Disk into the next computer you want to network.
2. Open My Computer and then open the Metwork Setup Dizk.
3. Double-click "netsetup.”'

|_ < Back
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Please read the information on this screen, then click Finish to complete the Network
Setup Wizard.

Metwork Setup Wizard

Completing the Network Setup
% Wizard

Y'ou have succeszsfully zet up this computer for home or zmall
affice netwarking.

For help with home or small office netwarking, see the
fallowing topics in Help and Support Center:

+ Uszing the Shared Documnents folder
+ Shanng hles and holders

Ta zee other computers on paur netwark,, click Start, and then
click My Metwork Places.

To cloze thiz wizard, click Finish.

| <Back || Firish |

The new settings will take effect when you restart the computer. Click Yes to
restart the computer.

System Settings Change R
P You musk reskart yaur computer before the new settings will take effect,
-;,'-

Do wou want ba restart your compuber now'?

You have completed configuring this computer. Next, you will need to run the
Network Setup Disk on all the other computers on your network. After running
the Network Setup Disk on all your computers, your new wireless network will
be ready to use.
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Naming your Computer

To name your computer, please follow these directions. In Windows XP:

B Click Start (in the lower left corner of the screen).
m Right-click on My Computer.

B Select Properties and click.

Internet .__) My Documents
Inkermet Explarer
-
vf-l_ E-mail ‘} My Recent Documents »
Cutlook Express

:j} My Pictures

B crmand Prompt .-3, My Music

‘, MSH Explarer “_ . vy Computer
- Open
; . ‘g My Network  Explore
windows Media Plaver search...

g B’ Control Pane||  Manage
‘o L, indowes Movie Maker

Map Metwork Drive. ..
e_; alHeE Disconnact Mekbwark Drive, ..

@ Tour Windows XP -
J:Q Printers and F - Show on Deskbop

b | Files and Settings Transfer | Rename

Wizard @) Help and Sup@‘

B Select the Computer Name  [EAAEMRAU NS
'[ab in_the System Proper- L st i
ties window. | General |

Fi.émo-té

dates

Cormputer Mame Hardware advanced

Windows uzes the following information to identify your computer
on the network.

Computer description:

B You may enter a Computer
Descriplion if you wish: this For example: "Kitchen Computer' or "t any'z

X . . Carmnputer''.
field is optional. .
Full computer name:  Office

W ork group: Accounting

To use the Metwark, |dentification YWizard b joitt & Metwork D
B To rename the Computer i:i[g-.mam ahd create a local uzer account, click Metwark
and join a domain, Click

Change.

Tao rename this computer or join a domait, click Change.
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Naming your Computer
B |n this window, enter the —
Computer namé Computer, Name Changes E]|z|
Yiou cat change the name and the membership of this
- Select Work d ter th caormputer. Changes may affect access to network resources.
elec orkgroup anda enter the
name of the Workgroup.
Computer name:
Office
B All computers on your network |
must have the same Workgroup Ful et e
name. Office:
B Click OK. tdember of
() Domair:
(&) Workgroup:
| Accounting |
( OK l Cancel

Assigning a Static IP Address in Windows XP/2000

Note: Residential Gateways/Broadband Routers will automatically assign IP Addresses to
the computers on the network, using DHCP (Dynamic Host Configuration Protocol) technol-
ogy. If you are using a DHCP-capable Gateway/Router you will not need to assign Static IP
Addresses.

If you are not using a DHCP capable Gateway/Router, or you need to assign a Static
IP Address, please follow these instructions:

T .!“' Conkral Panel
@ Tour \Windows X
u Go to Start. él Printers and Faxes
| Files and Settings Transfer i
‘Wizard
9) Help and Support
I‘y Paink -
n . I’) Search
Double-click on
Control Panel. :
all Programs D 7 Run...

ﬂ| Liog FF Fa‘ Turn CFF Cormpuke




Networking Basics

Assigning a Static IP Address in Windows XP/2000

B Double-click
on Network
Connections.

B Right-click on Local Area
Connections.

B Double-click on
Properties.

® Control Panel
File Edit Vew Favorites Tooks Help

.\_‘J J }’ ,:‘Sﬁ"h ||‘Folclers —

address | Control Panel

ﬂ/ Control Panel 2

B Switch to Category View q

See Alsu

L Windows Updale
@) Help and Support

" Network Connectinns

Fle Edt Wiew Favorites Tooks Advanced Hel

Qo - ) (F Dsewr [ ook [T

Metwork Tasks

[8] Creste anew
connection
Sak up 4 hame or small
olfice relweb.

& Cosabie thes network
device

@, Repair this connaction

W) Rensma this connaction

o Wiew shatuss of this
connection

Change seltings of ths
connection




Networking Basics
Assigning a Static IP Address
in Windows XP/2000

B Click on Internet
Protocol (TCP/IP).

B Click Properties.

Enter the LAN IP address of
the Wireless Router. (D-Link
wireless routers have a LAN IP
address of 192.168.0.1.)

The DNS server information will
be supplied by your ISP (Internet
Service Provider).

Click OK

A Local Area Connection 7 Properties

General | Advanced |

Connect uzing:

i E&  D-Link DWL-AG50 ‘

Thiz connection uzes the following items:

g Client for Microgoft Metworks
.@ File and Printer Sharing for Microsoft Networks
81 05 Packet Scheduler

G Internet Fratocal (TCRAR) )

il T T
Description

Tranzmizzion Control Protocol/Intemet Protocal. The default
wide area netwark pratacol that provides comrunication
across diverse interconnected networks.

[ Show icon in notification area when connected

Internet Protocol (TCP/IP) Properties

‘ General |

“Y'ou can get |P zettings assigned automatically if your network, supports
this capability. Otherwize, you need to ask your network. administrator for
the appropriate |P settings.

(7 Obtain an IP address automatically

‘:; USE tr £ [olhowing F aaEresa

IP address: 192 168 . 0 . 82
Subnet mask: 285 255 0285 . 0

Drefault gateway:

Freferned DNS server

. ]

Alternate DNS server

( Ok, ) [ Cancel ]
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Networking Basics
Assigning a Static IP Address with Macintosh 0SX

CXE] Syseem Prefarences =

w =A@ 2

Shewll | Diaple Sowd Netwsrk St Dtk

B Go to the Apple Menu and select mH | £ @ 6 &

System Preferences. ——

B Click on Network. o
.S ans
Rt boed B2 TRt

System

g ® & @8 21

Caask  Duwd T Safmeare Seech  Bame D Uun

1 H . SD Network o

B Select Built-in Ethernet in the « =A@ 3

show pu"_down menu. Show Al | Dbiplays Sound Metwork  Starup Disk 1

ki

B Select Manually in the Configure %

pull-down menu. Civtl] Lo DHCP. o f

AL M. -m.-imt Servers (Dpsensl)
IF Addres.

Fraveded by DHCP Server)
Subnet Magk: 255.255.255.0
outars. TAETERAS Search Domains  0panan

DHCF Chent 1D
Wpkoras

Examgle. apple com, earthiink.nes
Etharnat Address:

(@) Click the ock 10 prevent furtier changes

‘86 Network =

« =A@ 2

— ¥
Show All Displays Sound Network Startup Disk

Location: | Automatic T;‘
Show: | Built-in Fthernet i ]

| Input the Static IP Address, fererieY eepoe | AppleTatk | Proxies |
the Subnet Mask, and the _ —
Router IP Address in the S = ,1 = .
appropriate fields. S

IF Address:  192.168.0.2

Subnet Mask: 255.255.255.0

Router: He2.18801 Search Domains iOprianal)

Example: apple-com. eanhlink.net
Ethernet Address: 00:09.93:75 de:5a

@ Click the lock o prevent further changes. ' Apply Now '
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Networking Basics

Selecting a Dynamic IP Address with Macintosh 0SX

B  Go to the Apple Menu and select
System Preferences.

B Click on Network.

= &)

- L
Cotwtwe Dl Dremviser Kot

®@.a =
Syviem
LS

[- 1] Syabern Frefere:
w = A &
Somds | Dvgiers Soons ewors Svam Ge
L
m s = o
Derkiag Besk Cararal  Intwenationgd
Pardware

aces S
® 5 @
Lo Krees S Lans

i
Mouia baund

:X:) Network
- . e B [
B Select Built-in Ethernet in the ShowAll | Displays se& Nga sun'u-:!o«u
Show pull-down menu. Tocsion; [ At G
'Shw: Built-in Exhernet 'Eib
—  Manually - : _“;El—
B Select Using DHCP in the Con- ST ARl O
H anve Servers iOutanali
figure pull-down menu. T -
IPravided by DHCP Server)
Subnet Mask: 255.255.255.0
Router: 192.168.0.1 AL TR T
DHCP Client I0x
Dptional
e Example: apple.com, earthlink net
(@) Click the lock to prevent further changes.
8o Nerwork
“« EA@ 2
. Show AN Dusplays Sound  Metwork  Startup Disk.
. Clle Applv Now Location: | Automatic ".}
Show: | Bullt-in Ethernet ﬂ
[Freaie eeeot | appleTalk | proxies |
ure. iny
B The IP Address, Subnet mask, Contgure: (imgoer ) e
) . rmain me Servers (Optional
and the'Router s IP Address will e erenoreo
appearina few seconds. Subnet Mask: I255,255;.:55,0 =
P Search Domains __ igvenal)
DHCP Client I0D:
tOpicnall
Eiferet AN CODGGTOdete e PR on MM
(&) Cick the lock 1o prevent further changes. ( Apply Now
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Technical Specifications

Standards
B |EEE 802.3 10BASE-T Ethernet
B |EEE 802.3u 100BASE-TX Fast Ethernet
B |EEE 802.11b

VPN Pass Through Function
B PPTP

B |PSec

Advanced Firewall Features
Device Management
B Web-Based — Internet Explorer 6.0 or later; Netscape Navigator 6 or
later; or other Java- enabled browsers.
Wireless Data Rates* With Automatic Fallback
B 22Mbps
B 11Mbps
B 5.5Mbps
B 2Mbps
B 1Mbps
Encryption
B 64/128/256-bit RC4

Media Access Control
B CMSA/CA with ACK

Wireless Frequency Range
B 2.4GHzto 2.46GHz

Wireless Operating Range
B Indoors: Up to 328 feet (100 meters)
B Outdoors: Up to 1,312 feet (400 meters)

Wireless Modulation Technology

B PBCC - Packet Binary Convolutional Coding
B DSSS - Direct Sequence Spread Spectrum
B 11-chip Barker sequence

* Maximum wireless signal rate derived from IEEE Standard 802.11b specifications. Actual data throughput
will vary. Network conditions and environmental factors, including volume of traffic, building materials and
construction, and network overhead lower actual data throughput rate. 68



Technical Specifications

Modulation Technique

Barker (1Mbps/0db)
Barker (2Mbps/3db)
CCK (5.5Mbps/5.5db)
PBCC (5.5Mbps/1.4db)
CCK (11Mbps/8.6db)
PBCC (11Mbps/4.5db)
PBCC (22Mbps/8.5db)

Wireless Transmit Power

15dBm + 2dB

External Antenna Type

LEDs

Single detachable reverse SMA

Power

M1

M2

WAN

Local Network - 10/100
WLAN (Wireless Connection)

Operating Temperature

Humidity

Power

32°F to 131°F ( 0°C to 55°C)

H 95% maximum (non-condensing)

DC 5V 2.5A

Safety & Emissions

m FCC
m UL

Dimensions

B L= 7.56inches (192mm)
B W=4.65inches (118mm)
B H=1.22inches (31mm)

Weight
|

~10.8 oz. (0.3kg)
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Technical Support

You can find software updates and user documentation on the D-Link website.

D-Link provides free technical support for customers within the United States and
within Canada for the duration of the warranty period on this product.

U.S. and Canadian customers can contact D-Link technical support through our
website, or by phone.

Tech Support for customers within the United States:
D-Link Technical Support over the Telephone:
(877) 453-5465
24 hours a day, seven days a week.

D-Link Technical Support over the Internet:
http://support.dlink.com
email:support@dlink.com

Tech Support for customers within Canada:
D-Link Technical Support over the Telephone:
(800) 361-5265
Monday to Friday 7:30am to 12:00am EST

D-Link Technical Support over the Internet:
http://support.dlink.ca
email:support@dlink.ca
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Warranty

Subject to the terms and conditions set forth herein, D-Link Systems, Inc. (“D-Link”) provides this Limited
warranty for its product only to the person or entity that originally purchased the product from:

| D-Link or its authorized reseller or distributor and

B Products purchased and delivered within the fifty states of the United States, the District of Columbia,
U.S. Possessions or Protectorates, U.S. Military Installations, addresses with an APO or FPO.

Limited Warranty: D-Link warrants that the hardware portion of the D-Link products described below will
be free from material defects in workmanship and materials from the date of original retail purchase of the
product, for the period set forth below applicable to the product type (“Warranty Period”), except as otherwise
stated herein.

3-Year Limited Warranty for the Product(s) is defined as follows:
B Hardware (excluding power supplies and fans) Three (3) Years
B Power Supplies and Fans One (1) Year

B Spare parts and spare kits Ninety (90) days

D-Link’s sole obligation shall be to repair or replace the defective Hardware during the Warranty Period at
no charge to the original owner or to refund at D-Link’s sole discretion. Such repair or replacement will be
rendered by D-Link at an Authorized D-Link Service Office. The replacement Hardware need not be new or
have an identical make, model or part. D-Link may in its sole discretion replace the defective Hardware (or
any part thereof) with any reconditioned product that D-Link reasonably determines is substantially equivalent
(or superior) in all material respects to the defective Hardware. Repaired or replacement Hardware will be
warranted for the remainder of the original Warranty Period from the date of original retail purchase. If a
material defect is incapable of correction, or if D-Link determines in its sole discretion that it is not practical to
repair or replace the defective Hardware, the price paid by the original purchaser for the defective Hardware
will be refunded by D-Link upon return to D-Link of the defective Hardware. All Hardware (or part thereof)
that is replaced by D-Link, or for which the purchase price is refunded, shall become the property of D-Link
upon replacement or refund.

Limited Software Warranty: D-Link warrants that the software portion of the product (“Software”) will substantially
conform to D-Link’s then current functional specifications for the Software, as set forth in the applicable
documentation, from the date of original retail purchase of the Software for a period of ninety (90) days
(“Warranty Period”), provided that the Software is properly installed on approved hardware and operated as
contemplated in its documentation. D-Link further warrants that, during the Warranty Period, the magnetic
media on which D-Link delivers the Software will be free of physical defects. D-Link’s sole obligation shall
be to replace the non-conforming Software (or defective media) with software that substantially conforms
to D-Link’s functional specifications for the Software or to refund at D-Link’s sole discretion. Except as
otherwise agreed by D-Link in writing, the replacement Software is provided only to the original licensee,
and is subject to the terms and conditions of the license granted by D-Link for the Software. Software will
be warranted for the remainder of the original Warranty Period from the date or original retail purchase. If
a material non-conformance is incapable of correction, or if D-Link determines in its sole discretion that it
is not practical to replace the non-conforming Software, the price paid by the original licensee for the non-
conforming Software will be refunded by D-Link; provided that the non-conforming Software (and all copies
thereof) is first returned to D-Link. The license granted respecting any Software for which a refund is given
automatically terminates.

Non-Applicability of Warranty: The Limited Warranty provided hereunder for hardware and software of D-
Link’s products will not be applied to and does not cover any refurbished product and any product purchased
through the inventory clearance or liquidation sale or other sales in which D-Link, the sellers, or the liquidators
expressly disclaim their warranty obligation pertaining to the product and in that case, the product is being
sold “As-Is” without any warranty whatsoever including, without limitation, the Limited Warranty as described
herein, notwithstanding anything stated herein to the contrary.

Submitting A Claim: The customer shall return the product to the original purchase point based on its return

policy. In case the return policy period has expired and the product is within warranty, the customer shall
submit a claim to D-Link as outlined below:

B The customer must submit with the product as part of the claim a written description of the Hardware
defect or Software nonconformance in sufficient detail to allow D-Link to confirm the same.
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B The original product owner must obtain a Return Material Authorization (“RMA”) number from
the Authorized D-Link Service Office and, if requested, provide written proof of purchase of the
product (such as a copy of the dated purchase invoice for the product) before the warranty service
is provided.

B  After an RMA number is issued, the defective product must be packaged securely in the original
or other suitable shipping package to ensure that it will not be damaged in transit, and the RMA
number must be prominently marked on the outside of the package. Do not include any manuals or
accessories in the shipping package. D-Link will only replace the defective portion of the Product
and will not ship back any accessories.

B The customer is responsible for all in-bound shipping charges to D-Link. No Cash on Delivery
(“COD") is allowed. Products sent COD will either be rejected by D-Link or become the property of
D-Link. Products shall be fully insured by the customer and shipped to D-Link Systems, Inc., 17595
Mt. Herrmann, Fountain Valley, CA 92708. D-Link will not be held responsible for any packages that
are lost in transit to D-Link. The repaired or replaced packages will be shipped to the customer via
UPS Ground or any common carrier selected by D-Link, with shipping charges prepaid. Expedited
shipping is available if shipping charges are prepaid by the customer and upon request.

D-Link may reject or return any product that is not packaged and shipped in strict compliance with the
foregoing requirements, or for which an RMA number is not visible from the outside of the package. The
product owner agrees to pay D-Link’s reasonable handling and return shipping charges for any product that
is not packaged and shipped in accordance with the foregoing requirements, or that is determined by D-Link
not to be defective or non-conforming.

What Is Not Covered: This limited warranty provided by D-Link does not cover: Products, if in D-Link’s judgment,
have been subjected to abuse, accident, alteration, modification, tampering, negligence, misuse, faulty
installation, lack of reasonable care, repair or service in any way that is not contemplated in the documentation
for the product, or if the model or serial number has been altered, tampered with, defaced or removed; Initial
installation, installation and removal of the product for repair, and shipping costs; Operational adjustments
covered in the operating manual for the product, and normal maintenance; Damage that occurs in shipment,
due to act of God, failures due to power surge, and cosmetic damage; Any hardware, software, firmware
or other products or services provided by anyone other than D-Link; Products that have been purchased
from inventory clearance or liquidation sales or other sales in which D-Link, the sellers, or the liquidators
expressly disclaim their warranty obligation pertaining to the product. Repair by anyone other than D-Link
or an Authorized D-Link Service Office will void this Warranty.

Disclaimer of Other Warranties: EXCEPT FOR THE LIMITED WARRANTY SPECIFIED HEREIN, THE PRODUCT
IS PROVIDED “AS-IS”WITHOUT ANY WARRANTY OF ANY KIND WHATSOEVER INCLUDING, WITHOUT
LIMITATION, ANY WARRANTY OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND
NON-INFRINGEMENT. IF ANY IMPLIED WARRANTY CANNOT BE DISCLAIMED IN ANY TERRITORY
WHERE A PRODUCT IS SOLD, THE DURATION OF SUCH IMPLIED WARRANTY SHALL BE LIMITED TO
NINETY (90) DAYS. EXCEPT AS EXPRESSLY COVERED UNDER THE LIMITED WARRANTY PROVIDED
HEREIN, THE ENTIRE RISK AS TO THE QUALITY, SELECTION AND PERFORMANCE OF THE PRODUCT
IS WITH THE PURCHASER OF THE PRODUCT.

Limitation of Liability: TO THE MAXIMUM EXTENT PERMITTED BY LAW, D-LINK IS NOT LIABLE UNDER ANY
CONTRACT, NEGLIGENCE, STRICT LIABILITY OR OTHER LEGAL OR EQUITABLE THEORY FOR ANY
LOSS OF USE OF THE PRODUCT, INCONVENIENCE OR DAMAGES OF ANY CHARACTER, WHETHER
DIRECT, SPECIAL, INCIDENTAL OR CONSEQUENTIAL (INCLUDING, BUT NOT LIMITED TO, DAMAGES
FOR LOSS OF GOODWILL, LOSS OF REVENUE OR PROFIT, WORK STOPPAGE, COMPUTER FAILURE
OR MALFUNCTION, FAILURE OF OTHER EQUIPMENT OR COMPUTER PROGRAMS TO WHICH D-LINK’S
PRODUCT IS CONNECTED WITH, LOSS OF INFORMATION OR DATA CONTAINED IN, STORED ON, OR
INTEGRATED WITH ANY PRODUCT RETURNED TO D-LINK FOR WARRANTY SERVICE) RESULTING
FROM THE USE OF THE PRODUCT, RELATING TO WARRANTY SERVICE, OR ARISING OUT OF ANY
BREACH OF THIS LIMITED WARRANTY, EVEN IF D-LINK HAS BEEN ADVISED OF THE POSSIBILITY OF
SUCH DAMAGES. THE SOLE REMEDY FOR A BREACH OF THE FOREGOING LIMITED WARRANTY IS
REPAIR, REPLACEMENT OR REFUND OF THE DEFECTIVE OR NON-CONFORMING PRODUCT. THE
MAXIMUM LIABILITY OF D-LINK UNDER THIS WARRANTY IS LIMITED TO THE PURCHASE PRICE OF
THE PRODUCT COVERED BY THE WARRANTY. THE FOREGOING EXPRESS WRITTEN WARRANTIES
AND REMEDIES ARE EXCLUSIVE AND ARE IN LIEU OF ANY OTHER WARRANTIES OR REMEDIES,
EXPRESS, IMPLIED OR STATUTORY
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Governing Law: This Limited Warranty shall be governed by the laws of the State of California. Some states do
not allow exclusion or limitation of incidental or consequential damages, or limitations on how long an implied
warranty lasts, so the foregoing limitations and exclusions may not apply. This limited warranty provides specific
legal rights and the product owner may also have other rights which vary from state to state.

Trademarks: D-Link is a registered trademark of D-Link Systems, Inc. Other trademarks or registered trademarks
are the property of their respective manufacturers or owners.

Copyright Statement: No part of this publication or documentation accompanying this Product may

be reproduced in any form or by any means or used to make any derivative such as translation,
transformation, or adaptation without permission from D-Link Corporation/D-Link Systems, Inc., as
stipulated by the United States Copyright Act of 1976. Contents are subject to change without prior notice.
Copyright® 2002 by D-Link Corporation/D-Link Systems, Inc. All rights reserved.

CE Mark Warning: This is a Class B product. In a domestic environment, this product may cause radio
interference, in which case the user may be required to take adequate measures.

FCC Statement: This equipment has been tested and found to comply with the limits for a Class B digital
device, pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable protection
against harmful interference in a residential installation. This equipment generates, uses, and can radiate
radio frequency energy and, if not installed and used in accordance with the instructions, may cause harmful
interference to radio communication. However, there is no guarantee that interference will not occur in a
particular installation. If this equipment does cause harmful interference to radio or television reception,
which can be determined by turning the equipment off and on, the user is encouraged to try to correct the
interference by one or more of the following measures:

B Reorient or relocate the receiving antenna.

B Increase the separation between the equipment and receiver.

B Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

B Consult the dealer or an experienced radio/TV technician for help.

FCC Caution: Any changes or modifications not expressly approved by the party responsible for

compliance could void the user’s authority to operate this equipment.

The Manufacturer is not responsible for any radio or TV interference caused by unauthorized modifications
to this equipment; such modifications could void the user’s authority to operate the equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two
conditions: (1) This device may not cause harmful interference, and (2) this device must accept any
interference received, including interference that may cause undesired operation.

IMPORTANT NOTE:

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled environment.
The antenna(s) used for this equipment must be installed to provide a separation distance of at least
eight inches (20 cm) from all persons.

This transmitter must not be operated in conjunction with any other antenna.
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Registration

F

Register your product online at:
http://support.dlink.com/register

Product registration is entirely voluntary and failure to complete or
return this form will not diminish your warranty rights.

10/11/04
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