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How to Use this Guide

Your Guide to the Wireless-G Cable Gateway has been designed to make understanding networking with the
Gateway easier than ever. Look for the following items when reading this User Guide:

This checkmark means there is a Note of interest and is something you should pay
special attention to while using the Gateway.

This exclamation point means there is a Caution or Warning and is
something that could damage your property or the Gateway.

This question mark provides you with a reminder about
something you might need to do while using the Gateway.
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In addition to these symbols, there are definitions for technical terms that are presented like this:

word: definition.

Also, each figure (diagram, screenshot, or other image) is provided with a figure number and description, like
this:
Figure 0-1: Sample Figure Description

Figure numbers and descriptions can also be found in the “List of Figures” section in the “Table of Contents”.
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Chapter 1: Introduction

Welcome

The Linksys Wireless-G Cable Gateway is the all-in-one solution for Internet connectivity in your home. The Cable
Modem function gives you a blazing fast connection to the Internet, far faster than a dial-up, and without tying up
your phone line.

How does the Wireless-G Cable Gateway do all of this? A gateway is a device that allows access to a cable
Internet connection over a network. With the Gateway, this access can be shared to wireless clients at either up
to 11Mbps for Wireless-B or up to 54Mbps for Wireless-G. In addition, the WPA standard provides greater security
opportunities while the whole network is protected through a Stateful Packet Inspection (SPI) firewall and NAT
technology.

The Gateway'’s firewall protects your network of PCs so users on the public, Internet side cannot “see” your PCs.
This is how your local network remains private. The Gateway protects your network by inspecting the first packet
coming in through the Cable port before delivery to the final destination in the local network. The Gateway
inspects Internet port services like the web server, ftp server, or other Internet applications, and, if allowed, will
forward the packet to the appropriate PC on the LAN side. All of these security features, as well as full
configurability, are accessed through the easy-to-use browser-based utility.

You can also connect your computer to the Wireless-G Cable Gateway via USB, or use the built-in 4-port 10/100
Ethernet Switch to start your home network. You can connect four PCs directly, or daisy-chain out to more hubs
and switches to create as big a network as you need.

But what does all of this mean?

Networks are useful tools for sharing computer resources. You can access one printer from different computers
and access data located on another computer's hard drive. Networks are even used for playing multiplayer video
games. So, networks are not only useful in homes and offices, they can also be fun.

PCs on a wired network create a LAN, or Local Area Network. They are connected with Ethernet cables, which is
why the network is called “wired”.

PCs equipped with wireless cards and adapters can communicate without cumbersome cables. By sharing the
same wireless settings, within their transmission radius, they form a wireless network. This is sometimes called
a WLAN, or Wired Local Area Network. The access point bridges wireless networks of both 802.11b and 802.11g
standards and wired networks.

spi (stateful packet inspection) firewall: a technology
that inspects incoming packets of information before
allowing them to enter the network.

firewall: Security measures that protect the
resources of a local network from intruders.

nat (network address translation): NAT technology
translates IP addresses of a local area network to a
different IP address for the Internet.

lan (local area network): The computers and
networking products that make up the network in
your home or office.



Use the instructions in this Guide to help you connect the Gateway, set it up, and configure it to bridge your
different networks. These instructions should be all you need to get the most out of the Gateway.

What'’s in this Guide?

e Chapter 1: Introduction
This chapter describes the Wireless-G Cable Gateway applications and this User Guide.

« Chapter 2: Planning Your Network
This chapter describes the basics of networking.

e Chapter 3: Getting to Know the Wireless-G Cable Gateway
This chapter describes the physical features of the Gateway.

e Chapter 4; Connecting the Wireless-G Cable Gateway
This chapter instructs you on how to connect the Gateway to your network.

« Chapter 5: Configuring the Wireless-G Cable Gateway
This chapter explains how to use the Web-based Utility to configure the settings on the Gateway.

« Appendix A: Troubleshooting
This appendix describes some problems and solutions, as well as frequently asked questions, regarding
installation and use of the Wireless-G Cable Gateway.

« Appendix B: Wireless Security
This appendix explains the risks of wireless networking and some solutions to reduce the risks.

« Appendix C: Finding the MAC Address and IP Address for your Ethernet Adapter

This appendix describes how to find the MAC address for your computer’s Ethernet adapter so you can use

the MAC filtering and/or MAC address cloning feature of the Gateway.

* Appendix D: Glossary
This appendix gives a brief glossary of terms frequently used in networking.

« Appendix E: Specifications
This appendix provides the technical specifications for the Gateway.

« Appendix F: Warranty Information
This appendix supplies the warranty information for the Gateway.



Appendix G: Regulatory Information
This appendix supplies the regulatory information regarding the Gateway.

Appendix H: Contact Information
This appendix provides contact information for a variety of Linksys resources, including Technical Support.



Chapter 2: Planning Your Network

The Gateway’s Functions

A Gateway is a network device that connects two networks together.

In this instance, the Gateway connects your Local Area Network (LAN), or the group of computers in your home or
office, to the Internet. The Gateway processes and regulates the data that travels between these two networks.

The Gateway’s NAT feature protects your network of computers so users on the public, Internet side cannot “see”
your computers. This is how your network remains private. The Gateway protects your network by inspecting
every packet coming in through the Internet port before delivery to the appropriate computer on your network.
The Gateway inspects Internet port services like the web server, ftp server, or other Internet applications, and, if
allowed, it will forward the packet to the appropriate computer on the LAN side.

Remember that the Gateway’s ports connect to two sides. The LAN ports connect to the LAN, and the Cable port
connects to the Internet. The LAN ports transmit data at 10/100Mbps.

IP Addresses

What's an IP Address?

IP stands for Internet Protocol. Every device on an IP-based network, including computers, print servers, and
Gateways, requires an IP address to identify its “location,” or address, on the network. This applies to both the
Internet and LAN connections. There are two ways of assigning an IP address to your network devices. You can
assign static IP addresses or use the Gateway to assign IP addresses dynamically.

Static IP Addresses

A static IP address is a fixed IP address that you assign manually to a computer or other device on the network.
Since a static IP address remains valid until you disable it, static IP addressing ensures that the device assigned
it will always have that same IP address until you change it. Static IP addresses must be unique and are
commonly used with network devices such as server computers or print servers.

Figure 2-1: Network

networks, it needs two IP addresses—one for the LAN,
and one for the Internet. In this User Guide, you'll see
references to the “Internet IP address” and the “LAN IP
address.”

E NOTE: Since the Gateway is a device that connects two

Since the Gateway uses NAT technology, the only IP
address that can be seen from the Internet for your
network is the Gateway’s Internet IP address. However,
even this Internet IP address can be blocked, so that the
Gateway and network seem invisible to the Internet—
see the Block WAN Requests description under Security
in “Chapter 5: Configuring the Gateway.”

static ip address: a fixed address
assigned to a computer or device that

is connected to a network.



Since you use the Gateway to share your cable Internet connection, contact your ISP to find out if they have
assigned a static IP address to your account. If so, you will need that static IP address when configuring the
Gateway. You can get that information from your ISP.

Dynamic IP Addresses

A dynamic IP address is automatically assigned to a device on the network, such as computers and print servers.
These IP addresses are called “dynamic” because they are only temporarily assigned to the computer or device.
After a certain time period, they expire and may change. If a computer logs onto the network (or the Internet) and
its dynamic IP address has expired, the DHCP server will automatically assign it a new dynamic IP address.

DHCP (Dynamic Host Configuration Protocol) Servers

Computers and other network devices using dynamic IP addressing are assigned a new IP address by a DHCP
server. The computer or network device obtaining an IP address is called the DHCP client. DHCP frees you from
having to assign IP addresses manually every time a new user is added to your network.

A DHCP server can either be a designated computer on the network or another network device, such as the
Gateway. By default, the Gateway’s DHCP Server function is enabled.

If you already have a DHCP server running on your network, you must disable one of the two DHCP servers. If you
run more than one DHCP server on your network, you will experience network errors, such as conflicting IP
addresses. To disable DHCP on the Gateway, see the DHCP section in “Chapter 5: Configuring the Gateway.”

dynamic ip address: a temporary IP
address assigned by a DHCP server.

dhcp (dynamic host configuration
protocol): a protocol that lets one
device on a local network, known as a
DHCP server, assign temporary IP
addresses to the other network
devices, typically computers.



Chapter 3: Getting to Know the Wireless-G Cable Gateway

The Back Panel

The Gateway’s buttons and ports, where network cables are connected, are located on the back panel.

On/Off Switch
Power

Reset

Ports 1-4

USB

Cable

Figure 3-1: Back Panel

This switch is used for turning the Gateway on and off.
The Power port is where you will connect the power adapter.

Press this button and hold it in for five seconds to restore the Gateway to its factory default
settings.

These four ports are used to connect network devices, such as PCs, print servers, and remote
hard drives to your local area network (LAN).

This is where you can use a USB cable to connect the Gateway.

The Cable port is where you will connect your coaxial Cable line.

A

IMPORTANT: Resetting the Gateway to factory
defaults will erase all of your settings (Internet
connection, wireless, security, and other
settings) and replace them with the factory
defaults. Do not reset the Gateway if you want
to retain these settings.



The Front Panel

The Gateway's LEDs, which displays information about network activity, are located on the front panel.

Power

Internet, DS

Internet, US

Internet, Online

Ethernet-1-4

USB

Wireless

Figure 3-2: Front Panel

Green or red. The green Power LED is solidly lit when the Gateway is powered on. If the
LED lights up red, there is an error.

Green. The DS (Downstream) LED lights up and flashes when the Gateway is trying to lock
on a downstream signal. The LED stays solidly lit when it has locked on the signal.

Green. The US (Upstream) LED lights up and flashes when the Gateway is trying to lock on
an upstream signal. The LED stays solidly lit when it has locked on the signal.

Green. The Online LED flashes when the Gateway is establishing a connection to your cable
ISP. It is solidly lit when the Gateway is synchronized with your cable ISP.

Green or red. Ethernet 1-4 LED serves multiple purposes. If the LED is solid green, the
Gateway is successfully connected to a device through the corresponding port (1, 2, 3, or
4). If the LED is flashing green, the Gateway is actively sending or receiving data over that
port. If the LED lights up red, there is a collision.

Green or red. The LED is solid green when a PC is connected to the Gateway via USB, and
drivers are installed. If the LED flashes red, the cable is connected, but the driver isn’t
loaded.

Green or red. The LED flashes green during wireless activity. If the LED flashes red, there is
an error.

A\

NOTE: If the US and DS LEDs are flashing, the
Gateway is still operating, but your Internet
service has been disabled by your Internet
Service Provider (ISP).

NOTE: If the US, DS, and Online LEDs are flashing,
the Gateway is performing a self-test.



Chapter 4: Connecting the Wireless-G Cable Gateway

Overview

To set up the Gateway, you will have to connect the Gateway to your Cable line, computers, and other network
devices, as well as configure the Gateway with setting(s) provided by your Internet Service Provider (ISP).

The installation technician from your ISP should have left the setup information for the Gateway with you after
installing your broadband connection. If not, you can call your ISP to request that data.

After you have the setup information you need for your specific type of Internet connection, you can begin
installation and setup of the Gateway.

If you want to use a computer with an Ethernet adapter to configure the Gateway, continue to “Wired Ethernet
Connection to a Computer.” If you want to use a computer with a wireless adapter to configure the Gateway,
continue to “Wireless Connection to a Computer.” If you want to use a USB connection to configure the Gateway,
continue to “Wired USB Connection to a Computer.”

Wired Ethernet Connection to a Computer

1. Before you begin, make sure that all of your network’s hardware is powered off, including the Gateway and all
computers.

2. Connect the coaxial cable from your ISP or cable company to the Cable port on the back panel of the Gateway.
(The other end of the coaxial cable should be connected according to the cable company’s instructions.)

Figure 4-1: Cable Connection



. Connect one end of an Ethernet network cable to one of the Ethernet ports (labeled 1-4) on the back of the
Gateway, and the other end to an Ethernet port on a computer. Repeat this step to connect more computers, a
switch, or other network devices to the Gateway.

NOTE: If your PC’s Ethernet adapter is not set up, please refer to your Ethernet adapter’s
documentation for more information.

. Connect the power adapter to the Gateway’s Power port, and then plug the power adapter into a power outlet.

. Turn the On/Off switch to On.
IMPORTANT: Make sure to contact your Cable ISP with the Gateway’s MAC address after the
A Gateway is powered on, so they can activate your account or you will not have Internet access.

. Contact your Cable ISP to activate your account. Your Cable ISP will need what is called a MAC Address for
the cable modem capability of the Gateway in order to set up your account. The 12-digit modem MAC address
is printed on a bar code label on the bottom of the Gateway. Once you have given them this number, your
Cable ISP should be able to activate your account.

The Online LED flashes when the Gateway is establishing a connection to your cable ISP. When the Cable is
synchronized with your cable ISP, the LED will be solidly lit.

. Then, turn on the PC that you want to use to configure the Gateway.

The Gateway'’s hardware installation is now complete. Go to “Chapter 5: Configuring the Gateway.”

Figure 4-2: Ethernet Connection

A\

Figure 4-3: Power Connection

NOTE: You should always plug the Gateway’s power
adapter into a power strip with surge protection.



Wireless Connection to a Computer

If you want to use a wireless connection to access the Gateway, follow these instructions:

1.

Before you begin, make sure that all of your network’s hardware is powered off, including the Gateway and all
computers.

Connect the coaxial cable that is provided by your cable service provider to the Cable port that is on the back
of the Gateway.

Connect the power adapter to the Gateway’s Power port, and then plug the power adapter into a power outlet.

Turn the On/Off switch to On.

IMPORTANT: Make sure to contact your Cable ISP with the Gateway’s MAC address after the

Gateway is powered on, so they can activate your account or you will not have Internet access.
Contact your Cable ISP to activate your account. Your Cable ISP will need what is called a MAC Address for
the cable modem capability of the Gateway in order to set up your account. The 12-digit modem MAC address
is printed on a bar code label on the bottom of the Gateway. Once you have given them this number, your
Cable ISP should be able to activate your account.

The Online LED flashes when the Gateway is establishing a connection to your cable ISP. When the Cable is
synchronized with your cable ISP, the LED will be solidly lit.

Then, turn on the PC that you want to use to configure the Gateway.

For initial access to the Gateway through a wireless connection, make sure the computer’s wireless adapter
has its SSID set to linksys (the Gateway’s default setting), and its encryption is disabled. After you have
accessed the Gateway, you can change the Gateway and this computer’s adapter settings to match the your
usual network settings.

wireless settings. If you’re experiencing problems connecting wirelessly, you may need

E NOTE: If the Gateway was provided to you by your Cable ISP, it may require different
to connect to the Gateway with a wired connection so you can change the settings.

The Gateway’s hardware installation is now complete. Go to “Chapter 5: Configuring the Gateway.”

Figure 4-4: Cable Connection

A\

Figure 4-5: Power Connection

NOTE: After configuration, you should always
change the SSID from its default, linksys, and
enable encryption.

10



Wired USB Connection to a Computer

First, make sure that all the devices that you’ll be working with are powered down, including your PCs and the
Gateway.

1. Connect the coaxial cable that is provided by your cable service provider to the Cable port that is on the back
of the Gateway.

2. Connect one end of a USB cable to your PC’s USB port and connect the other end of the USB cable to the USB
port on the back of the Gateway.

3. Connect the power adapter to the Gateway. Plug the other end of the power adapter into the electrical outlet,
preferably a surge protector.

4. Turn on the Gateway. Then, turn on your PC.
5. During the boot-up process, your computer should recognize the device and ask for driver installation.

6. Next, you will need to install the USB driver. Continue to the section for your Windows operating system.

Figure 4-6: Cable Connection

Figure 4-7: USB Connection

Figure 4-8: Power Connection

11



Wireless-G Cable Gateway

Installing the USB Drivers for Windows 98

1. When the Add New Hardware Wizard window appears, insert the Setup CD into your CD-ROM drive and click

Next.

2. Select Search for the best driver for your device (Recommended) and click the Next button.

3. Select CD-ROM drive as the only location where Windows will search for the driver software and click the

Next button.

Chapter 4: Connecting the Wireless-G Cable Gateway

Wired USB Connection to a Computer

Add New Hardware Wizard

This wizard searches for new drivers for:
USB Composste Device

A device driver is a sollware program that makes a
hardware device work.

Figure 4-9: Add New Hardware Wizard

Add New Hardware Wizard

What do you want Windows to do?

& Eemhfulhbedﬁiwfumdﬂiul

" Display a list of all the drivers in a specific
location, $0 you can select the driver you want.

(B_aekINM)I Cancel

Figure 4-10: Search for Driver

Add New Hardware Wizard

Windows will search for new drivers in its driver database
on your hard drive, and in any of the following selected
locations. Click Next to start the search.

™ Eloppy disk drives

¥ EoRDwas

™ Microsoft Windows Update
™ Specify a Jocation:

IE:\WMBSSE Files ﬂ
Browse., |

<Back [ New> |  concel |

Figure 4-11: CD-ROM Drive
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Wireless-G Cable Gateway

4.

10.

Windows will notify you that it has identified multiple drivers. Select The updated driver (Recommended)
as the appropriate driver. Click the Next button.

Windows is now ready to install the driver. Click the Next button.

Windows will begin installing the driver for the Gateway. At this point, the installation may require files from
your Windows 98 CD-ROM. If prompted, insert your Windows 98 CD-ROM into your CD-ROM drive and enter
d:\win98 in the box that appears (if “d” is the letter of your CD-ROM drive). If you were not supplied with a
Windows 98 CD-ROM, your Windows files may have been placed on your hard drive by your computer
manufacturer. While the location of these files may vary, many manufacturers use c:\windows\options\cabs
as the path. Try entering this path into the box. If no files are found, check your computer’s documentation or
contact your computer manufacturer for more information.

After Windows has completed installing this driver, click Finish.

When asked if you want to restart your PC, remove all CD-ROMs from the PC and click Yes. If Windows does

not ask you to restart your PC, click the Start button, choose Shut Down, choose Restart, and then click Yes.

The Windows 98 driver installation is complete.

IMPORTANT: Make sure to contact your Cable ISP with the Gateway’s MAC address after the
Gateway is powered on, so they can activate your account or you will not have Internet access.

Contact your Cable ISP to activate your account. Your Cable ISP will need what is called a MAC Address for
the cable modem capability of the Gateway in order to set up your account. The 12-digit modem MAC address
is printed on a bar code label on the bottom of the Gateway. Once you have given them this number, your
Cable ISP should be able to activate your account.

The Online LED flashes when the Gateway is establishing a connection to your cable ISP. When the Cable is
synchronized with your cable ISP, the LED will be solidly lit.

The Gateway’s hardware installation is now complete. Go to “Chapter 5: Configuring the Gateway.”

Chapter 4: Connecting the Wireless-G Cable Gateway
Wired USB Connection to a Computer

Add New Hardware Wizard

‘What do you want to install?

@ {The updated diiver [Recommended]
Linksys WCG200 ver. 2 Wieless-G Cable Gateway

< Back Mext > Cancel

Figure 4-12: Select Updated Driver
Add New Hardware Wizard
Windows driver fle search for the device:

Linksys WCG200 ver. 2 Wireless-G Cable Gateway

‘Windows is now ready to install the best driver for this
M$EmWWaMM,uMNw
o

Figure 4-13: Install Driver

Add New Hardware Wizard

__Concal |

Figure 4-14: Driver Installation Complete
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Wireless-G Cable Gateway

Installing the USB Driver for Windows Millennium

1.

Start up your PC in Windows Millennium. Windows will detect new hardware connected to your PC. Insert the
Setup CD into your CD-ROM drive.

Select Automatic search for a better driver (Recommended) and click the Next button.

Windows will begin installing the driver for the modem. At this point, the installation may require files from
your Windows Millennium CD-ROM. If prompted, insert your Windows Millennium CD-ROM into your CD-ROM
drive and enter d:\win9x in the box that appears (if “d” is the letter of your CD-ROM drive). If you were not
supplied with a Windows CD-ROM, your Windows files may have been placed on your hard drive by your
computer manufacturer. While the location of these files may vary, many manufacturers use
c:\windows\options\install as the path. Try entering this path into the box. If no files are found, check your
computer’s documentation or contact your computer manufacturer for more information.

When Windows finishes installing the driver, click Finish.

When asked if you want to restart your PC, remove all CD-ROMs from the PC and click Yes. If Windows does

not ask you to restart your PC, click the Start button, choose Shut Down, choose Restart, and then click Yes.

The Windows Millennium driver installation is complete.

IMPORTANT: Make sure to contact your Cable ISP with the Gateway’s MAC address after the
Gateway is powered on, so they can activate your account or you will not have Internet access.

Contact your Cable ISP to activate your account. Your Cable ISP will need what is called a MAC Address for
the cable modem capability of the Gateway in order to set up your account. The 12-digit modem MAC address
is printed on a bar code label on the bottom of the Gateway. Once you have given them this number, your
Cable ISP should be able to activate your account.

The Online LED flashes when the Gateway is establishing a connection to your cable ISP. When the Cable is
synchronized with your cable ISP, the LED will be solidly lit.

The Gateway’s hardware installation is now complete. Go to “Chapter 5: Configuring the Gateway.”

Chapter 4: Connecting the Wireless-G Cable Gateway
Wired USB Connection to a Computer

New Hardware Found :

. USE Cable Modem

Windows has found new hardware and is locating the software for it.

Figure 4-15: New Hardware Found

Windows has found the following new hardware:
USB Cable Modem

‘Windows can automatically search for and install software
that suppoits your hards If your hardy came with
installation media, insert it now and click Next

What would you like to do?

@ [Butomalic search for a better diiver [Recommended]
€ Specily the location of the diiver [Advanced)

¢ Back Next > Cancel

Figure 4-16: Search for Driver

Add New Hardware Wizard :

gy Linksys WCG200 ver. 2 Wireless-G Cable
,E? Gateway

< Back I!—_‘Fm'l_-]l

Cancel |

Figure 4-17: Driver Installation Complete
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Installing the USB Driver for Windows 2000

1. Start up your PC. Windows will notify you that it has detected new hardware. Insert the Setup CD into the CD- Found New Fardears

ROM drive.
5 USB Cable Modem

Figure 4-18: Found New Hardware

2. When the Welcome to the Found New Hardware Wizard screen appears to confirm that the device has been
identified by your PC, click Next.

Welcome to the Found New
Hardware Wizard

This wizard helps you install a device driver for a Q
hardware device.

To continue, click Next.

| Nets | Concel

Figure 4-19: Welcome

3. Select Search for a suitable driver for my device (recommended) and click the Next button. [Found New Hardware Wizard S |
Install Hardware Device Drivers G
A device dives is a software program that enables a hardware device to work with
an opesaling system.

This wizasd will complete the installation for this device:

@ USB Cable Modem

A device diver i a software program that makes a hardware device work. Windows
needs driver files for your new device. To locate driver fles and complete the
installation click Next.
‘what do you want the wizard to do?
% Seaich for a suitable deiver for my device (recommended)
" Display a kst of the known divers for this device so that | can choose a speciic
diiver

<Back Mext > Cancel

Figure 4-20: Search for Driver
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4. Windows will now search for the driver software. Select only CD-ROM drives and click the Next button.

5. Windows will notify you that it has located the appropriate driver and is ready to install it. Click the Next
button.

6. When Windows has completed installing the driver, click the Finish button.

7. The Windows 2000 driver installation is complete.

IMPORTANT: Make sure to contact your Cable ISP with the Gateway’s MAC address after the
Gateway is powered on, so they can activate your account or you will not have Internet access.

8. Contact your Cable ISP to activate your account. Your Cable ISP will need what is called a MAC Address for
the cable modem capability of the Gateway in order to set up your account. The 12-digit modem MAC address
is printed on a bar code label on the bottom of the Gateway. Once you have given them this number, your
Cable ISP should be able to activate your account.

The Online LED flashes when the Gateway is establishing a connection to your cable ISP. When the Cable is
synchronized with your cable ISP, the LED will be solidly lit.

The Gateway’s hardware installation is now complete. Go to “Chapter 5: Configuring the Gateway.”

Found New Hardware Wizard

Locate Driver Files
‘Where do you want Wirkows to search for dives fles?

Seanch for driver fle: for the followang hasdvwase device:

@ USE Cable Modem

The wizard seaiches for suttable diivers in itz driver database on your computer and in
any of the f 2 honal search locab

To start the search, chick Nest. If you ase searching on a floppy disk o CD-ROM dive,
insert lhe floppy disk o CD before chcking Nexd.

Optional search locations:
T~ Floppy disk diives
¥ CD-ROM dives
I Specily alocation
I™ Microsolt Windows Update

cBack [ Net> | concel |
Figure 4-21: CD-ROM Drives

Found New Hardware Wizard

Driver Files Search Results
The wizard has finished seasching for dives fles for your hardware device.

The wizard found a detver for the following device:

@ LISB Cable Modes

Windoves found a diver for this device. To install the diives Windows found, click Hesdt.

_ °? wcg200v2int

Bk [ Net> | concel |
Figure 4-22: Driver Located

Found New Hardware Wizard

Completing the Found New
Hardware Wizard

5 Linksys WCG200 ver. 2'Wireless-G Cable
\’) Gateway

‘Windowes has finished instaling the softwase for this device:

To close this wizaed, chick Finish.
[ Fan | |

Figure 4-23: Driver Installation Complete
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Installing the USB Driver for Windows XP

1. Start up your PC. Windows will notify you that it has detected new hardware. Insert the Setup CD into the CD-

ROM drive.

2. When the Welcome to the Found New Hardware Wizard screen appears to confirm that the device has been

identified by your PC, click the Next button.

3. Windows will now search for the driver software.

i) Found New Hardware
USB Cable Modem

Figure 4-24: Found New
Hardware

Found New Hardware Wizard

Welcome to the Found New
Hardware Wizard

This wizard helps you install software for:
USE Cable Modem

'} If your hardware came with an installation CD
~a2 or floppy disk, inzert it now.

‘What do you want the wizard to do?

(2 Install the software automatically [Recommended)
(7 Install from a kst o specific location [Advanced)

Chick Next to continue.

ot

Figure 4-25: Welcome

Found New Hardware Wizard

Pleaze wait while the wizard searches...

@ USB Cable Modem

Cam) o (o)

Figure 4-26: Searching for Driver
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4. When Windows has completed installing the driver, click the Finish button.
5. The Windows XP driver installation is complete.

IMPORTANT: Make sure to contact your Cable ISP with the Gateway’s MAC address after the
Gateway is powered on, so they can activate your account or you will not have Internet access.

6. Contact your Cable ISP to activate your account. Your Cable ISP will need what is called a MAC Address for
the cable modem capability of the Gateway in order to set up your account. The 12-digit modem MAC address
is printed on a bar code label on the bottom of the Gateway. Once you have given them this number, your
Cable ISP should be able to activate your account.

The Online LED flashes when the Gateway is establishing a connection to your cable ISP. When the Cable is
synchronized with your cable ISP, the LED will be solidly lit.

The Gateway’s hardware installation is now complete. Go to “Chapter 5: Configuring the Gateway.”

Completing the Found New
Hardware Wizard

The wizard has finished instaling the software for;
!ﬁmi Linksys WCG200 ver. 2 Wireless-G Cable Gateway

Chick Finish to close the wizard.

Finish

Figure 4-27: Driver Installation Complete
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Chapter 5: Configuring the Wireless-G Cable Gateway

Overview

Follow the steps in this chapter and use the Gateway’s web-based utility to configure the Gateway. This chapter
will describe each web page in the Utility and each page’s key functions. The utility can be accessed via your web
browser through use of a computer connected to the Gateway. For a basic network setup, most users only have to
use the following screens of the Utility:

« Setup. On the Setup screen, enter the settings provided by your ISP.

= Security. Click the Administration tab and then the Security tab. The Gateway’s default username and
password is admin. To secure the Gateway, change the Password from its default.

There are seven main tabs: Setup, Wireless, Security, Access Restrictions, Applications & Gaming, Administration,
and Status. Additional tabs will be available after you click one of the main tabs.

Setup

= Setup. Enter the Internet connection settings on this screen.

Wireless

« Basic Wireless Settings. You can choose your wireless network settings on this screen.

* Wireless Security. This screen allows you to choose your wireless security mode.

« Wireless Network Access. This screen displays your wireless network access list.

« Advanced Wireless Settings. On this screen you can access the advanced wireless features.

« WDS. The wireless distribution system feature is accessed on this screen.

Security

= Firewall. This screen contains filters and the Block WAN Requests feature. Filters block specific internal users
from accessing the Internet and block anonymous Internet requests.

= VPN Passthrough. To enable or disable IPSec and/or PPTP Passthrough, use this screen.

HAVE YOU: Enabled TCP/IP on your computers?

A computers communicate over the network with
this protocol. Refer to Windows Help for more
information on TCP/IP.

NOTE: For added security, you should change
A the password through the Administration tab.

NOTE: Depending on your service provider,
A some features and functions in the Web-based

Utility may not be available or may perform

differently than described in the User Guide.
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Access Restrictions
« Website Blocking. You are allowed to filter website access on this screen.
= Timed Access. This screen allows you to limit the days or hours of access to the network.

= Filter Internet Traffic. You can filter or block ports from Internet access by IP address or port range on this
screen.

Applications & Gaming

= Port Range Forwarding. To set up public services or other specialized Internet applications on your network,
click this tab.

= Port Triggering. To set up triggered ranges and forwarded ranges for Internet applications, click this tab.

« DMZ. To allow one local user to be exposed to the Internet for use of special-purpose services, use this
screen.

Administration

= Diagnostics. Use this screen to do a Ping Test.
« Factory Defaults. If you want to restore the Gateway’s factory defaults, use this screen.

e Advanced. This screen allows you to perform the advanced administration functions of Restore Factory
Defaults, as well as Routing and NAT disabling.

Status

Gateway. This screen provides general and status information about the Gateway.

Connection. This screen provides information about the cable connection.

Local Network. This screen allows you to release a DHCP client from the local network server.

Modem Log. This screen provides a log of the built-in modem’s activity.

Security. On this screen, alter Gateway access privileges, UPnP settings, Reporting settings, and Log settings.
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Wireless-G Cable Gateway

How to Access the Web-based Utility Enter Networ password 2l
Please type your user name and password.
To access the web-based utility, launch Internet Explorer or Netscape Navigator, and enter the Gateway’s default e = S ’
IP address, 192.168.0.1, in the Address field. Then press Enter. IR P
A password request page will appear. (Non-Windows XP users will see a similar screen.) Leave the User Name bzt |
field blank, and enter admin (the default password) in the Password field. Then click the OK button. f_‘“;wmdh_ | d "
Save this passwaord in your password list
NOTE: Depending on your service provider, some features and functions in the Web-based o [ [ |
Utility may not be available or may perform differently than described in the User Guide. X
Figure 5-1: Password Screen
The Setup Tab
The Basic Setup Tab

The first screen that appears is the Basic Setup tab. This tab allows you to change the Gateway's general
settings. Change these settings as described here and click the Save Settings button to save your changes or
Cancel Changes to cancel your changes.

Internet Setup

Internet Connection Type. The Gateway supports Dynamic IP and Static IP. Each Basic Setup screen and
available features will differ depending on what type you select.

Dynamic IP
IP Settings. Select Obtain IP Address Automatically if your ISP says you are connecting through a dynamic prmmeey (RPN 8 = X el o
IP address.

StatIC IP :‘;f:::m w;.o [

B acwes Rage 192 1BR000 = 354

If you are required to use a permanent (static) IP address to connect to the Internet, then select Set Static IP
Manually.

Figure 5-2: Dynamic IP

e Internet IP Address. This is the Gateway’s IP address, when seen from the WAN, or the Internet. Your ISP
will provide you with the IP Address you need to specify here.

e Subnet Mask. This is the Gateway’s Subnet Mask. Your ISP will provide you with the Subnet Mask.

Chapter 5: Configuring the Wireless-G Cable Gateway 21
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Wireless-G Cable Gateway

Default Gateway. Your ISP will provide you with the default Gateway Address, which is the ISP server’s IP
address.

Primary DNS. (Required) and Secondary DNS (Optional). Your ISP will provide you with at least one DNS
(Domain Name System) Server IP Address.

When finished making your changes on this tab, click the Save Settings button to save these changes, or
click the Cancel Changes button to undo your changes.

Optional Settings (Required by some ISPs)

« Host Name and Domain Name. These fields allow you to supply a host and domain name for the Gateway.
Some ISPs require these names as identification. You may have to check with your ISP to see if your
broadband Internet service has been configured with a host and domain name. In most cases, leaving these
fields blank will work.

Network Setup

= (Gateway IP. The value for the Gateway’s Local IP Address are shown here.

= Network Address Server Settings (DHCP). A Dynamic Host Configuration Protocol (DHCP) server automatically
assigns an IP address to each computer on your network for you. Unless you already have one, it is highly
recommended that you leave the Gateway enabled as a DHCP server.

Local DHCP Server. If you enable the DHCP Server for the Local DHCP server, enter the IP address for the
DHCP server in the fields provided.

Start IP Address. Enter a value for the DHCP server to start with when issuing IP addresses. This value
must be 192.168.0.2 or greater, because the default IP address for the Gateway is 192.168.0.1.

Number of Address. Enter the maximum number of computers that you want the DHCP server to assign IP
addresses to. This number cannot be greater than 253. By default, the range is 192.168.0.10 to
192.168.0.254.

IP Address Range. The range of DHCP addresses is displayed here.

When finished making your changes on this tab, click the Save Settings button to save these changes, or click
the Cancel Changes button to undo your changes.

Chapter 5: Configuring the Wireless-G Cable Gateway
The Setup Tab
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Figure 5-3: Static IP
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The Wireless Tab

Basic Wireless Settings Tab

There are two ways to configure the Gateway’s wireless settings, SecureEasySetup and manual configuration. If
you have other SecureEasySetup devices, such as notebook adapters or printers, then you can use the Gateway’s
SecureEasySetup feature to configure your wireless network. Follow the instructions for the SecureEasySetup
button feature.

wireless devices do not support WPA Personal security, then you cannot use
SecureEasySetup on your network. You will need to manually configure your
network security using the encryption supported by your existing devices.

2 NOTE: SecureEasySetup uses WPA Personal encryption. If your current

SecureEasySetup

A Drvimn of D Spvsern b

Wireless

‘Wirebers Netwirk @ Eneble " Dissble

Wookess Network Mo (5500 [inksys
“irciess Chareed [

ireless Network Type Micad

Cusrent Eneryption Ma Encrypion

Button
If you do not have other SecureEasySetup devices, then enter your wireless settings on this screen.

= Wireless Network. Select Enable to enable your wireless network, or select Disable to disable it.

* Wireless Network Name (SSID). Enter the name for your wireless network into the field. The SSID must be
identical for all devices in the wireless network. It is case-sensitive and must not exceed 32 alphanumeric
characters, which may be any keyboard character. Linksys recommends that you change the default SSID
(linksys) to a unique name of your choice.

« Wireless Channel. Select the appropriate channel from the list provided to correspond with your network
settings. All devices in your wireless network must use the same channel in order to function correctly.
Linksys wireless clients will automatically detect the wireless channel of the Gateway.

« Wireless Network Type. If you have 802.11g and 802.11b devices in your network, then keep the default
setting, Mixed. If you have only 802.11g devices, select 802.11g. If you have only 802.11b devices, select
802.11b. If you want to disable wireless networking, select Disabled.

« Current Encryption. Your wireless security encryption method will be displayed here.

= SecureEasySetup Button. The status of the Gateway’s SecureEasySetup feature is displayed here. If you want
to use the Gateway’s SecureEasySetup feature, click the SecureEasySetup button.

You will be asked to press the SecureEasySetup button (hardware or software) on your wireless client
(computer or other network device) within two minutes to complete the SecureEasySetup process.

2 NOTE: You can only add one SecureEasySetup device at a time.

-

Save Settings | Cancel Changes

Figure 5-4: Basic Wireless Settings

You router is now accepling wireless cllents.
Please initiate the push button setup on your wireless client now.

You will be returned to the previous screen when setup has been completed.

Figure 5-5: Press the SecureEasySetup Button

on Only One Wireless Client
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Wireless-G Cable Gateway

When the SecureEasySetup process is complete, the Basic Wireless Settings screen will appear, and the
Current Encryption and Status information will be updated.

Then repeat this procedure for each additional SecureEasySetup device.

If you have non-SecureEasySetup devices to configure, then write down the Wireless Network Name (SSID)
for the Gateway. Click the Wireless Security tab. The Gateway’s WPA-Personal settings will appear on the
Wireless Security screen. Write down the Passphrase for the Gateway. When you configure the wireless
settings for your non-SecureEasySetup devices, enter the Gateway’s Network Name (SSID) and Passphrase
when you are asked for them.

NOTE: Some devices may call the Passphrase a Pre-Shared Key instead. They are different
A names for the same key.

* Reset Security. If you want to reset the Gateway to its factory default wireless settings (SSID: linksys and
wireless security disabled), then click the Reset Security button.

After the Gateway’s SSID has been reset and its security disabled, you can click the SecureEasySetup button
to configure your wireless network with a new SSID and Passphrase, or you can manually enter new settings
on the Basic Wireless Settings and Wireless Security screens.

When finished making your changes on this tab, click the Save Settings button to save these changes, or click
the Cancel Changes button to undo your changes.

Wireless Security Tab

The Wireless Security settings configure the security of your wireless network. There are six wireless security
mode options supported by the Gateway: WPA-Personal, WPA2-Personal, WPA-Enterprise, WPA2-Enterprise,
RADIUS, and WEP. (WPA stands for Wi-Fi Protected Access, which is a security standard stronger than WEP
encryption. WPA2 is a stronger version of WPA. WEP stands for Wired Equivalent Privacy, while RADIUS stands for
Remote Authentication Dial-In User Service.) These are briefly discussed here. For detailed instructions on
configuring wireless security for the Gateway, turn to “Appendix B: Wireless Security.” If you want to disable
wireless security, select Disabled from the drop-down menu for Security Mode.

« Wireless SSID Broadcast. When wireless clients survey the local area for wireless networks to associate with,
they will detect the SSID broadcast by the Gateway. To broadcast the Gateway's SSID, keep the default
setting, Enable. If you do not want to broadcast the Gateway's SSID, then select Disable.

Chapter 5: Configuring the Wireless-G Cable Gateway
The Wireless Tab

Wireless
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Figure 5-7: Wireless Security
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Wireless-G Cable Gateway

WPA-Personal. To use WPA-Personal, select WPA-Personal from the Security Mode drop-down menu. Select a
method of encryption. Then enter a Passphrase and a Key Renewal period.

= Encryption. WPA offers you two encryption methods, TKIP and AES, with dynamic encryption keys. Select the
type of algorithm you want to use, TKIP or AES.

« Passphrase. Enter a Passphrase (also called a WPA Shared Key) of 8-32 characters.

« Key Renewal. Enter a Key Renewal timeout period, which instructs the Gateway how often it should change
the encryption keys.

When finished making your changes on this tab, click the Save Settings button to save these changes, or click
the Cancel Changes button to undo your changes.

WPA2-Personal. To use WPA2-Personal, select WPA2-Personal from the Security Mode drop-down menu. Select
a method of encryption. Then enter a Passphrase and a Key Renewal period.

e Encryption. Select the encryption method you want to use, AES or TKIP + AES.
« Passphrase. Enter a Passphrase (also called a WPA Shared Key) of 8-32 characters.

« Key Renewal. Enter a Key Renewal timeout period, which instructs the Gateway how often it should change
the encryption keys.

When finished making your changes on this tab, click the Save Settings button to save these changes, or click
the Cancel Changes button to undo your changes.

Chapter 5: Configuring the Wireless-G Cable Gateway
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wpa (wi-fi protected access: a wireless security
protocol using TKIP (Temporal Key Integrity Protocol)
encryption, which can be used in conjunction with a
RADIUS server.
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WPA-Enterprise. This option features WPA used in coordination with a RADIUS server. (This should only be used
when a RADIUS server is connected to the Gateway.) To use WPA-Enterprise, select WPA-Enterprise from the remmeR

Wireless.G Cable Gatewny

Security Mode drop-down menu. Select a method of encryption and your RADIUS settings. Then enter a Shared
Secret key and a Key Renewal period.

= Encryption. WPA offers you two encryption methods, TKIP and AES, with dynamic encryption keys. Select the

type of algorithm you want to use, TKIP or AES. [FeaEmmpee =]
o =]
* RADIUS Server Address. Enter the RADIUS server’s IP address. waswwaa R
RADS Port fige
« RADIUS Port. Enter the port number used by the RADIUS server. Swd S T
ey Rersrwal l]SW Sacondy

e Shared Secret. Enter the Shared Secret key used by the Gateway and RADIUS server.

« Key Renewal. Enter a Key Renewal timeout period, which instructs the Gateway how often it should change
the encryption keys. Figure 5-10: WPA-Enterprise

When finished making your changes on this tab, click the Save Settings button to save these changes, or click

the Cancel Changes button to undo your changes. radius (remote authentication dial-in user service): a

protocol that uses an authentication server to control

WPA2-Enterprise. This option features WPA2 used in coordination with a RADIUS server. (This should only be used ~ Network access.
when a RADIUS server is connected to the Gateway.) To use WPA2-Enterprise, select WPA2-Enterprise from the
Security Mode drop-down menu. Select a method of encryption and your RADIUS settings. Then enter a Shared
Secret key and a Key Renewal period.

server: any computer whose function in a network is to
provide user access to files, printing, communications, and
other services.

= Encryption. Select the encryption method you want to use, AES or TKIP + AES.

A v, o D pvteen e

Firmears

« RADIUS Server Address. Enter the RADIUS server’s IP address. Wireloss.G Cable Gateway

Wireless

e RADIUS Port. Enter the port number used by the RADIUS server.
= Shared Secret. Enter the Shared Secret key used by the Gateway and RADIUS server.

« Key Renewal. Enter a Key Renewal timeout period, which instructs the Gateway how often it should change
the encryption keys.

When finished making your changes on this tab, click the Save Settings button to save these changes, or click
the Cancel Changes button to undo your changes.

Figure 5-11: WPA2-Enterprise
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Wireless-G Cable Gateway

RADIUS. This option features WEP used in coordination with a RADIUS server. (This should only be used when a
RADIUS server is connected to the Gateway.) First, enter your RADIUS settings. Select a level of WEP encryption,
64-Bit Encryption or 128-Bit Encryption. Then select a Default Key (choose which Key to use). Then either
generate a WEP key using a Passphrase or enter the WEP key manually.

& Ervisc. of Do Do, .

P

Wirsless G Cable Gateway

Wireless

« RADIUS Server Address. Enter the RADIUS server’s IP address.

« RADIUS Port. Enter the port number used by the RADIUS server. PNV
RADUS Post fige

« Shared Secret. Enter the Shared Secret key used by the Gateway and RADIUS server. Sandsacr e

« Wireless Encryption Level. An acronym for Wired Equivalent Privacy, WEP is an encryption method used to sttt [T2 8K Encypion 2]
protect your wireless data communications. WEP uses 64-bit or 128-hit keys to provide access control to your - na
network and encryption security for every data transmission. To decode data transmissions, all devices in a m—— ==
network must use an identical WEP key. Higher encryption levels offer higher levels of security, but due to the
complexity of the encryption, they may decrease network performance. To enable WEP, select 64-Bit i
Encryption or 128-Bit Encryption. it - L L L

« Default Key. Select which WEP key (1-4) will be used when the Gateway sends data. Make sure that the
receiving device (wireless client) is using the same key.

Figure 5-12: RADIUS

« Passphrase for Keys. Instead of manually entering WEP keys, you can enter a passphrase. This passphrase is
used to generate one or more WEP keys. It is case-sensitive and should not be longer than 32 alphanumeric
characters. (This Passphrase function is compatible with Linksys wireless products only and cannot be used
with Windows XP Zero Configuration. If you want to communicate with non-Linksys wireless products or
Windows XP Zero Configuration, make a note of the WEP key you want to use, and enter it manually in the
wireless client.) After you enter the Passphrase, click the Generate Keys button to create WEP keys.

wep (wired equivalent privacy): a method of
encrypting network data transmitted on a
wireless network for greater security.

« Wireless WEP Keys #1-4. WEP keys enable you to create an encryption scheme for wireless network
transmissions. If you are not using a Passphrase, then manually enter a set of values. (Do not leave a key field
blank.) If you are using 64-bit WEP encryption, the key must be exactly 10 hexadecimal characters in length.
If you are using 128-bit WEP encryption, the key must be exactly 26 hexadecimal characters in length. Valid
hexadecimal characters are “0”-“9” and “A”-“F”.

When finished making your changes on this tab, click the Save Settings button to save these changes, or click
the Cancel Changes button to undo your changes.
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WEP. WEP is a basic encryption method, which is not as secure as WPA. To use WEP, select WEP from the Security
Mode drop-down menu. Select a level of WEP encryption, 64-Bit Encryption or 128-Bit Encryption. Then select
a Default Key (choose which Key to use). Then either generate a WEP key using a Passphrase or enter the WEP
key manually.

Wireless Encryption Level. An acronym for Wired Equivalent Privacy, WEP is an encryption method used to
protect your wireless data communications. WEP uses 64-bit or 128-hit keys to provide access control to your
network and encryption security for every data transmission. To decode data transmissions, all devices in a
network must use an identical WEP key. Higher encryption levels offer higher levels of security, but due to the
complexity of the encryption, they may decrease network performance. To enable WEP, select 64-Bit
Encryption or 128-Bit Encryption.

Default Key. Select which WEP key (1-4) will be used when the Gateway sends data. Make sure that the
receiving device (wireless client) is using the same key.

Passphrase for Keys. Instead of manually entering WEP keys, you can enter a passphrase. This passphrase is
used to generate one or more WEP keys. It is case-sensitive and should not be longer than 32 alphanumeric
characters. (This Passphrase function is compatible with Linksys wireless products only and cannot be used
with Windows XP Zero Configuration. If you want to communicate with non-Linksys wireless products or
Windows XP Zero Configuration, make a note of the WEP key you want to use, and enter it manually in the
wireless client.) After you enter the Passphrase, click the Generate Keys button to create WEP keys.

Wireless WEP Keys #1-4. WEP keys enable you to create an encryption scheme for wireless network
transmissions. If you are not using a Passphrase, then manually enter a set of values. (Do not leave a key field
blank.) If you are using 64-bit WEP encryption, the key must be exactly 10 hexadecimal characters in length.
If you are using 128-bit WEP encryption, the key must be exactly 26 hexadecimal characters in length. Valid
hexadecimal characters are “0”-“9” and “A”-“F”.

When finished making your changes on this tab, click the Save Settings button to save these changes, or click
the Cancel Changes button to undo your changes.

Wireless
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Figure 5-13: WEP
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Wireless Network Access Tab

Wireless Network Access. If this function is enabled, only the computers on the list will be allowed access to the
wireless network. To add a computer to the network, click Enable to enable the function. Then, enter the MAC
addresses in the fields provided, You can also click the Select MAC Address From Networked Computers
button.

Select the MAC Address(es) you want from the list, and click the Add button. Click the Refresh button if you want
to refresh the on-screen information. Click the Close button to return to the previous screen.

When finished making your changes on this tab, click the Save Settings button to save these changes, or click
the Cancel Changes button to undo your changes.

Chapter 5: Configuring the Wireless-G Cable Gateway
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Figure 5-14: Wireless Network Access

mac address: the unique address that a manufacturer

Save Bettings | Cancel Changes.

assigns to each networking device.

Computer Name IP Address
Mo wireless clients are connected

Refresh | Close

Figure 5-15: MAC Address Access List

MAC Address
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Advanced Wireless Settings Tab

On this screen you can access the Advanced Wireless features, including Basic Data Rates, Control Tx Rates,

& D of i s, .

Beacon Interval, DTIM Interval, Fragmentation Threshold, RTS Threshold, and Authentication Type. Wi e Baariny

Wireless

< Basic Data Rates. Select Min or All from the drop-down menu for rate.

= Control Tx Rates. Select Min or All from the drop-down menu for the transmission rate. All will negotiate the
best possible connection speed between the Gateway and a wireless client.

< Beacon Interval. The default value is 100. Enter a value between 1 and 65,535 milliseconds. The Beacon
Interval value indicates the frequency interval of the beacon. A beacon is a packet broadcast by the Gateway
to synchronize the wireless network.

* DTIM Interval. The default value is 3. This value, between 1 and 255 milliseconds, indicates the interval of the Figure 5-16: Advanced Wireless Settings
Delivery Traffic Indication Message (DTIM). A DTIM field is a countdown field informing clients of the next
window for listening to broadcast and multicast messages. When the Gateway has buffered broadcast or
multicast messages for associated clients, it sends the next DTIM with a DTIM Interval value. Its clients hear  packet: a unit of data sent over a network.

the beacons and awaken to receive the broadcast and multicast messages. _ _ .
beacon internal: data transmitted on your wireless network

= Fragmentation Threshold. This value should remain at its default setting of 2346. The range is 256-2346 that keeps the network synchronized.
bytes. It specifies the maximum size for a packet before data is fragmented into multiple packets. If you
experience a high packet error rate, you may slightly decrease the Fragmentation Threshold. Setting the
Fragmentation Threshold too low may result in poor network performance. Only minor modifications of this
value are recommended.

dtim (delivery traffic indication message): a message
included in data packets that can increase wireless
efficiency.

fragmentation: breaking a packet into smaller units

e RTS Threshold. This value should remain at its default setting of 2347. The range is 0-2347 bytes. Should you I
when transmitting over a network.

encounter inconsistent data flow, only minor modifications are recommended. If a network packet is smaller
than the preset RTS threshold size, the RTS/CTS mechanism will not be enabled. The Gateway sends Request s (request to send): a networking method of coordinating
to Send (RTS) frames to a particular receiving station and negotiates the sending of a data frame. After large packets through the RTS Threshold setting.

receiving an RTS, the wireless station responds with a Clear to Send (CTS) frame to acknowledge the right to

begin transmission.

= Authentication Type. The default is set to Open System or Shared Key, which allows either Open System or
Shared Key authentication to be used. For Open System authentication, the sender and the recipient do NOT
use a WEP key for authentication. For Shared Key authentication, the sender and recipient use a WEP key for
authentication. If you want to use only Shared Key authentication, then select Sh