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Safety Notes

For Installation

For Using

For Service

Warning

Caution

Use only the type of power source indicated on the marking labels.
Use only power adapter supplied with the product.

Do not overload wall outlet or extension cords as this may increase the risk of
electric shock or fire. If the power cord is frayed, replace it with a new one.

Proper ventilation is necessary to prevent the product overheating. Do not block or
cover the slots and openings on the device, which are intended for ventilation and
proper operation. It is recommended to mount the product with a stack.

Do not place the product near any source of heat or expose it to direct sunlight.
Do not expose the product to moisture. Never spill any liquid on the product.

Do not attempt to connect with any computer accessory or electronic product
without instructions from qualified service personnel. This may result in risk of
electronic shock or fire.

Do not place this product on unstable stand or table.

Power off and unplug this product from the wall outlet when it is not in use or
before cleaning. Pay attention to the temperature of the power adapter. The
temperature might be high.

After powering off the product, power on the product at least 15 seconds later.
Do not block the ventilating openings of this product.

When the product is expected to be not in use for a period of time, unplug the
power cord of the product to prevent it from the damage of storm or sudden
increases in rating.

Do not attempt to disassemble or open covers of this unit by yourself. Nor should you
attempt to service the product yourself, which may void the user’s authority to operate it.
Contact qualified service personnel under the following conditions:

O

O
O
O

[

If the power cord or plug is damaged or frayed.
If liquid has been spilled into the product.
If the product has been exposed to rain or water.

If the product does not operate normally when the operating instructions are
followed.

If the product has been dropped or the cabinet has been damaged.
If the product exhibits a distinct change in performance.

This equipment must be installed and operated in accordance with provided
instructions and a minimum 20 cm spacing must be provided between computer
mounted antenna and person’s body (excluding extremities of hands, wrist and feet)
during wireless modes of operation.

This device complies with Part 15 of the FCC Rules. Operation is subject to the
following two conditions: (1) this device may not cause harmful interference, and
(2) this device must accept any interference received, including interference that
may cause undesired operation.

Any changes or modifications not expressly approved by the party responsible for
compliance could void the authority to operate equipment.
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FCC

This equipment must be installed and operated in accordance with provided instructions and a
minimum 20 cm spacing must be provided between computer mounted antenna and person’s body
(excluding extremities of hands, wrist and feet) during wireless modes of operation.

FCC Class B Notice

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two
conditions:

(1) this device may not cause harmful interference, and
(2) this device must accept any interference received, including interference that may cause undesired
operation.

Note: This equipment has been tested and found to comply with the limits for a Class B digital
device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable
protection against harmful interference in a residential installation. This equipment can generate, use
and radiate radio frequency energy and, if not installed and used in accordance with the instructions,
may cause harmful interference to radio communications. However, there is no guarantee that
interference will not occur in a particular installation. If this equipment does cause harmful
interference to radio or television reception, which can be determined by turning the equipment off
and on, the user is encouraged to try to correct the interference by one or more of the following
measures:

®  Reorient or relocate the receiving antenna.
® Increase the separation between the equipment and receiver.

®  Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

®  Consult the dealer or an experienced radio/television technician for help.

IC Statement

To prevent radio interference to the licensed service, this device is intended to be operated indoors
and away from windows to provide maximum shielding. Equipment (or its transmit antenna) that is
installed outdoors is subject to licensing

ICES-003 Class B Notice - Avis NMB-003, Classe B
This Class B digital apparatus complies with Canadian ICES-003.

Cet appareil numérique de la classe B est conforme a la norme NMB-003 du Canada.
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Preface

Preface

Thank you for choosing the Asymmetric Digital Subscriber Line (ADSL) Router. With the
asymmetric technology, this device runs over standard copper phone lines. In addition, ADSL allows
you to have both voice and data services in use simultaneously all over one phone line.

SL2-141/SL2-141-1 Wireless ADSL2+ Router is a DSL broadband access device which allows
ADSL connectivity while providing 802.11g wireless LAN capabilities for home or office users. It
supports ADSL2/ADSL2+ and is backward compatible to ADSL, even offers auto-negotiation
capability for different flavors (G.dmt, G.lite, or T1.413 Issue 2) according to central office
DSLAM?’s settings (Digital Subscriber Line Access Multiplexer). Also the feature-rich routing
functions are seamlessly integrated to ADSL service for existing corporate or home users. Now users
can enjoy various bandwidth-consuming applications via SL2-141/SL2-141-1 Wireless ADSL2+
Router.

Features

ADSL Compliance
ANSI T1.413 Issue 2

ITU G.992.1 Annex A (G.dmt)
ITU G.992.2 Annex A (G.lite)
ITU G.994.1 (Ghs)
Support dying gasp

RITVRT W

Maximum Rate: 8 Mbps for downstream and 1 Mbps for upstream

ADSL2 Compliance
@ ITU G.992.3 Annex A (G.dmt)

@ ITU G.992.4 Annex A (G.lite)

@ Maximum Rate: 12 Mbps for downstream and 1 Mbps for upstream

ADSL2+ Compliance
@ ITU G.992.5 Annex A (G.dmt)

@ Maximum Rate: 24 Mbps for downstream and 1.2 Mbps for upstream

Wireless LAN Compliance Features
@ |EEE 802.11g and IEEE 802.11b

@ Data Rate: 54, 48, 36, 24, 18, 12, 9, 6 Mbps for 802.11g/11, 5.5, 2, 1 Mbps for 802.11b

& Modulation Technique: OFDM for 802.11g; CCK (11 Mbps, 5.5 Mbps) for 802.11b; DQPSK
(2Mbps) for 802.11b; DBPSK (1 Mbps) for 802.11b
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Network Architecture: infrastructure
Operating Frequency: 2.4 ~ 2.5 GHz

Operating Channels: depending on local regulations. For example, 11Channels (Northern
America), 13 Channels (Europe), and 14 Channels (Japan)

RF Output Power: 13.5+/-1.5dBm for 802.11g; 17.5+/-1.5dBm for 802.11b
The output power can be adjustable.

Antenna Connectors: Hardware diversity support. One external and one internal antenna are
provided.

Coverage Area: 300m

Support WEP (Wired Equivalent Privacy) mechanism which uses RC4 with 64-bit or 128-bit
key length

Support 802.1x and WPA/WPA2

Support the Access Control function: only registered WLAN clients are allowed to associate to
this device

SSID can be hidden for the security issue (Don’t broadcast SSID)
Support the Repeater function to extend the coverage area

Support wireless user isolation for the hotspot

ATM Features

RITAIITR

=

Compliant to ATM Forum UNI 3.1/ 4.0 Permanent Virtual Circuits (PVCs)

Support up to 16 PVCs for UBR, CBR, VBR-nrt, VBR-rt with traffic shaping

RFC2684 LLC Encapsulation and VC Multiplexing over AAL5

RFC2364 Point-to-Point Protocol (PPP) over AALS

RFC2225 Classical IP and ARP over ATM

RFC2516 PPP over Ethernet: support Relay (Transparent Forwarding and Client functions)

Support PPPoA or PPPoE Bridged mode (the IP address got from ISP can be passed to the
user’s PC and behave as the IP address of the user’s PC.)

OAM F4/F5 End-to-End/Segment Loopback Cells

Bridging Features

Supports self-learning bridge specified in IEEE 802.1D Transparent Bridging
Supports up to 4096 learning MAC addresses

Transparent Bridging among 10/100 Mb Ethernet and 802.11g wireless LAN
Support Virtual LAN function specified in IEEE 802.1q

Routing Features

R R

=

=

R

Compliance to IPv4 which include RFC791, RFC792, RFC826, RFC768, and RFC793

NAT (Network Address Translation) / PAT (Port Address Translation) let multiple users (up to
128) on the LAN to access the Internet for the cost of only one IP address.

ALGs (Application Level Gateways): such as NetMeeting, MSN Messenger, FTP, Quick Time,
mIRC, Real Player, CuSeeMe, VPN pass-through with multiple sessions, etc.

Port Forwarding: the users can setup multiple virtual servers (e.g., Web, FTP, Mail servers) on
user’s local network.

Support DMZ
UPNP IGD (Internet Gateway Device) with NAT traversal capability
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RITAIRIBR

Static routes, RFC1058 RIPv1, and RFC1723 RIPv2

DNS Relay, Dynamic DNS

DHCP Client/Relay/Server

Time protocol can be used to get current time from network time server
Support IGMP Proxy/Snoop

Support IP/Bridge QoS for prioritize the transmission of different traffic classes

Support port mapping function which allows you to assign all data traffic transmitted among
specific Internet connections and LAN ports

Security Features

RV W

PAP (RFC1334), CHAP (RFC1994), and MS-CHAP for PPP session

Firewall support IP packets filtering based on IP address/Port number/Protocol type
Bridge packet filtering (optional)

URL filtering (optional)

Support DoS (Deny of Services) which detect & protect a number of attacks (such as SYN/FIN/RST
Flood, Smurf, WinNuke, Echo Scan, Xmas Tree Scan, etc)

Configuration and Management

@ User-friendly embedded web configuration interface with password protection

& Remote management access control via HTTP, TFTP, FTP, Telnet, SSH, SNMP

@& Telnet session for local or remote management

@& Firmware upgrades through HTTP, TFTP, or FTP

@ The boot loader contains very simple weh page to allow the users to update the run-time
firmware image.

@& Configuration file backup and restore

& SNMPv1/v2 agent with MIB-Il, ADSL Line MIB

Unpacking

Check the contents of the package against the pack contents checklist below. If any of the items is
missing, then contact the dealer from whom the equipment was purchased.

RRVAIRIR

ADSL Router

Power Adapter and Cord
RJ-11 ADSL Line Cable
RJ-45 Ethernet Cable

Quick Start Guide

Driver & Utility Software CD
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Subscription for ADSL Service

To use the ADSL Router, you have to subscribe for ADSL service from your broadband service
provider. According to the service type you subscribe, you will get various IP addresses:

Dynamic IP: If you apply for dial-up connection, you will be given an Internet account with
username and password. You will get a dynamic IP by dialing up to your ISP.

Static IP address: If you apply for full-time connectivity, you may get either one static IP address
or a range of IP addresses from your ISP. The number of IP addresses varies according to different
ADSL service provider.
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Chapter 1: Overview

This chapter provides you the description for the LED and connector for front and rear view of the
router. Before you use/install this router, please take a look at this information first.

Physical Outlook

Front Panel

The following illustrations show the front panel of the ADSL Router (with USB interface and
without USB interface):

WLAN USB Ethernet PPP DSL Power
[ ]

e o o
4

e 6 6 o6 o o
3 2 1

LED Indicators

The ADSL Router is equipped with five LEDs on the front panel as described in the table below
(from left to right):

LED Color |Status Description
WLAN Green |Unlit Power off or no radio signal (WLAN card is not
present or fails to function).
Blinking Traffic is going through Wireless LAN interface.
Solid Wireless LAN interface ready to work.
usB Green |Unlit Power off or wait for USB connection going up.
Blinking User data is going through USB port.
Solid USB connection is OK.
Ethernet |Green |Unlit Power off or no Ethernet carrier is present.
1-4 Blinking Ethernet carrier is present and user data is going
through Ethernet port.
Solid Ethernet carrier is present.
PPP Green |Unlit No PPPoA or PPPOE connection
Solid At least one PPPoA or PPPoE connection is up. The
users can access the Internet now.
DSL Green |Unlit Power off or ADSL line connection is handshaking or
training is in progress.
Blinking User data is going through ADSL port.
Solid ADSL line connection is OK.
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LED Color |Status Description
Power Green Unlit Power off.

Solid Power on.
Rear Panel

The following figures illustrate the rear panel of your ADSL Router.

Ve

12 VAC

@n 'l'\ .\. =

ANT Power Ethernet USB DS

Connector |Description

12VAC 12VAC Power connector

) Power switch

Ethernet 1- 4 | Ethernet RJ-45 connector

USB USB connector (for the model with USB interface only)

DSL RJ-11 connector
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Chapter 2: System Reqguirement and
Installation

System Requirement

To access the ADSL Router via Ethernet, the host computer must meet the following requirements:
+*  With Ethernet network interface.
+*  Must have TCP/IP installed.
+*  Set client PC with obtain an IP address automatically or set fix IP address.

«*  With a web browser installed: Internet Explorer 5.x or later.

The ADSL Router is configured with the default 1P address of 192.168.1.1 and subnet
mask of 255.255.255.0. As the DHCP server is Enable by default, The DHCP clients should
be able to access the ADSL Router. Or you could assign an IP address to the host PC first for initial
configuration.

You also can manage the ADSL Router through a web browser-based manager: ADSL ROUTER
CONTROL PANEL. The ADSL Router manager uses the HTTP protocol via a web browser to
allow you to set up and manage the device.

To configure the device via web browser, at least one properly-configured PC must be
. connected to the network (either connected directly or through an external hub/switch
to the LAN port of the device).

Choosing a place for the ADSL Router

(1) Place the ADSL Router close to ADSL wall outlet and power outlet for the cable to reach it
easily.

® Avoid placing the device in places where people may walk on the cables. Also keep it away
from direct sunlight or heat sources.

(3) Place the device on a flat and stable stand.
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Connecting the ADSL Router

Follow the steps below to connect the related devices.

(1 Connecting the ADSL line. Connect the
DSL port of the device to your ADSL
wall outlet with RJ-11 cable.

@  Please attach one end of the Ethernet
cable with RJ-45 connector to the LAN
port of your ADSL Router.

© Connect the other end of the cable to the
Ethernet port of the client PC.

O Connect the supplied power adapter to
the PWR port of your ADSL Router,
and plug the other end to a power outlet.

© Turnonthe power switch.
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For connecting through a hub, please refer to the following diagram for an example.
=

wom

UsB  DsL

0.0

ANT

(
N g
PC1

C

Install the USB Driver

For Windows ME

(1] Run the USB installation program from the CD provided by your device package.

An InstallShield Wizard will appear. Please wait for a moment.
When the welcome screen appears, click Next for next step.

When the InstallShield Wizard Complete appears, click Finish.

® 0 OO0

Plug the USB cable between your device and PC.

Note: If the USB device is not detected, check the USB cable
between the PC and the device. Also verify that the device is

power on.

@

The system will detect the USB driver automatically. Now, the system will copy the proper
files for this device.

(7] When the file copying finished, the dialog above will close. Now the USB driver is installed
properly. You can use the device.

For Windows 2000

(1] Run the USB installation program from the CD provided by your device package.
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(2] An InstallShield Wizard will appear. Please wait for a moment.
Installshield Wizard

Siemens ADSL Router LISE Driver Setup iz preparing the
i InstallShield® Ywizard, which will guide vou through the rest of the
zetup process. Pleaze wait,

© When the welcome screen appears, click Next for next step.

InstallShield Wizard ] x|

Welcome to the InstallShield Wizard for Siemens
ADSL Router USB Driver

Thiz Installation Wizard will inztall Siemens ADSL Router
IJSE driver on your computer. To continue, click Mest,

< Bach | et I Cancel |

(4 When the InstallShield Wizard Complete appears, click Finish.

Siemens ADSL Router USE Driver

Setup has finizhed installing Siemens: ADSL Router USE driver
an pour computer,

To continue, click Finish, then ingert the USE cable.

The systemn will then automatically detect the device.

< Bach | Finizh I Lancel

e Plug the USB cable between your device and PC.
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Found Mew Hardware |

Siemenz ADSL Router USE Femote MDIS Device [BCMEZx:
w Based]

Note: If the USB device is not detected, check the USB cable
between the PC and the device. Also verify that the device is

power on.

(6] The system will detect the USB driver automatically. Now, the system will copy the proper
files for this device.

(7] When the file copying finished, the dialog above will close. The InstallShield Wizard
Complete appears, click Finish. Now the USB driver is installed properly. You can use the
device.

InstallShield Wizard

Siemens ADSL Router USB Driver
m Setup has finizhed installing Siemens ADSL Router USE driver

an your computer,

To continue, click Finish, then inzert the USEB cable.

The system will then automatically detect the device.

< Biank Finish Caneel

For Windows XP

(1) Run the USB installation program from the CD provided by your device package.
(2] An InstallShield Wizard will appear. Please wait for a moment.

Installshield Wizard =

Siemens ADSL Router USB Driver Setup iz preparing the
i InztallShield® \vizard, which will guide you through the rest of the

zetup process. Pleaze wait.
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(3] When the welcome screen appears, click Next for next step.

Installshield Wizard x|

Welcome to the Install5Shield Wizard for Siemens
ADSL Router USB Driver

Thiz Installation wizard will install Siemens AD5L Fouter
USE driver on your computer. To continue, click Mesxt.

< Baok | Ment » I Cancel |

(4] When the InstallShield Wizard Complete appears, click Finish.

Siemens ADSL Router USB Driver

Setup haz finizhed instaling Siemens ADSL Router SEB driver
oh your compter,

To continue, click Finish, then insert the USB cable.

The spstem will then automatically detect the device.

¢ Back | Firish I Eancel

e Plug the USB cable between your device and PC.

Note: If the USB device is not detected, check the USB cable
between the PC and the device. Also verify that the device is

power on.

(6 The system will detect the USB driver automatically.

i) Found New Hardware *
IUSE Device
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(7 The system is trying to find proper driver for your device and copying the files
automatically.

A Found New Hardware x
Siemens A0DSL Rouker USE Remate MDIS Device (BCME30:
Based)

) Found New Hardware x
vour new hardware is installed and ready to use,
(9] You can use the device now.

For Windows Vista

For Vista users, please press Continue whenever a prompted window asking for permission to
continue during USB driver installation process (see the figure below for example).

User Account Control

@ Windows needs your permission to continue

If you started this action, continue,

E.hvhl Advanced System Settings
> Microseft Windows

'Z:\EZ' Details ([ Continue D[ Cancel J

User Account Control helps stop unautherized changes te your computer,

To install the USB driver before connect the router to the PC, here provides two methods.

Method One — Use the driver CD came with the product package.

(1] Run the USB installation program on the CD provided in your router package.
(2] An InstallShield Wizard will appear. Please wait for a moment.
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| Siemens ADSL Router USB Driver - InstallShield Wizard

Preparing Setup
Please wait while the InstallShield ‘Wizard prepares the setup.

Siemens ADSL Router USE Driver Setup is preparing the InstallShield “Wizard, which wil guide
pou through the rest of the setup process. Please wait.

InstallShield

(3] When the welcome screen appears, click Next for the next step.

‘Welcome to the InstallShield Wizard for Siemens
ADSL Router USB Driver

Thiig Installation wizard will install Siemens ADSL R outer
USE driver on your computer. To continue, click Mest.

< Back E Mext > ][ Cancel ]

(4 When the complete message of InstallShield Wizard appears, click Finish.

Siemens ADSL Router USB Driver

Setup has finished instaling Siemens ADSL Router USE driver
OF YOUT COMpULET.

To continue, click Finish, then insert the USE cable.

The system will then automatically detect the device.

¢ Back Cancel

(5 Link your router and the PC with a USB cable.

(6 The system will detect the USB driver automatically.

x

Installing device driver software
Click here for status.
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= Note: If the USB device is not detected, check the USB cable between the PC and
‘ the device. Also make sure that the device is power on.

(7] After the file copying finished, a completing message will appear.

Rk Siemens ADSL Router USB Remote NDIS Device (BCM63xx Based)

“A¥ Device driver software installed successfully.

< ¥ @x 1133 AM

@ You can use the router now.



ADSL Router User Manual

Method Two — Run a silent installation.

(1] Copy the USB driver folder from the driver CD to somewhere on the PC. (In our example,
the driver files are put under D:\Siemens WHQLed.)

(2] Open Start menu, key in cmd in the blank and press enter. Then click cmd.

Programs

Music
Search
Recent ltems
Computer
I Network
Connect To
| Control Panel

Default Programs
o+ Seeall results

Key in cmd and
press Enter.

(3] When the Command Prompt screen appears, point to the driver folder on your PC, and then
enter setup -s. Press enter to start silent installation.

E™ Command Promp | =Bl i

Microsoft Windows [Version 6.8.68881 n
Copyright <{c?> 2886 Microsoft Corporation. All rights reserved. .

C=“Userswaskeyrd:
D:=%\>cd "Siemens WHQLed"

D:vSiemens WHQLed>zetup —s

(4] The system will install the driver automatically. You can connect your router and the PC
with a USB cable now.

e The system will detect the USB driver automatically.

X

&

Installing device driver software
Click here for status.

Note: If the USB device is not detected, check the USB cable between the PC and
the device. Also make sure that the device is power on.

@ After the file copying finished, a completing message will appear.

A& Siemens ADSL Router USB Remote NDIS Device (BCM63xx Based)

A Device driver software installed successfully.

< ¥ ik 1133 AM

0 You can use the router now.
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Method Three — If the USB driver has not been installed yet, you can also connect the router to the
PC with a USB cable and wait for Universal Plug and Play device to detect the router, and then
install the driver.

o Plug the USB cable into the USB port on the PC.

(2] A Found New Hardware window will appear. Press Locate and install driver software
(recommended).

H New Hardware

| Windows needs to install driver software for your USB
Network Interface

@ Locate and install driver software (recommended)
Windows will guide you through the process of installing driver software
for your device.

* Ask me again later
Windows will ask again the next time you plug in your device or log on.

® Don't show this message again for this device
Your device will not function until you install driver software.

(3] Then insert the USB driver CD provided in your router package into the PC, and press
Next.

T T 00 ]
) | Found New Hardware - USB Network Interfa

Insert the disc that came with your USB Network Interface

T you have the disc that came with your device, insert it now. Windews will automatically
search the disc for driver software.

“ Idon't have the disc. Show me other options.

(4 The system will search disc for the USB driver needed and then complete the installation.
(=]
@ Found New Hardware - USB Network Interface
Searching disc for software...
| a
I




ADSL Router User Manual

Or if you do not have a disc, but have the driver files on your PC, you can follow the steps below:

(3] Press | don’t have the disc. Show me other options.

@ . Found New Hardware - USB Network Interface k

Insert the disc that came with your USB Network Interface

If you have the disc that came with your device, insert it now. Windows will automatically
search the disc for driver software.

|
% Idon't have the disc. Show me other options.
(4] Select Browse my computer for driver software (advanced).

T TS 000 =]

'—(_-\ ' Found Mew Hardware - USE Network Interf:

Windows couldn’t find driver software for your device

<+ Check for a solution
Windows will check to see if there are steps you can take to get your device
working.

<+ Browse my computer for driver software (advanced)
Locate and install driver software manually.

e Press Browse to set the path for the driver file, and then press Next.

' x ==
@ [l  Found New Hardware - USE Network Interface

Browse for driver software on your computer

Search for driver software in this location:

D:%Siemens USE Driver - Browse...

[¥] Include subfolders

(6 Wait while the system installing the driver.
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ardware - USB Netwaork Interface

Installing driver software...
& e —
(7] Now the driver software is installed successfully. Press Close to start using the router.

The software for this device has been successfully installed
Windows has finished installing the driver software for this device:

E' Siemens ADSL Router USB Remote NDIS Device
e,

To make sure the USB driver for your router is properly installed, please do the following steps.

1. Open the Start menu and press Control Panel.

£ Internet
Internet Explorer

“=% E-mail askey

i Windows Mail

p— | Documents
dl Welcome Center

| Pictures
= |
%l Windows Mobility Center

Music

Windows Meeting Space
Search

if| Windows Photo Gallery
h Recent ftems

Windows Media Player ~
Computer

88) Windows Live Messenger Download

i/ Paint Connect To
J

e

Network

Command Prompt Control Panel
Default Programs
»  All Programs Help and Support

ftart Search

2. Onthe Control Panel folder, click System and Maintenance.

Ny |
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» Control Panel »

| Pl

User Accounts

System and Maintenance
Get started with Windows

Back up your computer

1@ Add or remove user accounts

Appearance and
Personalization
Change desktop background

Check this computer's security status
Customize colors

Allow a program through Windows
] Adjust screen resalution

Security
Check for updates
Firewall
ﬁ Change keyboards or other input
methods
Change display language

View network status and tasks
Set up file sharing

i Hardware and Sound
E: Play CDs or other media automatically
Printer

Ease of Access
Let Windows suggest settings
Optimize visual display

-4
Network and Internet 3 Clock, Language, and Region

Mouse
Programs Additional Options
Uninstall a program
Change startup programs

3. Press System.

ntrel Panel Home
Welcome Center

System and Maintenance Get started with Windows | Find which versicn of Windows you are using
Security
Backup and Restore Center

Network and Internet
SHNGRCaNEEREEMnE Back up your computer | Restore files from backup

Hardware and S
Programs System

View amount of RAM and processor speed

sy Check your computer's Windows Experience Index base score | @) Allow remote access
Personal See the name of this computer

sck, Language, and Region
Windows Update
ot Turn automatic updating on or off | Check for updates | View installed updates
al Opti
Power Options
Require a password when the computer wakes | Change what the power buttons do
Change when the computer sleeps

Classic View

Indexing Options
Change how Windows searches

Problem Reports and Solutions
Check for new solutions | Choose how to check for solutions | View problem history

Performance Information and Tools
Check your computer's Windows Experience Index base score
Use tools to improve performance

Recent Tasks

Uninstall a program

v sl —

Systern and Maintenance » System ~ [ 43| [ searcn
i

View basic information about your computer

Windows edition
Windows Vista™ Enterprise

Copyright © 2006 Microseft Cerperation. Al rights reserved.

System
Rating: [ Windows Experience Index: Unrated
Processor: Intel(R) Pentium(R) D CPU3.00GHz 300 GHz
Memory (RAM): 1023 M8
System type: 32-bit Operating System

Computer name, domain, and workgroup settings

Computer name: askey-PC @ Change settings
See also Full computer name: askey-PC
Windows Update Computer description:
Security Center Workgroup: WORKGROUP
Performance Windows activation

P

5. Confirm that the Siemens ADSL Router USB Remote NDIS Device (BCM63xx Based) is
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on the Network adapters list.

File Action View Help
e | m|E Hm & E %S
(=g ASKEY-PC

18 Computer
. Disk drives

R, Display adapters

45 DVD/CD-ROM drives

= Floppy disk drives

EE Floppy drive controllers

g IDE ATAJATAPI controllers

§ IEEE1394 Bus host controllers
<= Keyboards

F{ Mice and other pointing devices
& Moniters

=1 & Network adapters

nk (TM) Gigabit Ethernet

l.-"‘ Siemens ADSL Router USB Remote NDIS Device (BCM63xx Based)

5 LDT)
& Processers
% Sound, video and game controllers

<& Storage controllers
1 Systern devices

@ Universal Serial Bus controllers

Uninstall the USB Driver

For Windows ME
For uninstall the USB driver, please do the following.

The first way:

Choose Programs — Siemens Broadband — Uninstall Siemens ADSL Router USB
Driver from the Start menu.

The InstallShield Wizard dialog will appear.

A dialog appears to ask you confirm if you want to remove the USB driver or not. Please
click Ok.

Unplug the USB cable between your device and your PC.

®0 oo ©

When the Maintenance Complete screen appears, the USB driver is removed successfully.
Click Finish.

The second way:
(1] Choose Settings —Control Panel from the Start menu. Choose Add/Remove Programs.

A dialog appears to ask you choose the program that you want to remove. Please select
Siemens ADSL Router USB Driver and click Change/Remove.

The InstallShield Wizard dialog will appear.

Unplug the USB cable between your device and your PC. Then click OK.

®o0® O

When the Maintenance Complete screen appears, the USB driver is removed successfully.
Click Finish
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For Windows 2000

For uninstall the USB driver, there are two ways to do it. Please do as the following:

The first way:

(1] Choose Programs — Siemens Broadband — Uninstall Siemens ADSL Router USB
Driver from the Start menu.

Set Pragram Access and Defaulks

Windows Update

: = I
Programns b @ ACcessories

=

i

ens Broadband  *|5@  Uninstall Sismens ADSL Router LISE Driver
@ Dacuments ¥ (3 startup »
E Inkernet Explorer
% Settings 4
1 outlook Express

Search 13
@ Help
Run...
j Shut Down, .,

(2] The InstallShield Wizard dialog will appear.

Installshield Wizard =

g Siemens ADSL Router USB Drver Setup iz preparing the
1

Inztalls hield® \Wizard, which will guide pou through the rest of the
zetup proceszs. Pleaze wait.

Cancel

(3] A dialog appears to ask you confirm if you want to remove the USB driver or not. Please
click Ok.
Confirm Uninstall i x|

Do you wank ko remaove the Siemens ADSL Router USE driver?

Warning: Please unplug the LUSE cable now before proceeding with uninstall,

For Windows 2000 users, before unplugging the cable please click the "Unplug/Remove Hardware" icon in your Windows system
tray to stop Siemens A0SL Router USE driver. Please refer ko your Windows Help Far help about unplugging hardware.

Cancel |

(4] Unplug the USB cable between your device and your PC.

Confirm Uninstall

. x|

Please unplug the USE cable now Before proceeding with uninskall,

(] 4 I Cancel |
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e When the Unsafe Removal of Device screen appears, the USB driver is removed
successfully. Click OK.

& Unsafe Removal of Device 1 2lx]

You have unplugged or ejected a device without stopping it.
Urnplugging or ejecting devices withaut first stopping them can
often cause your computer to crash and loze waluable data.

To zately unplug or gject any of the following devices, first uze the Hardware
wizard in the Control Panel bo stop the device.

B Siemenz ADSL Router USE Remate MDIS Device [BCME3x: Bazed)

IF pou frequently need to unplug thiz device, Windows can give you an icon
ot the taskbar to quickly unplug or eject pour device. IF you would ke to use
thiz aptian, check the fallawing:

V¥ Show Unplug/Eject icon ot the taskbar,

2:01 PM |

(6] When the Maintenance Complete screen appears, the USB driver is removed successfully.
Click Finish.

Installshield Wizard B

Maintenance Complete

Siemens AD5SL Router USE driver has now been uninstalled,

Click, Finizh to exit the un-installation process.

% Back | Finizh I Carcel
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The second way:

o Choose Settings —Control Panel from the Start menu. Choose Add/Remove Programs.
_nixi
J File Edit Yiew Favarites Tools Help |
| #=Back - = - | Ghsearch [Folders CHHistary | U5 2 X w0 | EE-

J.ﬁ.ddress I@ Control Panel j ﬁGD
. [ =% Add]Remave Hardware
I_i ey Add/Remaove Programs [ Administrative Taals
k % Automatic Updates @ Date/Time
Control Panel Display ﬁ‘Folder Cptions
[ Fonts %Game Controllers
Use the settings in Contral Panel ko i Internet Options (evboard
personalize your computer. ‘(\') Mouse Metwork and Dial-up Connections
; o Phone and Modem Options Hpower Cptions
32';%;:;'?'“ tepits Prinkers @Regional Ciptions
aScanners and Cameras (@] Scheduled Tasks
Windows Lipdate £} Saunds and Multimedia {5 Sstem
Windowss 2000 Support %Users and Passwards
|23 ohjeck{s) | |g‘ My Computer 4
(2] A dialog appears to ask you choose the program that you want to remove. Please select
Siemens ADSL Router USB Driver and click Change/Remove.
=

Add i
Progral

Sort bv:l Mame - I

Change/Remove
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(3] The InstallShield Wizard dialog will appear.
_iaixi
Currently installed programs: Sark by:l Mame - I

figd Siemens ADSL Router USB Driver

o]

i
Add
Programs

i windows 2000 Service Pack 3

InstallShield Wizard N

g Siemens ADSL Router L1SE Driver Setup iz preparing the
i

InztallShield® 'wWizard, which will quide vou through the rest of the
setup process. Please wait.

i Cancel i

(4 A dialog appears to ask you confirm if you want to remove the USB driver or not. Please
click Ok.

Confirm Uninstall |
Do you want to remove the Siemens ADSL Router USE driver?
Warning: Please unplug the USE cable now before proceeding with uninstall,

For Windows 2000 users, before unplugging the cable please click the "Unplug/Remove Hardware" icon in your Windows svstem
tray to stop Siemens ADSL Router USE driver. Please refer ko wour Windows Help For help about unplugging hardware.

oK I Zancel |

Unplug the USB cable between your device and your PC. Then click OK.

Confirm Uninstall I x|

Please unplug the USE cable now before proceeding with uninstall,

(8] 4 I Cancel |
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e When the Maintenance Complete screen appears, the USB driver is removed successfully.
Click Finish.

InstallShield Wizard

Maintenance Complete

Siemens ADSL Router USE driver has now been uninstalled.

Click. Finizh to exit the un-installation process.

< Blaok | Finizh I [Cance]

For Windows XP
For uninstall the USB driver, there are two ways to do it. Please do as the following:

The first way:

(1] Choose Programs — Siemens Broadband — Uninstall Siemens ADSL Router USB
Driver from the Start menu.

| @) Set Program Access and Defaults

B %S Windows Catalog
“ Windows Update

A @) Accessories 3

j @ Games 4

Siemens Broadband | “¢ Uninstall Siemens ADSL Router USE Driver

Startup 4

® oy

Internet Explorer

1M3M Explorer

<

Cutoak Express
Remote Assiskance
Windows Media Plaver

Windows Messenger

“OT ©

| Turn OFF Compute

i3 start vpErSnap (Si
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The InstallShield Wizard dialog will appear.

Installshield Wizard L

Siemens ADSL Router LISE Driver Setup iz preparing the
i InstallShield® Ywizard, which will guide vou through the rest of the
zetup process. Pleaze wait,

A dialog appears to ask you confirm if you want to remove the USB driver or not. Please
click Ok.

Confirny Uninstall [El

Do ol wank bo remove the Siemens ADSL Router USE driver?

Warning: Please unplug the USE cable now before proceeding with uninstall.
oK | Cancel J

Unplug the USB cable between your device and your PC.

When the Unsafe Removal of Device screen appears, the USB driver is removed
successfully. Click OK.

When the Maintenance Complete screen appears, the USB driver is removed successfully.
Click Finish.

InstallShield Wizard

Maintenance Complete
m Siemens A05L Router USE driver has now been uninstalled.

Click Finish to exit the un-installation process.

Firizh | Cancel
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The second way:

o Choose Settings —Control Panel from the Start menu. Choose Add/Remove Programs.
B Control Panel EHEIIXI
File Edit Wiew Favorites Tools  Help -a.'

\J Back \“g L} p Search ||

Address G’ Contral Panel

E" Control Panel

Add or Adrministrative  Automatic  Date and Time Displary
[} Switch ko Category Yiew Remov,.. Tools Updates
P = D @
See Also
Folder Options Fonts Game Internet Kevboard Mouse Metwork
“ windows Lpdate Controllers COptions Conneckions

@) Help and Support ﬁ @’ "}5 "‘;fé g ‘% ( _:}

Metwork Setup Phone and  Power Options  Printers and  Regional and  Scanners and  Scheduled

‘Wizard Modem ... Faxes Language ... Cameras Tasks

© 9 ¥ ¥ d 8 &

Security Sounds and Speech System Taskbar and  User Accounts  Windows
Center Audio Devices Skart Menu Firewall

_m)
e
Wireless
Mebwork Set...
(2] A dialog appears to ask you choose the program that you want to remove. Please select

Siemens ADSL Router USB Driver and click Change/Remove.

# Add or Remove Programs

Currently installed programs; [ show updates
C&:;%i:r |'|ig.El Siemens ADSL Router USE Driver
Programs

To change this program or remove it from wour computer, click Change/Remove. ChangefRemove
g r'i 5 windows P Service Pack 2

Add New
Programs

Addiremaove
Windows
Components

@

Set Program
Access and
Diefaults
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(3] The InstallShield Wizard dialog will appear.

Installshield Wizard

Siemens ADSL Router USE Driver Setup iz preparing the
i InstallShield® \wWizard, which will guide you through the rest of the
zetup process. Pleaze wait,

AENNNNNNNENE ' Cancel

(4 Unplug the USB cable between your device and your PC. Then click OK.

Confirny Uninstall [El

Lo wou wank to remove the Siemens A0SL Router USE driver?

Warning: Please unplug the USE cable now before proceeding with uninstall,
oF, | Cancel J

e When the Maintenance Complete screen appears, the USB driver is removed successfully.
Click Finish.

InstallShield Wizard

Maintenance Complete
m Siemens A05L Router USE driver has now been uninstalled.

Click Finish to exit the un-installation process.

Firizh |

For Windows Vista

For Vista users, please press Continue whenever a prompted window asking for permission to
continue during USB driver uninstallation process (see the figure below for example).
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User Account Control E

Windows needs your perm

If you started this acticn, continue,

ﬂs.." Advanced System Settings
s Microsoft Windows

(v) Details

m [ Cancel ]
N

User Account Control helps stop unauthornized changes to your computer,

To uninstall the USB driver, there are two ways to do it. Please follow the instructions.

Method One: Remove from Device Manager.

(1) Choose Start menu, and then select Control Panel.

Internet
Internet Explorer

=} E-mail askey
L Windows Mail |

. Documents
‘r Welcome Center

@ Windaws Mobility Center

g Windows Meeting Space

Pictures

Music

Search

7] Windows Photo Gallery
E]] Windows Media Player

&g Windows Live Messenger Download

Recent ltems
Computer

Network

Connect To

‘}/ Paint
]

Command Prompt Control Panel

Default Programs
» Al Programs Help and Support
Efoﬂ Search

P
TN

(2]

Appearance and
Personalization

User Accounts
0 Acd or remove user accounts

Security
Check for updates
Change desklop batkgraund

Check thit camputer's &

( Allow a pragram thraugh Windows W

Firrveall Adjust screen resclution
Network and Internet Clock, Language, and Region
Virw netwnrk status and tashs L Change keyboards or cther input

s
Change displey language

{ Hardware and Sound N § Ac
or ather media automatically @ A ol dopuat

Set up file sharing

Let Windows suggest settings
Optirnize visusl display

Mouse

Programs [v— Additional Options

Change st

(3] Press System.



Chapter 3: Configuration

o

6]

K\~ (2 » Control Panel » System and Maintenance » v [ 4 || search

ntrol Panel H
Welcome Center

Get started with Windows | Find which version of Windows you are using

+ System and Maintenance
Security
Backup and Restore Center

k and Internet
i Back up your computer | Restore files from backup.

Hardware and Seund

®|&F ©

System

View amount of RAM and processor speed

Check your computer's Windows Experience Index base score | @) Allow remote access
See the name of this computer

m

Language, and -
Windows Update

Ease of Access
Turn automatic updating on or off

Check for updates | View installed updates

Additional Options
Power Options

Require a password when the computer wakes
Change when the computer sleeps

Classic View

W

Change what the power buttons do

Indexing Options
Change how Windows searches

Problem Reports and Solutions
Check for new solutions | Choose how te check for solutions | View problem history
Performance Information and Tools

Recent Tasks
y Check your computer's Windows Experience Index base score

Uninstall a program

BR& P

Use tools to improve performance

Click Device Manager.

e 0 ]|

~ [#¢][ search

2]

View basic information about your computer
‘Windows edition
Windows Vista™ Enterprise

m protectio
Copyright € 2006 Micreseft Corperation. All rights reserved.

(9 Advanced system settings

System
Rating: mwindﬂws Experience Index : Unrated

Processor:
Memory (RAM):
System type:

Intel(R) Pentium(R) D CPU 200GHz 3.00 GHz
1023 MB
32-bit Operating System

Computer name, domain, and werkgroup settings

Computer name: askey-PC @ Change settings
See also Full computer name: askey-PC
Windows Update Computer description:

Workgroup: WORKGROUP

Sectrity Center

Performance Windows activation

il

Right click Askey ADSL Router USB Remote NDIS Device on the Network adapters

list, and press Uninstall.

File Action View Help

@ m Hrs| & @

=g ASKEY-PC
i1-{& Computer
.y Disk drives
i B, Display adapters
- DVD/CD-ROM drives
g Floppy disk drives
i Floppy drive controllers
. IDE ATA/ATAPI controllers
7§ IEEE1394 Bus host controllers
i@ Keyboards
o)) Mice and other pointing devices
o Bl Monitors
. ¥ Network adapters

¥ Broadcom NetLink (TM) Gigabit Ethernet

50 Siemens ADSL Router USB Remote NDI5 Devic
o5 Ports (COM & LPT)
- [5) Processors ™
5% Sound, video and game controllers <m
&> Storage controllers
i & System devices
o § Universal Serial Bus controllers

Scan for hardware changes

Properties

Uninstalls the driver for the selected device.

Click OK when the Confirm Uninstall window appears.
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Confirm Uninstf‘lm @

Do you want to remaove the Siemens ADSL Router USB driver

Warning: Please unplug the USB cable now before proceeding with uninstall.

L OK J [ Cancel I

Remember to unplug the USB cable before continue the uninstallation, or you will see the
reminder as follows. Unplug and press OK.

Confirm Uninstall M

Please unplug the USE cable now before proceeding with uninstall,

[ o || cancel |

(7] When the Confirm Device Uninstall screen show up, check Delete the driver software
for the device and click OK to continue.

Siemens AD5L Router USBE Remote NDIS Device
c=m  (BCME2cx Based)

Waming: You are about to uninstall this device from your system.

[¥]iDelete the driver software for this device :

(8]

Siemens AD5L Router USB Remote NDIS Device
e (BCMB3cx Based)

Uninstalling devices. ..

Cancel

o When the uninstallation is finished, the icon of this router under network adapter list will
disappear.

=

L =l I

File Action View Help
e @ 6] Hm e

= & ASKEV-PC

& Computer

+— Disk drives

B, Display adapters
\é;] DVD/CD-ROM drives
= Floppy disk drives

== Floppy drive controllers
L IDE ATASATAPI controllers
@ IEEE 1394 Bus host controllers
= Keyboards
ﬂ Mice and other pointing devices
& Monitors
| =
| - I;!‘ Broadcom NetlLink (TM) Gigabit Ethernet
=1-[l3) Other devices
|l USE Network Interface
T3 Ports (COM & LPT)
2} Processors
% Sound, video and game controllers
& Storage controllers
& System devices
a Universal Serial Bus controllers

Method Two — uninstall from program list
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Note: If your USB driver is installed by UPnP device, you can only use method one (via the Device
Manager) to uninstall, because the installed driver will not be shown on the program list.

o
(2]

©

o

Unplug your USB cable between your router and your PC.

Choose Start menu, and open Control Panel folder. Click Uninstall a program.

e —

- l@l@@'

| » Contral Panel »
—— e

~ [ ][l

2l

« Control Panel Home .
i 3 System and Maintenance

Get started with Windows
Back up your computer

(/ Security
Check for updates
3 Check this computer's security status

@ llow 2 program through Windows
Firewall

@ . Network and Internet
F' View network status and tasks.
* Set up file sharing
4 Hardware and Sound
% " Play CDs or other media automatically
Printer
Mouse

Programs

Recent Tasks

Uninstall 2 program

y Personalization

Additional Options
=

User Accounts
@ Add or remove user accounts

Appearance and

Change desktop background
Customize colors
Adjust screen resolution

Clock, Language, and Region
Change keyboards or other input
methods

Change display language

Ease of Access
Let Windows suggest settings
Optimize visual display

If the driver name is not on the list, click Refresh button or F5 to update the information.
To remove the driver, select it, and then press Uninstall.

Uninstall or change a program

Name
[5]Siemens ADSL Router USB Driver

To uninstall 2 program, select it fram the list and then click "Uninstall”, "Change", or "Repair’.

Organize {5 Views ¢ Uninstall [); Change

Publisher Installed On  Size
Siemens 2/26/2007 2.25MB

Siemens ADSL Router USE Dri

Setup Status

SIEMENS

Then the system will start to uninstall the USB driver software automatically.

Siemens ADSL Fouter USE Driver is configuring your new software installation,

InztallShield

| Cancel |

When Maintenance Complete window shows up, click Finish to exit.
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Siemens ADSL Router USB Driver Setup

M aintenance Complete
m Siemens ADSL Router USE driver has now been uninstalled.

Click Firizh to et the un-installation process.

< Back Cancel

(6] The USB driver is successfully removed now.

Setting TCP/IP

| In order to access the Internet through the router, each host on your network must
. install/setup TCP/IP. Please follow the steps below for select a network adapter.
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For Windows 98

1.  Click on the Start menu, point
to Settings and click on
Control Panel.

2. Double-click the Network icon

3. The Network window appears. On the

4.

Configuration tab, check out the list of
installed network components.

Option 1: If you have no TCP/IP
protocol, click Add.

Option 2: If you have TCP/IP protocol,
goto Step 6

Your network

interface card.

Check out if TCP/I
for your NIC is
installed or not.

Highlight Protocol and click Add.

% Windows Update
§ WiZip

Programs L3
Favorites »
@ Documents 4
"‘.?E“ ;

Cortrol Panel

2|
(] Prirters
a Taskbar & Start Menu...
I3 Folder Options
E'S

Active Desktop L4

“windows Update...

Log Off

& e T @

Shut Daown..

B3 Control Panel M= E3

J File Edit Mew Go Favoites Help |
L o 7

Biach Farnward Up Cut Copy

JAgdress I@ Contral Panel j
OCBC Data Pazzwords Pawer

Sources [32bit) Management
Frinters Fegional Sounds System J
Settings _I
| My Computer 2
Network HE

Carfiguration | 1dentiication | Access Contiol |

The following network components are installed:

—= Client for Microsoft Networks i
=1 Microsoft Family Logon

5 Dial-Up Adapter
825995-Based Ethernet

! CP/JF ->Intel 82595-Based Ethemet -
4 | »

Primary Network Logon:
ICli.e-nt for Microsoft Networks L]

File and Print Sharing... I

Description

o]

Cancel I

Select Metwork Component Type

[ %]
Click the type of network. component you want to install
Client Add...

Cancel |

¥ Protocol

Protocal is a language’ a computer uses. Computers
must uge the same protocol bo communicate.
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5. On the left side of the windows, SEECNEmarBTSoccl
highlight Microsoft and then select ST stnton ok tor s v e o Dk |k O ouhave
TCP/IP on the right side. Then click OK

Manufacturers: Metwark Protocals:
Banyan |P/5F-compatible Protocol

Microsoft 32-bit DLC

[ |
Microsoft DLC J

MetBELI
S
3

Howell

< I

Havwe Disk... |
Cancel |

6.  When returning to Network window, Network =]
highlight TCP/IP protocol for your NIC Configuiation | Idenification | Access Coniro |
and CI ICk P rope rtles' The following netwaork components are installed:
@ Client for Microsoft Networks _Aj
= Microsoft Family Logon

S Dial-Up Adapter
ElIntel 82595-Based Ethemet

Add.. I Remove | Properties hl

Primary Network Logon:
ICJjem for Microsoft Networks _'_j

FEile and Print Sharing ..

i Description |
TCPAP is the protocol you use to connect to the Intemet and }
wide-area networks. |
i

0K Cancel

7. On IP Address tab: JCEAP Prooses

Enable Specify an IP address option. e e

Enter the IP Address: 192.168.1.x (X is P s cante sy el o,

between 2 and 254) and Subnet Mask: ey e e

255.255.255.0 as in figure below. On - P st it

Gateway tab: Add a gateway IP address: & Sy anip st

192.168.1.1 and click OK Phims [ w1 ]

Sybumsl Mk, 255 285 255 0

ok I Coneed
T 7

Bidogs | Adwnced | MediDd
OHE Cenligasticn  Goteway | WING Cenpastion | P Addats

e sl ey
Uit e

mactemes me used

Hew goteviay.
[ B

- Inatalod galevays

w— fenons |
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8.

9.

10.

When returning to Network window,
click OK

Wait for Windows copying files.

When prompted with System Settings
Change dialog box, click Yes to restart
your compulter.

Network

Configuration | identiication | Access Contrl

The following network components are installed:

V=1 Client for Micrasoft Networks ;|

% Miciosoft Family Logon
S8 DialUp Adapter

Intel 52555-Based Ethernet
%~ TCP/IP ->Intel 82505-Based Ethemet

4 -l

Bamove E

sot. 1
Primary Network Logon:
IC].irnt for Microsoft Networks LI

Eile and Print Sharing... |

- Description

Lo ]

Cancel |

Sowrce:

Windaws 98 CO-ROM
Destination:

Sanning. ..

= I
Cancel |

Spstem Settings Change

@ ‘r'ou must restart pour computer before the new settings will take
effect.

Do you want ta restart your computer now?

ot |
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For Windows ME

1. Click on the Start menu, point to
Settings and click on Control Panel.

2. Double-click the Network icon.

3. The Network window appears. On the
Configuration tab, check out the list of
installed network components.

Option 1: If you have no TCP/IP
protocol, click Add.

Option 2: If you have TCP/IP protocol,
go to Step 6.

4. Highlight Protocol and click Add.

5. On the left side of the windows,
highlight Microsoft and then select
TCP/IP on the right side. Then click
OK.

6. While returning to Network window,
highlight TCP/IP protocol for your NIC
and click Properties.

7. Onthe IP Address tab, select Specify
an IP address. Enter the IP address:
192.168.1.x (x is between 2 and 254),
Subnet Mask: 255.255.255.0 and
Default gateway: 192.168.1.1. Then
click OK.

8. While returning to the Network
window, click OK.

Network EHE
Configuration | Identification | Access Control |
The following network components are installed:
{®1 Clienit for Micrasolt Networks _:J

= Microsoft Family Logon

E8 Dial-Up Adapter

H3 Intel 82595-Based Ethemet

¥ TCP/IP ->Intel 82585-Based Ethemet

4] |
Add.. I

Primary Network Logon:
|Client for Microsoft Networks

File and Print Shating..

+ Description
TCP/F is the protocol pou use to connect to the Intemet and
wide-area networks.

Remove | Properties I}I

=

ok | ceneel |

TCPAIP Properties

Bindngs | Advanced | NeBIDS
DNS Canfiguration | Gateway | WNS Configuration 1P Address

An |P address can be automatically assigned to this computer.
If your network does not automatically assign IP addresses, ask
your network. administrator for an address, and then type it in
the space below,

" DObtain an [P address automatically

* Specify an P addess:

IP Address: 192.168. 1 .100

Subhet Mazk: [2bh.25h .25, 0

v Detect connection to network mediz

2]

e

Cancel
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9. Wait for Windows copying files.

10. When prompted with the System
Settings Change dialog box, click Yes
to restart your computer.

For Windows NT

1. Click Start, point to Settings, and then
click Control Panel.

(] Printers
Ed i’ a Taskbar

Windows NTV

Shut Down...

2. Double-click the Network icon. £1 Control Panel - [o[x]

Flle Edit Wew Help

ME -
5 &
Accessbilty  Add/Remove Console Date/Time Devices
Options Progranns
= B &=
Dial-Up Display Fants Internet Keybaoard
Manitor
23
D B 1 @
Modems Mouse Multimedia Network) ODEC
=
|Conf\gules network hardware and software A
3. The Network window appears. On the Network HE
PrOtOCOIS ta.b, CheCk Out the |ISt Of Identilicationl Services Protocols |Adapters| Bindingsl
installed network components. Netwoik Protocols:
Option 1: If you have no TCP/IP F WetBED] Protocol
- T WWLink [PEAPE Compatible Transport
Protocol, click Add. <= N WLk NetEICS
Option 2: If you have TCP/IP Protocol
installed, go to Step 7.
Add.. |\| Bemave Properties.. Update
— Description:
ADSL Management and Monitor Interface

Cancel |
4. Highlight TCP/IP Protocol and click SEIEEHETm IR iCthes! B

O K Click the Metwork Protocol that you want ta install, then click OK. If
b T you have an installation disk for thiz component, click Have Digk,

Metwork Protocal

W MetBEU Protocol =]
T NwLink IPR/5F3 Compatible Transport

%™ Point To Paint Tunneling Protocal

U Streams Envitonment

kg o7/ Poocal S

Have Digk...
0K l: Cancel
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5.

6.

Click Yes to use DHCP.

Insert the Windows NT CD into your
CD-ROM drive and type the location of
the CD. Then click Continue.

Returning to the Network window, you
will find the TCP/IP Protocol among
the list. Select TCP/IP Protocol and
click Properties.

Enable Specify an IP address option.
Enter the IP Address: 192.168.1.x (X
is between 2 and 254) and Subnet
Mask: 255.255.255.0 and Default
Gateway: 192.168.1.1 as in figure
below.

TCP/IP Setup B
& If there iz a DHCP gerver on your network, TCP/IP can be

configured to dynamically provide an IP address. If you are
niot sure, ask your system administrator. Do you wish to use
CHCP?

Windows NT Setup

Setup will look far the files in the location specified belaw, e
I you want Setup to look in a different place, type the

new location. Wwhen the location is comect, olick
Continue.

@ Setup needs to copy some Windows MT files.

[ asizes

Metwork HE
|dentification I Services Protocols | Adapters I Bindings |
Metwork. Protocols:

¥ WetBEUI Piotocol
T WWLink [PEAPE Compatible Transport
T WWLink NetBIOR

Add.. Bemave Properties.. I\l U date
L)

— Description:

Transport Control Protocaol/Intemet Protocol. The default wids
area netwark protocal that provides communication across
diverse interconnected networks.

[Eatice] |

Microsoft TCP/IP Properties HE

IP Address | DNS | WINS Adress | Routing |

An |P address can be automatically assigned to this network card
by & DHCP server. [f your network does not have a DHCP server,
ask your network administrator for an address, and then type itin
the space below.

Adapter:
|11 1ntel 82595-Based Ethemet =]

" Obtsin an [P address from a DHCP ssrver
(¢ Specify an IP address

IP Address: 192, 163, 1 100

255, 255, 255, 0
Default Gateway: | 192, 168, 1 | 1

Snbret Mack:

Advanced... I

Cancel | amby |

= |
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10.

9.

When returning to Network window,

click Close.

When prompted with Network

Settings Change dialog box, click Yes

to restart your computer.

Network EHE

Identificationl Services Protocols IAdapters' B\ndingsl

Metwark Protocals:

¥ WetBEUI Protocol

%~ WWLink IPEARPE Compatible Transport

% NWLink NetBIOR

Add.. Hemave Properties... pdate
~ Description:

Transport Contral Protocol/Intemet Protacal. The default wide
area network protocol that provides communication across
diverse interconnected networks.

=

Metwork Settings Change ]

“fou must shut down and restart vour computer befare the new
zettings will take effect

Do you want to restart pour computer now?
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For Windows 2000

1. From the Start menu, point to Settings
and then click Network and Dial-up
Connections.

Windows Update

WinZip

Programs 3

Documents 4

&

Search L4
(&1 Prirters

a Taskbar & Start Menu. ..

Help

Run..,

Log OFf Stella.. .

Shut Down....

2. Right-click the Local Area {4 Hetwork and Dial-up Connectons  [[=] [E3

Connect_lon icon and then click | Fle Edt View Favorites Tooks ¥
Properties. =
J dmBack ~ = ~ | i search =
J Address I Metwork and Dial-up Connj o
Fi
=
Make Mew
Connection Disable
Stabirs
Create Shortout
Eizf=r=
Rename
@. Displays the properties of the selected connectic 2
3. Onthe General tab, check out the list Local Area Connection Properties [2]x]
of installed network components. General |
Option 1: If you have no TCP/IP Coreho G
Protocol, click Install. |m Intel 82595-Based Ethemet

Option 2: If you have TCP/IP

Protocol, go to Step 6. kil

Components checked are used by this connection:

Install.. i Uinstal Propetties

- Description - o i : SEUAE
| Transmission Contiol Protocol/Intemet Protocol. The default |
| wide area network protocal that provides communication |
| across diverse interconnected networks. |

[™ Show icon in taskbar when connected

oK l Cancel
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4. Highlight Protocol and then click
Add.

Click the type of network component pou want to install:
Client
Service

— Dezcription

A protocol i & language your computer uzes to
communicate with other computers.

Add.. Cancel |
5. Click Internet Protocol (TCP/IP) and el e o RpFarac]
1 Click the Network Protocol that t to install, then click OK. If hi
then click OK. ST anmaalton isk for ths componen. cick Heve D
Manufacturers: Metwork Protocol
Microsoft AppleT alk Protocol

Network Monitor Driver
MuwLink IP2/SP/MetBI0S Compatible Transpart P
[l [ Bl

Have Disk...
Cancel

6.  When returning to Local Area
Connection Properties window, General |
highlight Internet Protocol (TCP/IP) Connect using
and then click Properties. [ 89 ntel 82595-Based Etmemnet

Configure

Components checked are used by this connection:

v ™ Client for Microsoft Networks

{ Install... l Uninstall Properties N I

Description

I
Transmission Control Protocol/Intemet Protocol. The default }
wide area network protocol that provides communication |
|
J

acioss diverse interconnected networks.

™ Show icon in taskbar when connected

Close E-e]|

Under the General tab, enable Use the Internet Protocol {TCP/1P) Properties [=]
following IP Address. Enter the IP Geners |
add ress. 192 168 1)( (X IS betWeen 2 “au can get |P settings assigned automatically if your netwark supports
this capability. Otherwize, vou need to ask your network, administrator for
and 254) s Su bnet M as k' the appropriate IP settings.
2552552550 and DEfau It gateWay € Obtain an P address automatically
192 168 1 1 Then CI |Ck OK ~(+ Use the following IP addiess:
IP address: 1820188 . 1 .100

Subnet mask: rﬁm

Default gateway:

i 5 semver addiess automatically

—% Use the following DNS server addiesses————————————— —
Preferred DNS server: . .
Altemate DNS server: . .

Advanced...
o
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For Windows XP

From the Start menu, point to Control
Panel and then click Network and
Internet Connections.

Click Network Connection and then click
Properties.

Click Network Connection and then click
Properties.3.0n the General tab, check
out the list of installed network
components.

Option 1: If you have no TCP/IP
Protocol, click Install.

Option 2: If you have TCP/IP Protocol,
go to Step 6.

Highlight Protocol and then click Add.

Click Internet Protocol(TCP/IP) and then
click OK.

On the Local Area Connection Properties

-4 Local Area Connection Properties El@
window, highlight Internet Protocol ool | Ausrerticaton | Advanced
(TCP/IP) and then click Properties. Comnectusing

B8 |ntel 82595-Based Ethernet

This connection uses the following items:

¥ 81 Client for Micrasoft Networks
v BFHE and Frinter Sharing for Microsoft Netwarks
¥l 81005 Packet Scheduler

Tl | ntemet Protocol (TCP/IP)
Description

Transmission Control Protocol/internat Protocol. The default
wide area network pratocol that provides communication
across diverse interconnected networks.

["] Show icon in notification area when connected

Under the General tab, enable Use the _
following IP address. Enter the IP { Greral |
address: 192.168.1.x (x is between 2 I

Internet Protocol {TCP/IP) Properties

| Youcan get IP settings assigned automatically if your netwaork supports
and 254) Su bnet Mask 255 255 255 0 | this capability. Othensise, you need to ask your network. adminiztrator for
' : : : : | the appropriate IP' settings.
and Default gateway: 192.168.1.1. Then
CI ICk Ok () Obtain an 1P address automatically
' (®) Use the following IP address:
() Use the fallowing DNS server addresses:
Preferred DMS server: l:l
Alternate DMS server: l:l
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For Windows Vista

8. Open the Start menu,
point to Control Panel

and click it. £ Internet
Internet Explorer

“=&p E-mail askey

[ Windows Mail

_ Documents

‘r Welcome Center
Pictures

o
i—# Windows Mobility Center

Music
Windows Meeting Space
Recent Itemns
Computer
Network
Connect To

ntrol Panel
Default Programs

Help and Support

9. Click Network and
Internet.

Systern and Maintenance User Accounts
arted witl ndows W Add or remove user acccunts

ange display langusge

@ Ease of Access
) Le 1 setings

10. Select Network and
Sharing Center.

| Panel Home

Syrtem snd Maintenance

Secumity

a_?- Peaple Near Me
Signin er out of Pecpls b

@ Sync Center
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11. Click Manage Network
Connection on the left
side.

S5 ¢ Metwesk and Internet & Netwerk and Sharing Cesiter = | 45 § searcn El

MNetwork and Sharing Center

A A
ASKEY-PC MNetacek Internet
(This compater)
G Hetwork (Frivate newedd) Customize
Aceeis Local and Internet

View full map

Connection Local Area Connection e status

3 Sharing and Discovery E
Hetwork disgevery @ 0n
File shurng o O
Public folder sharing @ on
Printer shaeing @ Off (no printers intalled)

Paivmoed pretected shating @ On

D@ EDEOE

Media sharing o off

Show me all the files and folders 1 am sharing
Show me all the shared network folders on this computer

12. Rightclick Local Area
Connection and select
Properties.

13. On the Networking tab,
you will find Internet
Protocol Version 6 and Networking
Version 4. Contact your

ISP to confirm which one Connect using:

will be used. (We take | ¥ Broadcom Netlink (TM) Gigabit Ethemet |
TCP/IPv4 for example

roo) . |

This connection uses the following tems:

=

Select Internet Protocol prvpe ,
Version 4 (TCP/|PV4) & Client for Microsoft Networks

and press Properties ¥ 505 Packet Scheduer
p p ' .Q File and F‘nrrter Shanng for Mlc:'osuﬂ Metworks

]

apper I:"O Driver

i Link- La')re-rT-::q::u::nlc:ng:.r Discovery Responder B
[ sl || Unnsal | [C Propetties )]

Description

Transmission Control Protocol/Intemet Protocol. The default
wide area network protocol that provides communication
across diverse interconnected networlcs.

OK || Cancel
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14. Under the General tab,
select Obtain an IP
address automatically,
and Obtain DNS server
address automatically.
Then click Ok to exit.

Internet Protocol Version 4 (TCP/IPvé) Properties

General | Alternate Configuration

‘fou can get IP settings assigned automatically if your network supports
thiz capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

@ Obtain an IP address automatically:
(71 Use the following IP address:

@) Obtain DMS server address automatically

() Use the following DNS server addresses:

[ OK ] ’ Cancel

l

Configure PC to get IP address from DHCP

If your ADSL Router operates as a DHCP server for the client PCs on the LAN, you should
configure the client PCs to obtain a dynamic IP address. Please follow the previous section to install
TCP/IP component. Only that you do not need to specify an IP address when configuring TCP/IP

properties.

The following section describe the procedures for CPEs to get IP address:

For Windows 98

On the IP Address tab, select Obtain an IP TCP/IP Properties [2]x]

address automatically. Then click OK. Bindings |  Advanced | NetBIOS

For Windows ME

DNS Configuration I Gateway I WINS Configuration P Address

An IP address can be automatically assigned to this computer.
If your network, does not automatically assign IP addresses, ask
your network. administrator for an address, and then type it in
the space below.

& btain an P address automaticalls

" Specify an IP address

()8 I Cancel
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On the IP Address tab, select Obtain an IP TCP/IP Properties HE
address automatically. Then click OK. Bindngs |  Advanced | NemiDs |
[DMS Configuration I G ateway I WIMNS Configuration  |P Address
An IP address can be automatically assigned to this computer.
If pour network. does not automatically azzign IP addreszes, ask

your nebwork, administrator for an address. and then type it in
the space below.

% {Dbtain an IP address automaticalls

" Specify an IP address:

()8 I Cancel

For Windows NT

On the IP Address tab, click on the Microsoft TCP/IP Properiies BE|
drop-down arrow of Adapter to select IP Address | DNS | WINS Adckess | Routing |
reqUIred adapter' Enable Obtaln an IP ; An IP address can be automatically assigned to this network card
address from a DHCP server and then click S OHCE WOl ENomNol ontno IS A ot 1o
your network administrator for an address, and then type it in

OK.. the space below.

Adapter:

[[1] Intel 82535-Based Ethernet =]

(+ Obitain an IP address from a DHCF server
" Specify an IP address

Mvemed,,.l
[ ok ] cancel | femy |

When prompted with the message below,
CI |Ck YeS tO Contl nue. & DHCP protocol will attempt to automatically configure your

workstation during system initialization. Any parameters specified in
these property pages will overide any values obtained by DHCP. Do
you want to enable DHCP?

For Windows 2000
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Enable Obtain an IP address automatically Internet Protocol (TCP/TP) Properties HE
and then click OK. General |

Y'ou can get |P settings azsigned automatically if wour network. supports
this capability. Othenvise, you need to ask your network. administrator for
the appropriate [P settings.

& [btain an IP address automatically

— Use the following IP address:

IF address: I . . .
Subnet mask: I . . .
Default gateway: I . . .

@ [Obtain DNS server address automatically

— Use the following DMNS server addresses:

Preferred NS sernver I . . .
Altermate DHE senver: I . . .

Advanced...

OK Cancel |
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For Windows XP

On the IP Address tab, select Obtain an IP Internet Protocol (TCP/IP) Properties
address automatically. Then click OK. “General | Atemete Corfiguration

“r'ou can get [P seflings assigned automatically if pour network supports
this capability. Otherwize, you need to ask vour network administrator for
the appropriate [P settings.

(%) Obtain an IP address automatically
(O Use the fallawing IP address:

[ ]
L. ]
[ 1]

(%) Obtain DNS server addiess automatically
() Use the following DMS server addresses:

L ]
[ 1]

Windows Vista

On the IP Address tab, select Obtain an IP ion 4 (TCP/IPvA) Properties
address automatically. Then click OK. [Gererel | piomaie Confpumtion]

‘fou can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator

for the appropriate IP settings.

@ Qbtain an IP address automatically;

() Use the following IP address:

@ Obtain DNS server address automatically

(71 Use the following DNS server addresses:

Renew IP Address on Client PC

There is a chance that your PC does not renew its IP address after the ADSL Router is on line and
the PC cannot access the Internet. Please follow the procedures below to renew PC’s IP address.

For Windows 98ME
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1.

Select Run from the Start menu.

Type winipcTg in the dialog box and
the click OK.

When the figure below appears, click
Release and then Renew to get an IP
address.

For Windows NT

1.

2.

Select Run from the Start menu.

Select Run from the Start menu.

Programs
Favorites
Documents
Settingz

Find

Q@ &L

Help

Log Off Stella...

Windows9S8

Shut Dawn...

Run

E Tvpe the name of a program, folder, document, or Internet

resource, and Windo

vz will open it for you,

Dpen: |winipcfg j
Cancel | Browse... |
l_'~ IP Conlfiguration = I
- Ethemet Adapter Information
llnhi 82595-Based Ethernet :J
Adapter Address |
P Addiess ,n e
SubnetMask | 2552552550
Defaul Gateway |  192188.1 1

Relezse All

& Bun...

RerewAll | Moreinio>s |
WirZip
Programs 4
Diocuments 4
@ Settings 4
(@ Find 8
& Hen

Shit Diowrn....
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3. Type cmd in the dialog box and the click
OK.

4. Type ipconfig at prompt. Then you
will see the IP information from DHCP
Server.

5. If you want to get a new IP address, type
ipconfig /release to release the

previous IP address and then type
ipconfig /renew to geta new one.

Run HER

Type the name of a program, folder, or document, ahd
‘Windows will open it for you.

Oper: |0 j

I¥ | Bl Separate HEmoISE ane

DK|: I Cancel | Browse... |
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For Windows 2000

1. From the Start menu, point to

t windows Update
Programs, Accessories and then click Wiz _

Command Prompt. . accessibity

2. Type ipconfig at prompt. Then you
will see the IP information from DHCP
server.

Communications
—
g @ Documents P @& Internet Explorer

@ om b ﬂ:ﬂ Qutlook Express
Ettings y

Search L3

He .
T

& Log OfF Stella. ..

3
3
Entertainment 3
Games 4

r

System Tools
H Address Book

Calculator

3. If you want to get a new IP address, type
ipconfig /release to release the
previous IP address and then type
ipconfig /renew to geta new one.

[B] 1maging
47 Motepad

B paint

8 synchronize

(3] windows Explorer

| ] ¥ wordpad

For Windows XP

1. Type ipconfig at prompt. Then you
will see the IP information from DHCP
server.

2. From the Start menu, point to
Programs, Accessories and then click
Command Prompt.

3. Type ipconfig at prompt. Then you
will see the IP information from DHCP
Server.

4. If you want to get a new IP address, type
ipconfig /release to release the
previous IP address and then type
ipconfig /renew to geta new one.



ADSL Router User Manual

For Windows Vista

1. Open the Start menu, and
type cmd in the text box then
click OK.

2. The command prompt
window will appear.

3. Type ipconfig at the
command window and press
Enter to view the computer’s
IP information from DHCP
Server.

4. If the computer is holding a
current IP address, type
ipconfig /release to let go of
the address, then type
ipconfig /renew to obtain a
new one.

=W C:\Windows\system32a

Programs

&N crnd

Documents
Pictures

Music

Search

Recent Iterns

Computer

Network
onnect To

Control Panel

Default Programs
' See all results

' Search the Internet

EXY O e

A—
"

Help and Support

X
Microsoft Windows [Version 6.0.60001 n
Copyright (c? 2086 Microsoft CGorporation. All rights reserved. .

C:Windous system32>

E¥ C\Windows\system32\cmd.exe

Microsoft Windows [Uersion 6.8.68801]
ICopyright (c) 2886 Microsoft Corporation. A1l rights recerved.
C:s\WindowsssystendZ >ipconf ig

Mindows IP Configuration

[Ethernet adapter Local Area Connection:

Connection—specific DHS Suffix
Link-local IPv6 Address . . . . . : fe
IPv4 Address. . . -

Subnet Mask . . .

Default Gateway

\Windows\system32>

EX Administrator. Command Prompt [ [ B [

IC:~Windouws~systen32 ¥ipconfig/release

Hindows IP Configuration

[Ethernet adapter Local Area Connection:

Connection—specific DHS Suffix . :
Link-local IPvb Address . . . . . : feBA::61B6:a982:1461:h31348

Default Gateway

IC:“Windowsssysten32Zipconfig/renew
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Note:

If you cannot release the IP
address successfully and see the
message “The requested
operation requires elevation,”
please go to the Start menu and
right click Command Prompt,
then set Run as administrator.

Press Continue when a dialog
asking for permission to continue
prompts.

After then, repeat the above
instruction to release and renew
the IP address.

E|_E'=l_

@ Internet
{ Internet Explorer
&} E-mail

i] Windows Mail

—

h‘l Welcome Center

i Cornmand Prompt

|5.— . -
* Windows Mobility

@ Windows Meeting §

L

F?ﬂ Windows Photo Gal

| windows Media Pla

PQ Windows Live Mess
b8

i)

@ Ethereal

»  All Programs

'%/ Paint

—

HR@

-
w

askey
Documents

Pictures

Open

Open file location
Run as administrator
Pin to Start Menu
Add to Quick Launch

Restore previous versions
Send Te

Copy

Remove from this list

Rename

Properties

Help and Support

—

<iemens-silent etu...
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Chapter 3: Connecting and Accessing
Internet

et This chapter is to help you accessing into Internet with a quick and convenient
way. If you need more detailed information for web configuration, please get into
the next chapter for the advanced configuration.

Prior to configuring the ADSL Router, you must decide whether to configure the ADSL Router as a
bridge or as a router. This chapter presents some deployment examples for your reference. Each
mode includes its general configure procedures. For more detailed information about web
configuration, refer to "Web Configuration™.

PPP over ATM (PPPoA)

PPPOA IP Extenstion

PPP over Ethernet (PPPOE)

PPPoE IP Extension

Numbered IP over ATM (IPoA)

Numbered IP over ATM (IPoA)+NAT

Unnumbered IP over ATM (IPoA)

Unnumbered IP over ATM (IPoA)+NAT

Bridging

O0oo0ooooaoao

For making sure that you can connect the ADSL to your computer well and get into Internet
successfully, please make sure the following first.

O  Make sure you have installed a network interface card into your computer.

O  Make sure the connection between the ADSL and your computer is OK.

O  Check to see the TCP/IP protocol and set the IP address as “Auto Get IP Address”.
When you are sure all above is Ok, you can open the Browser and type in “192.168.1.1” and start to
do the web configuration with different connection modes.

This chapter is going to introduce the function of each connection mode and tell you the basic
configuring steps that you have to do. If you did not follow the configuring steps for using these
connection modes, you might get some connection problems and cannot connect to Internet well.
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PPP over ATM (PPPoA) Mode

ISP ‘STM—l IIIIIIIIIHI'!
()
(Internet Service Provider) ":'"""{L'";" Loop
A T -Ir_|7 :

*BRAS: Broadband
Remote Access Server

Dynamic Public IP Default Private IP
assigned by BRAS 192.168.1.1
NN

192.168.1.3

<\

N BRAS DSLAM
=]
=

RDAIUS

Server 192.168.1.2

> PC(S)
PPP over ATM

PPPOA+NAT+DHCP
on Private LAN

Description:

In this deployment environment, the PPPOA session is between the ADSL WAN interface and BRAS.
The ADSL Router gets a public IP address from BRAS when connecting to DSLAM. The multiple
client PCs will get private IP address from the DHCP server enabled on private LAN. The enabled
NAT mechanism will translate the IP information for clients to access the Internet.

Configuration:

1.

Start up your browser and type 192.168.1.1 as the address to enter this ADSL web-based
manager.

Go to Quick Start -Quick Setup. Uncheck Auto Scan Internet Connection (PVC). Type in
the VCI and VPI value. Then click the Next button. eg:

VPI-0

VCI-38

On the Configure Internet Connection -Connection Type page, select the PPP over ATM
(PPPoA) then click the Next button.

In the WAN IP Settings page, select Obtain an IP address automatically and check Enable
NAT box. Click Next.

In the PPP Username and Password page, enter the PPP username and password that you got
from your ISP. Select Dial on Demand and type in the number for inactivity timeout. The
default is 20. Or select Always on. Then click Next.

In the Configure LAN side Settings page, type in the IP address and subnet mask for your
LAN. Check DHCP Server on box. And type in the start and end points. Then type in the
leased time that you want. And click Next. eg:

Primary IP address:192.168.1.1

Subnet Mask:255.255.255.0

Start IP Address:192.168.1.2

End IP Address: 192.168.1.254

Check the network information. Make sure the settings match the settings provided by ISP.
Click Finish.
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PPP over ATM (PPPoA) IP Extension Mode

I S P ! IIIIIIIII1I

STM-1 iy dm  Loop
(Internet Service Provider) ":'"""{L"':'"

//J L

Default Private IP

192.168.1.1
Dynamic Public IP
assigned by BRAS
K

Vol e

ADSL Hub
— PC
IE AAA BRAS DSLAM Router

RDAIUS

Server

Y

Yy

*BRAS: Broadband PPP over ATM

Remote Access Server
PPPOA+NAT+DHCP
on Private LAN

Description:

In this deployment environment, the PPPoA session is between the ADSL WAN interface and BRAS.
The ADSL Router acts as a bridge and gets a public IP address from BRAS for your computer. And
only the one that got the public IP address is allowed to access into Internet. Moreover, no NAT
translation will be done at this case.

Configuration:

1.

Start up your browser and type 192.168.1.1 as the address to enter this ADSL web-based
manager.

Go to Advanced - Internet - Connections. And click Add.

Type in the VCI and VPI value. Then click the Next button. eg:
VPI-0
VCI -38

On the Configure Internet Connection -Connection Type page, select the PPP over ATM
(PPPoA) then click the Next button.

In the WAN IP Settings page, select Obtain an IP address automatically, uncheck Enable
NAT box and check PPP IP extension then click Next.

In the PPP Username and Password page, enter the PPP username and password that you got
from your ISP. Select Dial on Demand and type in the number for inactivity timeout. The
default is 20. Or select Always on. Then click Next.

In the Configure LAN side Settings page, type in the IP address and subnet mask for your
LAN. And click Next. eg:

Primary IP address:192.168.1.1

Subnet Mask:255.255.255.0

Check the network information. Make sure the settings match the settings provided by ISP.
Click Finish.
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PPP over Ethernet (PPPOE) Mode

Dynamic Public IP Default Private IP
assigned by BRAS 192.168.1.1
ISP 192.168.1,3
(Internet Service Provider) ‘STM‘:L !II-:“““"b LOOp
A l.. 2 ‘ — ~‘
IE BRAS
—— AAA = | 192.168.1.2
—
RDAIUS
Server
Y < PC(S)

|
~BRAS: Broadband PPP over Ethernet

Remote Access Server
PPPOE+NAT+DHCP

on Private LAN

Description:

In this deployment environment, the PPPOE session is between the ADSL WAN interface and BRAS.
The ADSL Router gets a public IP address from BRAS when connecting to DSLAM. The multiple
client PCs will get private IP address from the DHCP server enabled on private LAN. The enabled
NAT mechanism will translate the IP information for clients to access the Internet.

Configuration:

1. Start up your browser and type 192.168.1.1 as the address to enter this ADSL web-based
manager.

2. Goto Quick Start -Quick Setup. Uncheck Auto Scan Internet Connection (PVC). Type in
the VCI and VPI value. Then click the Next button. eg:
VPI-0
VCI -39

3. Onthe Configure Internet Connection -Connection Type page, select the PPP over
Ethernet (PPPoE) then click the Next button.

4. Inthe WAN IP Settings page, select Obtain an IP address automatically and check Enable
NAT box. Click Next.

5. Inthe PPP Username and Password page, enter the PPP username and password that you got
from your ISP. Select Dial on Demand and type in the number for inactivity timeout. The
default is 20. Or select Always on. Then click Next.

6.  Inthe Configure LAN side Settings page, type in the IP address and subnet mask for your
LAN. Check DHCP Server on box. And type in the start and end points. Then type in the
leased time that you want. And click Next. eg:

Primary IP address:192.168.1.1
Subnet Mask:255.255.255.0
Start IP Address:192.168.1.2
End IP Address: 192.168.1.254

7.  Check the network information. Make sure the settings match the settings provided by ISP.
Click Finish.
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PPP over Ethernet (PPPoE) IP Extension Mode

Default Private IP

192.168.1.1
Dynamic Public IP
assigned by BRAS

(Internet Service Provider) ‘ STM-1 iii!llllll::!lll,glll Ethernet .[E
e ~ - N N
A ji N N
—
Hub ¥
—— BRAS DSLAM
= e
RDAIUS
Server

Y

>|
“BRAS: Broadband PPP over Ethernet

Remote Access Server
PPPOE IP

Extension Mode

Description:

In this deployment environment, the PPPoE session is between the ADSL WAN interface and BRAS.
The ADSL Router acts as a bridge and gets a public IP address from BRAS for your computer. And
only the one that got the public IP address is allowed to access into Internet. The real IP that you got
is acquired from ISP. Moreover, no NAT translation will be done at this case.

Configuration:

1. Start up your browser and type 192.168.1.1 as the address to enter this ADSL web-based
manager.

2. Go to Advanced - Internet - Connections. And click Add.

3. Typeinthe VCI and VPI value. Then click the Next button. eg:
VPI-0
VCI -39

4. On the Configure Internet Connection -Connection Type page, select the PPP over
Ethernet (PPPoE) then click the Next button.

5.  Inthe WAN IP Settings page, select Obtain an IP address automatically, uncheck Enable
NAT box and check PPP IP extension then click Next.

6.  Inthe PPP Username and Password page, enter the PPP username and password that you got
from your ISP. Select Dial on Demand and type in the number for inactivity timeout. The
default is 20. Or select Always on. Then click Next.

7. Inthe Configure LAN side Settings page, type in the IP address and subnet mask for your
LAN. And click Next. eg:
Primary IP address:192.168.1.1
Subnet Mask:255.255.255.0

8.  Check the network information. Make sure the settings match the settings provided by ISP.
Click Finish.
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Numbered IP over ATM (IPoA)

Default Private IP.
192.168.1.1

NN
ISP LT l F- 10.3.75.51
(Internet Service Provider) STM 1 i Loop 10.3.75.49 -

10.3.70.1

ADSL
AAA BRAS DSLAM Router
-

RDAIUS
Server

Y
R

*BRAS: Broadband IP over ATM

Remote Access Server . .
Public IP Pre-assigned

by ISP

Description:

If you apply for multiple IP addresses from your ISP, you can assign these public IP addresses to the
ADSL Router and public server, e.g., Web or FTP server. Typically the first IP is network address,
the second is used as router IP address and the last one is subnet broadcasting. Other remaining IP
addresses can be assigned to PCs on the LAN.

The following example uses the LAN IP address ranging from 10.3.75.49 to 10.3.75.54 and the
subnet mask for LAN is 255.255.255.248. The WAN address is 10.3.70.1, and the subnet mask for
WAN is 255.255.255.252.

Configuration:

1.  Start up your browser and type 192.168.1.1 as the address to enter this ADSL web-based
manager.

2. Goto Quick Start -Quick Setup. Uncheck Auto Scan Internet Connection (PVC). Type in
the VCI and VPI value. Then click the Next button.
VPI-0
VCI -32

3. Onthe Configure Internet Connection -Connection Type page, select the IP over ATM
(IPoA) then click the Next button.

4. Inthe WAN IP Settings page, select Use the following IP address and type in the IP address,
subnet mask and gateway that you got from ISP. Then, select Use the following DNS Server
Address. Type in the Primary DNS server and Secondary DNS server. Uncheck Enable NAT.
Click Next for next page.

WAN IP Address: 10.3.70.1

WAN Subnet Mask: 255.255.255.252
Primary DNS server: 168.95.1.1
Secondary DNS server: 168.95.192.1

5. Inthe Configure LAN side Settings page, type in the IP address and subnet mask for your
LAN.
Primary IP Address: 192.168.1.1
Subnet mask: 255.255.255.0
Start IP Address: 192.168.1.2
End IP Address: 192.168.1.254

6.  Check Configure the second IP Address and Subnet Mask for LAN Interface and type in
the second IP address and subnet mask. Then click Next.
Secondary IP Address: 10.3.75.49
Subnet mask: 255.255.255.248
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7.  Check the network information. Make sure the settings match the settings provided by ISP.
Click Finish.

8.  Set TCP/IP for your computer. Specify an IP Address, subnet mask and set default gateway. eg:
IP Address: 10.3.75.51
Subnet Mask: 255.255.255.248
Gateway: 10.3.75.49

9.  Now the router is well configured. You can access into Internet.
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Numbered IP over ATM (IPOA)+NAT

Secondary LAN
(Public)
e,

10.3.75.51

Default Private IP
192.168,1.11

IS P [
{Intarnat Service Providar) STM-1 [guwmfy Loop
J— | ::Ln
R e I
el 10.3.70.1
i

I BRAS DSLAM
=

[=—| 10.3.75.50

PC(S)

RDAIUS
Server
|~‘.
*BRAS: Broadband IP over ATM
Remote Access Server
Public IP Pre-assigned 192.168.1.x
by ISP+NAT
Primary LAN
(Private)

Description:

In this deployment environment, we make up a private IP network of 192.168.1.1. NAT function is
enabled (on ADSL Router or use another NAT box connected to hub) to support multiple clients to
access the Router and some public servers (WWW, FTP).

If you apply for multiple IP addresses from your ISP, you can assign these public IP addresses to the
ADSL Router and public server, e.g., Web or FTP server. Typically the first IP is network address,
the second is used as router IP address and the last one is subnet broadcasting. Other remaining IP
addresses can be assigned to PCs on the LAN.

The following example uses the LAN IP address ranging from 10.3.75.49 to 10.3.75.54 and the
subnet mask for LAN is 255.255.255.248. The WAN address is 10.3.70.1, and the subnet mask for
WAN is 255.255.255.252.

Configuration:

1.  Start up your browser and type 192.168.1.1 as the address to enter this ADSL web-based
manager.

2. Goto Quick Start -Quick Setup. Uncheck Auto Scan Internet Connection (PVC). Type in
the VCI and VPI value. Then click the Next button.
VPI-0
VCI -32

3. Onthe Configure Internet Connection -Connection Type page, select the IP over ATM
(IPoA) then click the Next button.

4. Inthe WAN IP Settings page, select Use the following IP address and type in the IP address,
subnet mask and gateway that you got from ISP. Then, select Use the following DNS Server
Address. Type in the Primary DNS server and Secondary DNS server.

WAN IP Address: 10.3.70.1

WAN Subnet Mask: 255.255.255.252
Primary DNS server: 168.95.1.1
Secondary DNS server: 168.95.192.1

5. Check the Enable NAT box. And click Next.
6.  Inthe Configure LAN side Settings page, type in the IP address and subnet mask for your
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LAN.

Primary IP Address: 192.168.1.1
Subnet mask: 255.255.255.0
Start IP Address: 192.168.1.2
End IP Address: 192.168.1.254

7. Check Configure the second IP Address and Subnet Mask for LAN Interface and type in
the second IP address and subnet mask. Then click Next.
Secondary IP Address: 10.3.75.49
Subnet mask: 255.255.255.248

8.  Check the network information. Make sure the settings match the settings provided by ISP.
Click Finish.

9. Now the router is well configured. You can access into Internet.
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Unnumbered IP over ATM (IPoA)

Default Private IP.
192.168.1.1

=N
ISP RIS l [=— ] 10.3.75.51
(Internet Service Provider) STM 1 i oy Loop 10.3.75.49 —
luumlg IIIII il “-
00000
q;-;

ADSL
I AAA BRAS DSLAM Router
- [=— 10.3.75.50
RDAIUS

Server

X
Y

*BRAS: Broadband IP over ATM

Remote Access Server . -
Public IP Pre-assigned

by ISP

Description:

If you apply for multiple IP addresses from your ISP, you can assign these public IP addresses to the
ADSL Router and public server, e.g., Web or FTP server. Typically the first IP is network address,
the second is used as router IP address and the last one is subnet broadcasting. Other remaining IP
addresses can be assigned to PCs on the LAN.

The following example uses the LAN IP address ranging from 10.3.75.49 to 10.3.75.54 and the
subnet mask for LAN is 255.255.255.248. The WAN address is 10.3.70.1, and the subnet mask for
WAN is 255.255.255.252.

In such circumstance, we do not assign any WAN IP.

Configuration:

1.  Start up your browser and type 192.168.1.1 as the address to enter this ADSL web-based
manager.

2. Go to Quick Start -Quick Setup. Uncheck Auto Scan Internet Connection (PVC).Type in
the VCI and VVPI value. Then click the Next button.
VPI-0
VCI -32

3. Onthe Configure Internet Connection -Connection Type page, select the IP over ATM
(IPoA) then click the Next button.

4. Inthe WAN IP Settings page, select None for WAN IP address settings. Then, select Use the
following DNS Server Address. Type in the Primary DNS server and Secondary DNS server.
Uncheck Enable NAT. Then Click Next for next page.

Primary DNS server: 168.95.1.1
Secondary DNS server: 168.95.192.1

5. Inthe Configure LAN side Settings page, type in the IP address and subnet mask for your
LAN.
Primary IP Address: 192.168.1.1
Subnet mask: 255.255.255.0
Start IP Address: 192.168.1.2
End IP Address: 192.168.1.254

6.  Check Configure the second IP Address and Subnet Mask for LAN Interface and type in
the second IP address and subnet mask. Then click Next.
Secondary IP Address: 10.3.75.49
Subnet mask: 255.255.255.248

7.  Check the network information. Make sure the settings match the settings provided by ISP.
Click Finish.
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8.  Set TCP/IP for your computer. Specify an IP Address, subnet mask and set default gateway. eg:
IP Address: 10.3.75.51

Subnet Mask: 255.255.255.248
Gateway: 10.3.75.49

9.  Now the router is well configured. You can access into Internet.
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Unnumbered IP over ATM (IPOA)+NAT

*BRAS: Broadband
Remote Access Server

Secondary LAN

(Public)
10.3.75.51
10.3.75.49
Default Private IP <
192.168.1.1 ssssl S/W
ub
IS P [ l
(Internet Service Pravider) STM-1  Igyn 'T!" Loop
—— |'|||||uéllii:m 10.3.75.50
| (i ADSL PC(S)
r BRAS DSLAM Router
=
RDAIUS
Server

F'y

IP over ATM

Public IP Pre-assigned I[j LGB L%
by ISP+NAT D ——— .

Primary LAN
(Private)

Description:

If you apply for multiple IP addresses from your ISP, you can assign these public IP addresses to the
ADSL Router and public server, e.g., Web or FTP server. Typically the first IP is network address,
the second is used as router IP address and the last one is subnet broadcasting. Other remaining IP
addresses can be assigned to PCs on the LAN.

The following example uses the LAN IP address ranging from 10.3.75.49 to 10.3.75.54 and the
subnet mask for LAN is 255.255.255.248. The WAN address is 10.3.70.1, and the subnet mask for
WAN is 255.255.255.252.

In such circumstance, we enable NAT function but not assign any WAN IP.

Configuration:

1.

Start up your browser and type 192.168.1.1 as the address to enter this ADSL web-based
manager.

Go to Quick Start -Quick Setup. Uncheck Auto Scan Internet Connection (PVC). Type in
the VCI and VPI value. Then click the Next button.

VPI-0

VCI -32

On the Configure Internet Connection -Connection Type page, select the IP over ATM
(IPoA) then click the Next button.

In the WAN IP Settings page, select None for WAN IP address settings. Then, select Use the
following DNS Server Address. Type in the Primary DNS server and Secondary DNS server.
Click Next for next page.

Primary DNS server: 168.95.1.1

Secondary DNS server: 168.95.192.1

Check the Enable NAT box. And click Next.

In the Configure LAN side Settings page, type in the IP address and subnet mask for your
LAN.

Primary IP Address: 192.168.1.1

Subnet mask: 255.255.255.0
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Start IP Address: 192.168.1.2
End IP Address: 192.168.1.254

7. Check Configure the second IP Address and Subnet Mask for LAN Interface and type in
the second IP address and subnet mask. Then click Next.
Secondary IP Address: 10.3.75.49
Subnet mask: 255.255.255.248

8.  Check the network information. Make sure the settings match the settings provided by ISP.
Click Finish.

9.  Now the router is well configured. You can access into Internet.
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Bridge Mode

192.168.1.1
ISP lumuua
[T IHI \
(Internet Service Provider) ____| STM 1 “""" u|||| Loop ~‘ PPPOE
____m= [seee] client sS/W

Default Private 1P,

ADSL Hub
BRAS DSLAM Router
I- AAA
RDAIUS
Server PC(S)
|< :|
*BRAS: Broadband PPP over Ethernet

Remote Access Server

Bridge Mode

Description:

In this example, the ADSL Router acts as a bridge which bridging PC IP address from LAN to WAN.
PC IP address can be a static public address that is pre-assigned by ISP or a dynamic public address
that is assigned by ISP DHCP server, or can be got from PPPoE software.

Therefore, it does not require a public IP address. It only has a default private IP address
(192.168.1.1) for management purpose.

Configuration:

1.

Choose a client PC and set the IP as 192.168.1.x (x is between 2 and 254) and the gateway as
192.168.1.1.

Start up your browser and type 192.168.1.1 as the address to enter the web-based manager.

Go to Quick Start -Quick Setup. Uncheck Auto Scan Internet Connection (PVC). Type in
the VCI and VVPI value. Then click the Next button. eg:

VPI-0

VCI -32

On the Configure Internet Connection -Connection Type page, select the Bridging then
click the Next button.

In the Configure LAN side Settings page, type in the IP address and subnet mask for your
LAN. Finally click Next. eg:

Primary IP address:192.168.1.1

Subnet Mask:255.255.255.0

Check the network information. Make sure the settings match the settings provided by ISP.
Click Finish.

Set TCP/IP for your computer. Specify an IP Address, subnet mask and set default gateway. eg:
IP Address: 10.3.86.81

Subnet Mask: 255.255.255.248

Gateway: 10.3.86.1

Click OK. Now the router is well configured. You can access into Internet.
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Chapter 4: Web Configuration

Some users might want to set specific configuration for the router such as firewall,
data transmission rate... and so on. This chapter will provide you advanced
information of the web pages for the router for your reference.

Using Web-Based Manager

Once your host PC is properly configured, please proceed as follows:

Connect to 192.16:

o A\
o) 2
Webadmin

User name:

Password:

21|

-2.

I ﬁ admin

H

I Remember my passward

QK

Cancel

Start your web browser and type the private IP address
of the ADSL Router in the URL field: 192.168.1.1.

After connecting to the device, you will be prompted
to enter username and password. By default, the
username is admin and the password is admin. See
the example for running under Windows XP.

If you login successfully, the main page will appear.
From now on the ADSL Router acts as a web server
sending HTML pages/forms on your request. You can
fill in these pages/forms and apply them to the ADSL
Router.
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Outline of Web Manager

For configure the web page, please use admin as the username and the password. The main screen
will be shown as below.

Adresse [&] http://192.168.1.1/

SIEMENS & W £ A 0

Quick Start § Status { Advanced { Wireless | Management

Language: ||

Connect to Internet Connect to Internet
Quick Setup

Your ADSL router is not ready to connect to Broadband.
Status: Down

Enter your Broadband user name and password, then click "Connect”,
Internet Connection: pppoe_1_32_1
Total Online Time: 0 secs

Broadband User Name |

Passwaord |

Connect l

Title: It indicates the title of this management interface.
Main Menu: Includes Quick Start, Status, Advanced, Wireless and Management.

Main It is the current workspace of the web management, containing configuration or status
Window: information.

To Have the New Settings Take Effect

After select or adjust the settings to your desire, your customizations will be saved to the flash
memory before you restart the router. And only after restarting the router, your customizations take
effect.

Language

On the top to the right of this web page, it provides a language drop down menu for you to choose
proper language to help you to set.

Language:
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Quick Start

The pages for the Quick Start provide user a quick way to set for the router. If you do not know more
about the router, you can use the Quick Start pages to adjust basic settings to make your router

activating.

Connect to Internet

This is a quick way to connect to Internet by
using PPPoE interface, click Connect to
Internet to open the web page.

Enter the user name and password for your
ADSL router and click Connect.

The system will connect automatically, then
you can access Internet.

Quick Setup

The quick setup wizard will guide you to
configure the DSL router through some
steps.

Auto Scan Internet Connection (PVC):
The default setting is checked. If there is no
any PVC configured in your ADSL router,
you can check this item. Otherwise, please
uncheck this box.

VPI (Virtual Path Identifier): Identifies the
virtual path between endpoints in an ATM
network. The valid range is from 0 to 255.
To enter the setting, please refer to the
setting that the ISP gave you.

VCI (Virtual Channel Identifier):
Identifies the virtual channel endpoints in an
ATM network. The valid range is from 32 to
65535 (1 to 31 is reserved for well-known
protocols). To enter the setting, please refer
to the setting that the ISP gave you.

After finished entering the VPI/VCI value,
please click Next for next step.

Connection Type

Connect to Internet

Your ADSL router is not ready to connect to Broadband.
Status: Down

Enter your Broadband user name and passwaord, then click "Connect”.
Internet Connection:
Total Online Time:

pppoe_8_35_1
0 secs

Broadband User Mame |

Password |

Connect |

Quick Setup
This Quick Setup will guide you through the steps necessary to configure your ADSL router.
Select the check box below to scan the Internet connection automatically. Itis

recommended that there is no any PYC configured in your ADSL router before performing
auto-scanning connection,

[T Auto Scan Internet Connection (PVC)
Configure Internet Connection -- ATM PY¥C

Please enter WPI and YCI numbers for the Internet connection which is provided by your
ISP,

v 8 {0-255)
vcl: [39 [32-65535)

all original settings will be replaced by new settings after you finish
these steps.

Hest >

The system provides several protocols for you to choose. Your ISP will offer you the most suitable
settings of the protocol. Before you set this page, please refer to the protocol that your ISP gave you.
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After clicking on the Next button from the
VPI/VCI web page, the following screen will
appear. Please choose the connection type
and encapsulation mode that you want to use
and click Next for next page.

For example, PPP over Ethernet (PPPOE) in
this screen is selected. Next, we are going to
tell you different webpage for different
protocol that you choose in this page.

Configure Internet Connection - Connection Type

Select the protocol and encapsulation type with the ATM PYC that vour ISP has
instructed you to use.

Protocol: © PPP over ATM (FPPo&)
& PPP over Ethernet [PPPE)
1P gver ATM (IPoA)
© Bridging

Encapsulation Type:ILLC.-’SNAF’ 'I
< Back MNext >
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PPP over ATM/ PPP over Ethernet
If the type you choose is PPP over ATM or PPP over Ethernet, please refer to the following

information.

According to the ISP’s configuration on the
server, you can choose PPPoE and PPPoA
modes. If the ISP provides PPPoE service,
the connection type selection will be decided
as whether the LAN side device is running a
PPPOE client or the router is to run the
PPPoE client. This router supports both
situations simultaneously.

Choose PPPoA or PPPoE and click Next.

In this screen, you have to choose the
settings for WAN IP. To get the IP address
automatically, click the Obtain an IP
address automatically radio button. Or
click Use the following IP address button
and enter the IP address for WAN interface.

Click Enable NAT if you want. As for the
detailed NAT settings, it will be described in
later sections.

Click Enable QoS for your necessity.

It can improve the performance for selected
classes of applications. Before you check
this item, please assign the priorities for
various applications from the Quality of
Service menu of Advanced web page. Be
aware that IP QoS also consumes system
resources, the number of created PVCs will
be reduced consequently.

The MTU means the maximum size of the
packet that transmitted in the network. The
packet of the data greater than the number
set here will be divided into several packets
for transmitting. Type in the number into the
field of MTU. The default setting is 1492.

Click Next for next screen.

Configure Internet Connection - Connection Type

Select the protocol and encapsulation type with the ATM PYC that your ISP has
instructed vou to use.

© PPP aver ATM (PPP0A)

& PPP over Ethernet (PPPOE)
© 1P over ATM (IPoA)

© Bridging

Encapsulation Type: ILLC!SNAF‘ - I

Protacal:

< Back Next >

Configure Internet Connection - WAN IP Settings
Enter information provided to you by your ISP to configure the WAaN IP settings.

& Ohbtain an IP address automatically
€ Use the following IP address;

WM IP Address: |E|.E|.E|.El

¥ Enable NAT

¥ Enable Qos

Enabling IP QoS for a PUC can improve performance for selected classes of
applications. Please assign the priorities for warious applications fram the

Advanced.. |CQuality of Service menu, Be aware that IP Qo% also consumes systemn

resources, the number of created PYCs will be reduced consequently.
MTU: 1492 (default; 1492)

= Back I MNext = I
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PPP Username:
Type in the username that you got from your
ISP.

PPP Password:
Type in the password that you got from your
ISP.

Always On:
Check this button to make the connection is
always active.

Dial on Demand:

Click this button to make a connection while
in demand. Enter the timeout to cut off the
network connection if there is no activity for
this router.

Manually Connect:

Click this button to make a connection by
pressing the Connect button on the
Advanced Setup- Internet-Connections web

page.

In the Configure LAN side Settings web
page, you have to fill in the data requested
here.

Primary IP Address:
Type in the first IP address that you got from
your ISP for your LAN connection.

Subnet Mask:
Type in the subnet mask that you got from
your ISP for your LAN connection.

Configure the second IP Address and
Subnet Mask for LAN interface:

Check this box to make another set of IP
Address and Subnet Mask to connect to your
router if they are not included in the range
that DHCP server accepts.

Secondary IP Address:
Type in the second IP address that you got
from your ISP for your LAN connection.

Subnet Mask:
Type in the subnet mask that you got from
your ISP for your LAN connection.

MTU:

It means the maximum size of the packet
that transmitted in the network. The packet
of the data greater than the number set here
will be divided into several packets for
transmitting. Type in the number into the
field of MTU. The default setting is 1500.

DHCP Server On:

Check this item if DHCP service is needed
on the LAN. The router will assign IP
address, gateway address for each of your

Configure Internet Connection - PPP User Name and Password

In order to establish the Internet connection, please enter PPP user name and password
that your ISP has provided.

FPP User Name :
PPP Password:

Session established by: ¢ always On
& Dial on Demand, Idle Timer
Disconnect if no activity far W minutes
¢~ Manually Cannect
Disconnect if no activity for W minutes

< Back MNext = I

Please type the username and password that you got
from your ISP. Then click Next.

Configure LAN side Settings

Enter the ADSL router IP address and subnet mask for LAN interface and then enable DHCH
server on LAN interface to provide IP address settings for your computers,

Primary IP Address: 192,162.1.1
Subnet Mask: 255.255.255.0

™ Configure secondary IP address and subnet mask

MTU: 1500  (default: 1500)

& DHCP Server On Start IP: 192.168.1.2
End IP: 192.168.1.254
Lease Time: 1 days |0 hours |0 minutes

© DHCP Server Off

< Back Mext =

On the Configure LAN side Settings web
page, the IP address and subnet mask will
be shown on it. You can modify them if
needed.

Type in all the necessary settings and
click Next for next page.
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PCs.

Start IP Address:
Type in the start point IP address.

End IP Address:
Type in the end point IP address.

Leased Time:
Type in the duration for the time. The default
is 1day.

DHCP Server Off:
Check this item if DHCP service isn’t
needed on the LAN.

You can check it at this time. If you find
something is incorrect, click Back to change
the settings.

If everything is OK, click Finish to accept
these settings.

Now, the system will reboot to activate the
new settings that you have done in this
section.

Please wait for 2 minutes for restarting the
router.

This Internet Connection -- Summary

Make sure that the settings below match the settings provided by your 1SP.

Internet (WAN) Configuration:

VPI / ¥CI

8/3s

Connection Type

PPPOE LLC/SMAR, Dial on Demand, Idle Timer 20 mins

NAT

Enabled

WAN IP Address

Automatically Assigned

Default Gatewray

Automatically Assigned

DNS Server

Automatically Assigned

QoS

Enabled

LAN Configuration:

Primary LAN IP

192.168.1.1 / 255.255.255.0

Secondary LAN IP

0.0.0.0/0.000

DHCP Server

On 192.168.1.2 ~ 192.168.1.254

DHCP Lease Time

1 days 0 hours 0 minutes

Click "Finish" to accept these settings, and reboot the system.
Click "Back" to make any modifications.

Reboot DSL Router

< Back Finish I

The DSL Router has been configured and is rebooting.

Close the DSL Router Configuration window and wait for 2 minutes before
reopening your web browser, If necessary, reconfigure your PC's IP address
to match your new configuration.
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IP over ATM

If the type you have to choose is IP over ATM, please refer to the following information.

IPoA is an alternative of LAN emulation. It
allows TCP/IP network to access ATM
network and uses ATM quality of service’s
features.

Choose IPoA and click Next.

None:
If it is not necessary to set the WAN IP
address, please click this button.

Obtain an IP address automatically:
Click this button to make the system get an
IP address automatically.

WAN IP Address:
Type in the IP address that you got from ISP
for the WAN interface.

WAN Subnet Mask:
Type in the subnet mask address that you got
from ISP for the WAN interface.

Obtain DNS server address automatically:
Click this button to make the system get
DNS server automatically.

Use the following DNS server address:

If you want to set DNS server by yourself,
you have to click on this button to invoke the
following entries.

Primary DNS server:
Type in your preferred DNS server that you
got from ISP.

Secondary DNS server:
Type in the alternate DNS server that you got
from ISP.

Click Enable NAT if you want. As for the
detailed NAT settings, it will be described in
later sections.

Click Enable QoS for your necessity.

It can improve the performance for selected
classes of applications. Before you check
this item, please assign the priorities for
various applications from the Quality of
Service menu of Advanced web page. Be
aware that IP QoS also consumes system
resources, the number of created PVCs will
be reduced consequently.

Configure Internet Connection - Connection Type

Select the protocol and encapsulation type with the ATM PYC that your ISP
has instructed you to use.

Protacal: € PEP over ATM (PPPOA)
. _pRP over Ethernst (PPPOE]
@ 1P aver ATM (IPoa)
© Bridging

Encapsulation Type: I LLC/SHAP =
< Back Next = |

Configure Internet Connection - WAaN IP Settings
Enter information provided to you by your ISP to configure the WAN IP settings.

© MNane
& Cbtain an IP address automatically
€ Use the following IP address;

Wwal 1P address:

Wan Subnet Mask:

& Cbtain DMS server address automatically
 Use the following DNS server addresses:
Primary DNS server:

Secondary DNS server:

¥ Enable MAT

¥ Enahle QoS

Enabling IF QoS for 8 PYC can improve performance for selected classes of
applications, Please assign the priorities for various applications from the
Advanced... |Quality of Service menu, Be aware that IP QoS also consumes system
resources, the number of created PUCs will be reduced consequently.

< Back | Hext > |

Please type in the WAN IP address, Subnet Mask and DNS server addresses. Then Click

Next to get the following page.



ADSL Router User Manual

In the Configure LAN side Settings web
page, you have to fill in the data requested
here.

Primary IP Address:
Type in the first IP address that you got from
your ISP for your LAN connection.

Subnet Mask:
Type in the subnet mask that you got from
your ISP for your LAN connection.

Configure the second IP Address and
Subnet Mask for LAN interface:

Check this box to make another set of IP
Address and Subnet Mask to connect to your
router if they are not included in the range
that DHCP server accepts.

Configure LAN side Settings

Enter the ADSL router IP address and subnet mask for LAN interface and then enable DHCP
server on LAN interface to provide [P address settings for your computers.

192.168.1.1
255.255.255.0

F;Conﬁgure secondary IP address and subnet mask

Secondary IP Address: |0.0.0.0

Subnet Mask: 0.0.00

|192.16E¥‘1.2
|192.168‘l.254

[T days [0

Primary [P Address:
Subnet Mask:

& DHCP Server On Start IP:
End IP:
Lease Time:

hours [0 minutes

© DHCP Server Off

< Back Mext >

On the Configure LAN side Settings web page, the IP
address and subnet mask will be shown on it. You can
modify them if needed. Click Next for next page.

Secondary IP Address:
Type in the second IP address that you got

from your ISP for your LAN connection.

Subnet Mask:
Type in the subnet mask that you got from
your ISP for your LAN connection.

DHCP Server On:

Check this item if DHCP service is needed
on the LAN. The router will assign IP
address, gateway address for each of your
PCs.

Start IP Address:
Type in the start point IP address.

End IP Address:
Type in the end point IP address.

Leased Time:
Type in the duration for the time. The default
is 1day.

DHCP Server Off:
Check this item if DHCP service isn’t
needed on the LAN.

You can check it at this time. If you find
something is incorrect, click Back to change
the settings. If everything is OK, click
Finish to accept these settings. And the
following page will appear.

This Internet Connection -- Summary
Make sure that the settings below match the settings provided by your ISP,

Internet { WAMN) Configuration:

VPI f ¥CI B8/35
Connection Type IPoA LLC/SNaP
NAT Enabled

WAN IP Address Automatically Assigned

Default Gateway
DNS Server
QoS

Automatically Assigned

Automatically Assigned
Enabled

LAN Configuration:
Primary LAN IP
Secondary LAN IP
DHCP Server
DHCP Lease Time

192.168.1.1 / 255.255.255.0
0.00.0/00.00
On 192.168.1.2 ~ 192,168.1.254

1 days 0 hours 0 minutes

Click "Finish" to accept these settings, and reboot the systern,
Click "Back” to make any modifications.

< Back | Finish |
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Now, the system will reboot to activate the
new settings that you have done in this
section.

Please wait for 2 minutes for restarting the
router.

Reboot DSL Router
The DSL Router has been configured and is rebooting.
Close the DSL Router Configuration window and wait for 2 minutes before

reopening your web browser. If necessary, reconfigure your PC's IP address
to match your new configuration,
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Bridging
If the type you choose is Bridging, please refer to the following information.

The br|dg|ng mode can Configure your router Configure Internet Connection - Connection Type
tO Send paCketS received on any pOI’t SUCh as Select the protocol and encapsulation type with the ATM PYC that your ISP has

ATM PVC or Ethernet with a broadcast instructec you to use.
MAC address to all other ports. Protocal: ' PPP aver ATM (PPPOA)
. i i ' PPP over Ethernet (PPPOE)
Choose Bridging and click Next. ,C 1P ovar ATM (1Po2)
. jBridging

Encapsulation Type: [LLC/SNAP =

< Back | Mext >
None: Configure Internet Connection - WAN IP Setting
If it is not necessary to set the WAN IP Enter information provided to you by yaur ISP to canfigure the WaN 1P settings.
address, please click this button. . None
ffrlobtain an 1P address automatically
Obtain an IP address automatically: Click 7 Use the fallowing IP address:
h. b k h |P WAN IP Address:
tdlé utton to ma eli[ e system get an P pdvess: |—|
al ress automatlca y Default Gateway: I
WAN IP Add ress: i Ohtain DNS server address automatically
Type in the IP address that you got from ISP © [== % Favme e rerner ssaeeses.
) v DOMNS server:
fOI’ the WAN Intel’face Secondary DNS server:
W Enable NAT
WAN Subnet Mask:
Type in the subnet mask address that you got & enable qos
from ISP for‘ the WAN interface Ena::hntg IF QF?IS far a PUC lt::n improtve Eerformance fml' set\ectetz c\astsfs af
Aidvanced.. | Guality of Sarrice many: Be aware thet 1F Qo3 alsa cansumes system
Obtain DNS Server address automatica”y: resources, the number of created PYCs will be reduced consequently.
Click this button to make the system get < Bask | Mext> |

DNS server automatically.

Use the following DNS server address:

If you want to set DNS server by yourself,
you have to click on this button to invoke the
following entries.

Primary DNS server:
Type in your preferred DNS server that you
got from ISP.

Secondary DNS server:
Type in the alternate DNS server that you got
from ISP.

Click Enable NAT if you want. As for the
detailed NAT settings, it will be described in
later sections.

Click Enable QoS for your necessity.

It can improve the performance for selected
classes of applications. Before you check
this item, please assign the priorities for
various applications from the Quality of
Service menu of Advanced web page. Be
aware that IP QoS also consumes system
resources, the number of created PVCs will
be reduced consequently.

In the Configure LAN side Settings web
page, you have to fill in the data requested
here.
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Primary IP Address:
Type in the IP address that you got from your
ISP for LAN interface.

Subnet Mask:
Type in the subnet mask that you got from
your ISP for LAN interface.

MTU:

It means the maximum size of the packet
that transmitted in the network. The packet
of the data greater than the number set here
will be divided into several packets for
transmitting. Type in the number into the
field of MTU. The default setting is 1500.

DHCP Server On:

Check this item if DHCP service is needed
on the LAN. The router will assign IP
address, gateway address for each of your
PCs.

Start IP Address:
Type in the start point IP address.

End IP Address:
Type in the end point IP address.

Leased Time:
Type in the duration for the time. The default
is 1day.

DHCP Server Off:
Check this item if DHCP service isn’t
needed on the LAN.

Click Next to get into next web page.

You can check it at this time. If you find
something is incorrect, click Back to change
the settings. If everything is OK, click
Finish to accept these settings. And the
following page will appear.

Now, the system will reboot to activate the
new settings that you have done in this
section.

Please wait for 2 minutes for restarting the
router.

Configure LAN side Settings

Enter the ADSL router IP address and subnet mask for LAN interface and then enable DHCP
server on LaN interface to provide IP address settings for your computers,

Primary IP Address:
Subnet Mask:

192.168.1.1
255.255.255.0

[~ Configure secondary IP address and subnet mask

& DHCP Server On

€ DHCP Server Off

1500  (default: 1500)

Start IP: 192.168.1.2
End IP: 192.168.1.254
Lease Time: 1 days ID haours |0 minutes

< Back | Mexts

This Internet Connection -- Summary

Make sure that the settings below match the settings provided by your ISP,

Internet ( WAN) Configuration:

VPI f ¥CI g/35
Connection Type Bridge LLC/SHAP
NAT Enabled

WAN IP Address

Automatically Assigned

Default Gateway

Automatically Assigned

DNS Server

Automatically Assigned

QoS

Enabled

LAN Configuration:

Primary LAN IP

192,168.1.1 f 255.255.255.0

Secondary LAN IP

0.0.0.0/0.0.00

DHCP Server

Cn 192.168.1.2 ~ 192,168.1.254

DHCP Lease Time

1 days 0 hours 0 minutes

Click "Finish" to accept these settings, and reboot the system, :
Click "Back" to make any modifications. Laclem_IShI

Reboot DSL Router

The DSL Router has heen configured and is reboaoting.

Close the D5L Router Configuration window and wait for 2 minutes before
reopening your web browser. If necessary, reconfigure your PC's IP address
to match your new configuration.
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Status

Overview

This page is displaying the current status for the DSL connection. It includes if the wireless network
is enabled or not, lists the LAN IP address, default gateway, DNS servers IP address, firmware
version, the period of activating the router, and so on. The system status will be changed according
to the settings that you configured in the web pages.

Overview of Device Information

This information reflects the current status of your ADSL router,

System Up Time 00:01:03:38
ADSL Speed (DS/fUS)
LAN IP Address 192.168.1.1

Default Gateway
Primary DNS server
Secondary DNS server

Firmware ¥Yersion 2,21.05.06_A2pR018c1.d16d
Boot Loader Yersion 1.0.37-21.6.4

Wireless Driver Yersion |2.91.29.0 (Wireless is enabled)
Wireless BSSID 00:11:F5:4B:9E: 45

Ethernet MAC Address 00 11:F5:4B:9E: 42
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ADSL Line

This page shows all information for ADSL.
For knowing the quality of the ADSL
connection, please click ADSL BER Test

ADSL Line Status

Current adsl line status is as the below.

- - Line Mode Line State Down
button to have advanced information. P i
Click More Information to show more kg coding Line U Count =
detailed information about ADSL Line RS s g
Status. Line Rate

Attainable Line Rate

MNoise Margin

Line Attenuation

Output Power

More Information #

ADSL BER Test

ADSL BER Test

ADSL BER Test - Start

This test determines the quality of the ADSL

. . . . The ADSL Bit E Rate (BER) test

connection. It is done by transferring idle T e (R Joe

cells containing a known pattern and connection. The test is done by transferring
. . . . idl I taini k Lt d

comparing the received data with this known CamparinG th rovaieed data with thie

pattern to check for errors. known pattern to check for any errors,

Select the test duration below and click
"Start",

Tested Time (sec): |20

Star‘tl Close |

After select the test duration time and click e 68.1. L/berstop. st - Microsott ntenet Explorer
Start, the following dialog appears to tell ADSL BER Test - Runni A
you the test is running. You can stop the test est - Running

by click Stop or close this dialog by click The ADSL BER test iz in progress, The
cl connection speed is Kbps, The test will
0se. run for 20 seconds,

Click "Stop" to terminate the test,

Stupl Close |
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When the test is over, the result will be

shown on the following dialog for your ADSL BER Test - Result ~]
reference. Click Close to close this dialog. est-Resu
The ADSL BER test completed successfully.
Tested Time 20
Total Transferred Bits u}
Total Error Bits 0
Error Ratio MNot Applicable
Close |
Internet Connection
This page displays the connection Internet Connection
InfOfmatiOﬂ for your router, SUCh as PVC Current Internet connections are listed below.
name, category, pl’OtOCOl, inVOking NAT or PYC Name | YPI/VCI | Category | Protocol |NAT| QoS | WAN IP Address Olflti‘l?l:u‘sri':;e
not, IP address, link status and so on. oopoe_6_35_1| aas | wer | PP%E [ on [ on ol
Traffic Statistics
This table shows the records of data going Iraffic Statistics
through the LAN and WAN interface' For The statistics of user data going through your ADSL router are listed below,
each interface, cumulative totals are —— Received Transmitted
H H H Bytes |Packets Errors |Drops |Bytes Packets |[Errors |Drops
dISpIayed for Received and Transmitted. Ethernet |315800 (2958 |0 [ 11638083846 |0 [
Wireless |0 1] 1] 1] a 0 5 1]
wWAN |0 0 0 0 0 [i [i 0
Reset I

DHCP Table

This table shows all DHCP clients who get ~ DHCP Table
their IP addresses from your ADSL Router.

Those devices which get their IP addresses from your ADSL router are

For each DHCP client, it shows the Host listed below.
Name, MAC AddreSS, IP Address and the Host Name | MAC Address IP Address |Lease Time
Lease Time. CHN 00:C1:26:04:69:26 [ 192.168.1.2 | 00:23:47:17
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Wireless Client

This table shows the MAC address for all of  wiretess clients Tabte
Wireless LAN CI ientS Curl’ently aSSOCiatEd to All of wireless LAN clients currently associated to your DSL Router are listed below,

yOUI’ DSL ROUter NOTE: The list below might include wireless clients which are no longer connected to your
DSL Router You need to wait for a few seconds for the list to be fully updated.

‘ MAC Address | On-line Time

Routing Table

This table shows the routing method that Routing Table

yOUI’ router uses. all of current routing rules in your DSL Router are listed helaw.
Destination | Netmask Gateway | Interface | Metric
192,168.1.0 | 255.255.255.0 |0.0.0.0 brd u]

ARP Table

This table shows the IP address record for ARP Table
|P-tO-PhySica| tranSlation in yOUr router. The IP-to-Physical address translation entries recorded in your DSL Router

are listed below,

IP address |Physical Address |Interface | Type
192.1658.1.2 |00:C1:26:04:659:2B | brD Dynarmic
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Advanced Setup

Local Network- IP Address

This page is the same as you can see in the Configure LAN side Settings page while running the
Quick Setup. It allows you to set IP Address and Subnet Mask values for LAN interface.

Primary IP Address:
Type in the first IP address that you got from
your ISP for your LAN connection.

LAN IP Address Configuration

Enter the ADSL router IP address and subnet mask for LAN interface,

SUbn(_:“t MaSk: Primary IP &ddress; 192.168.1.1
Type in the subnet mask that you got from Subnet Mask: 2552552550
your ISP for your LAN connection. host Name: RTAL025W

Daomain Name: horme

T Configure secondary IP address and subnet mask,

Host Name:

List the host name of this device.
) MTU: [1500 (default: 1500)
Domain Name:

List the name of domain.

2pply MNew settings only take effect after your ADSL router is rebooted. If necessary,
reconfigure your PC's IP address to match new settings.

Configure the second IP Address and
Subnet Mask for LAN interface:

Check this box to make another set of IP
Address and Subnet Mask to connect to your
router if they are not included in the range
that DHCP server accepts.

Secondary IP Address:
Type in the second IP address that you got
from your ISP for your LAN connection.

Subnet Mask:
Type in the subnet mask that you got from
your ISP for your LAN connection.

MTU:

It means the maximum size of the packet
that transmitted in the network. The packet
of the data greater than the number set here
will be divided into several packets for
transmitting. Type in the number into the
field of MTU. The default setting is 1500.

Apply:

Click this button to activate the settings

listed above.

Local Network - DHCP Server

This allows you to set DHCP server on LAN interface.
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DHCP Server On:

Check this item if DHCP service is needed
on the LAN. The router will assign IP
address, gateway address for each of your
PCs.

Start IP Address:
Type in the start point IP address.

End IP Address:
Type in the end point IP address.

Leased Time:
Type in the duration for the time. The default
is 1day.

Relay On:
Click this button to have a relay setting. And
type in the Server IP in this field.

Server and Relay Off:
Check this item if DHCP service isn’t
needed on the LAN.

Apply:
Click this button to activate the settings
listed above.

You can reserve one specific IP address for a
certain PC for certain purpose. Simply add a
mapping entry of MAC address & IP address
for that PC by pressing the View Reserved
IP Address List button. The following
picture will appear.

Click the Add button to open another dialog
as follows. On PCs MAC Address and
Assigned IP Address boxes, please type in
the correct information for the one that you
want to add and click Apply.

DHCP Server Configuration

Enahling DHCP Server on LAN interface can provide the proper IP address settings to your
computer.,

MNOTE: New settings only take effect after the router is rebooted. If necessary, reconfigure
your PC's IP address to match new settings,

192.1668.1.2
192.168.1.254
1 days |0 hours |0 minutes

Reserved IP Address List |

|192.168.12

& DHCP Server On  Start1P:
End IP:

Lease Time:

 Relay On Relay to Server [P

 Server and Relay Off

Apply

Reserved IP Address List

You can reserve one specific ip address for a certain
PC by adding the mapping entry of MAC address & IP

address,
MAC Address IP Address |De|ete |
Addl Close |

Add a new reserved IP address entry

PC's MAC Address: |
(2.q.,00:90:96:01:24:38)
Assigned IP Address: I
(2.3.,192.168.1.2)
= Back | Apply |
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The new one will be shown on the dialog
right away. That is, the specified address will
be reserved and not be assigned by DHCP
for other computer.

Reserved IP Address List

You can reserve one specific ip address for a certain
PC by adding the mapping entry of MAC address & IP

address,
MAC Address IP Address Delete
00:90:96:01:24: 3B 192.168.1.2 [ﬁ]]
Add | Close |
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Local Network — UPNP

The UPnP is available only for Windows XP. If you are not user of Windows XP, this page does not
have any meaning to you.

This page allows you to enable the UPnP UPnE Configuration

fUnCtlon through the Web page for your Enabling the UPnP IGD and NAT Traversal functon allows the users to perform

rOUter more applications behind MAT without additional configuration settings or ALG
. support on your ADSL router.

E_EEnab\e UPnP

Apply

Internet-Connections Setting

To set WAN settings for each service, please open Advanced- Internet Setting. This page allows
you to add new WAN settings, to edit or remove created WAN settings.

If you click the Connect line under the PVC  Internet Connection Configuration
Name item, the system will COMNECt 10 AN e e piy the hanace and rebock e systern
automatically. If the WAN connection is OK,

you can check the detailed information PYC Name | VPI/¥CI|Category | Protocol [NaT|Qos| WANIP fury | edic
i 8 35_1 PPPCE AL -
directly. prEee St wes | owee | FERSRL|on [ on | 000 1eaz| b @

The Internet connection is NOT active if PYC name is marked with (7). You 2ad || Finish
need to click “Finish” to apply changes and reboot the system for activating —I —I

this PUC,

Adding a New One

You have to type in the VPI and VVCI values in the entry boxes. Then click Next. The screen will get
into the Connection Type page of Quick Setup and ask you to fill in the data according to the
request of the screen. Refer to Quick Setup for more information if you don’t know how to set the
configuration.

To add a new WAN connection, please click the Add button. The following screen appears.

VPI (Vl rtual Path Identifier): Configure Internet Connection — ATM PYC

Identifies the virtual path between endpoints Please enter VPI and VI numbers for the Internet connection which is
in an ATM network. The valid range is from ~ *""" Y1

0 to 255. You cannot type in the number . g g;‘::;gs)

randomly if you desire. Please refer to the ‘ ’

Value that your ISP gaVe. Service Categary: UBR Withaut PCR vl

VCI (Virtual Channel Identifier):

Identifies the virtual channel endpoints in an

ATM network. The valid range is from 32 to

65535 (1 to 31 is reserved for well-known i P
protocols). You cannot type in the number

randomly if you desire. Please refer to the

value that your ISP gave.

Service Category:

It decides the size and rate for the packets of
the data in different service type. There are
five categories provided here for your
selection. Please choose any one of it as you
desired.
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If you choose Non Realtime VBR, you have
to type in the following data.

Configure Internet Connection -- ATM PYC

Please enter ¥PI and WCI numbers for the Internet connection which is
provided by your ISP.

The range for Peak Cell Rate is from 1 to .

weL: B (0-255)
1690. ) ] wer [35 (32-6553s)
The range for Sustainable Cell Rate is from

Service Categaory: Realtime VBR
1to 1689 and must be smaller than Peak Cell ' o " T oz (1asem)

Rate. ) o ggtsgf'”ab'e cel o calls/s (1-1689)
The range for Maximum Burst Size is from 1 yaximum urst size: f celless (11003
to 100.

< Back | Next =

Aftel‘ Click Next, yOU W|” see the Web page Configure Internet Connection - Connection Type
||Sted as the rlght- Choose the prOtOCOI that Select the protocol and encapsulation type with the ATM PYC that your ISP has
you want. And click Next again. MEERR YO £ s

& PPP over Ethernet (PPPOE)
€ Bridging

Encapsulation Type: | LLC/SNAP vl
< Back Next >

The WAN IP settings will differ slightly
according to the protocol that you choose.
This graphic is the one that you will get if @ Obtain an [P address automatically
you choose to add a new interface of " Use the following 1P address:
PPPoA/PPPOE mode. You can check Enable WAN TP address: - |0.0.0.0

NAT or Enable Qos for your necessity. And
you can set the MTU value in this page.

Configure Internet Connection - WAN IP Settings

Enter information provided to you by vour ISP to configure the WAN IP settings.

¥ Enable MaT

W Enable QoS

Enabling IF QoS for a PVYC can improve performance for selected classes of
applications, Please assign the priorities for various applications from the
advanced...|Quality of Service menu, Be aware that [P QoS also consumes system
resources, the number of created PYCs will be reduced consequently.

MTU: |1492 (default; 1492)

< Back | Nexrt >

If you Want to add anew interface Of PPPOE Configure Internet Connection - PPP User Name and Password

mode and Choose PPPOE from the previous 'I:E order to establish the Internet connection, please enter PPP user name and password
. at your ISP has provided.

web page, you will get a web page as the

graphic listed in right side. PeP User Hame: |

PPP Password: [

Please refer to Quick Setup for more Session establisned BY: € always On

i ioni ’ @ Dial on Demand

information if you don’t know how to set the e ity for B minutes
configuration.  Manually Connet

Disconnect if no activity for |20 minutes
< Back Mext =

If you want to add a new interface Of Configure Internet Connection - WAN IP Setting
Brldglng mOde and Choose Brldglng from E:ter information provided to you by your ISP to configure the WaN IP settings.
- - MNane
the previous web page, you will get a web @ Obtain an 1P address autamatically
page as the graphic listed in right side. © Vsa the folowing fF address:
. WAN Subnet Mask:
Please refer to Quick Setup for more Default Gateway:
|nf0rmati0n if you don’t knOW hOW to Set the @ Obtain DNS server address automatically
Configu ration £ Use the following DNS server addresses:
' Primary DNS server:
Secnndal’y DNS SEl’VEl’ll—
¥ Enable NAT
W Enable Qos

Enabling IP QoS for a PVC can improve performance for selected classes of
applications. Please assign the priorities for various applications from the
Advanced. .[Quality of Service menu. Be aware that 1P QoS also consumes system

resources, the number of ereated PYCs will be reduced consequently.

< Back Mext =



Chapter 5:Connection Mode

Internet-DNS Server

If Enable Automatic Assigned DNS checkbox is selected, this router will accept the first received
DNS assignment from one of the PPPoA, PPPoE or MER/DHCP enabled PVC(s) during the
connection establishment. If the checkbox is not selected, it is necessary for you to enter the primary
and optional secondary DNS server IP addresses. After type in the address, click Apply button to
save it and invoke it.

Enable Automatic Assigned DNS:

DNS Server Configuration

CheCk thls box to enable thls funCtlonl or If Enable Automatic Assigned DMS checkbox is selected, this router will accept the first
H H H received DNS assignment from the PPPoa, PPPoE ar MER/DHCP enabled PVC(s) during the
unChECk thls bOX to dlsable |t connection establishment., If the checkbox is not selected, enter the primary and optional

secondary DNS server [P addresses, Click "apply" to save it,

Primary DNS server:
Type in your primary DNS server.

|_ Enable Automatic Assigned DNS

Primary DNS server: I—
Secondary DNS server: Secondary DNS serverzl

Type in the secondary DNS server.
Apply | If ehanging fram unselected Automatic Assigned DNS to selected Autonatic
Assigned DMS, you must restart your A0SL router to get DNS addresses

If you are satisfied the settings, click Apply. sutomatically.

Internet-1GMP Proxy

The Internet Group Management Protocol (IGMP) is an Internet protocol that provides a way for an
Internet computer to report its multicast group membership to adjacent routers.

Wireless
H B
//T-

Ethernet e
H E——g -

/ Telephone
Line
usB

The hosts interact with the system through the exchange of IGMP messages. When you want to
configure IGMP proxy, the system will interact with other router through the exchange of IGMP
messages. However, when acting as the proxy, the system performs the host portion of the IGMP
task as follows:

»  When it is queried, the system will send group membership reports to the group.

»  When one of the hosts joins a multicast address group to which none of other hosts belong, the
system will send unsolicited group membership reports to that group.

»  When the last of hosts in a particular multicast group leaves the group, the system will send a
leave group membership report to the routers group.

Internet Connection: IGMP Proxy Configuration
ThlS f|e|d d|sp|ays the |nternet COI’meCtIOH Enahling IGMP proxy function can allow the users on your local network to play
the multimedia {video or audin} which sent from the servers on the Internet.
that you currently use.
Internet Connection IGMP Proxy Enabled
IGMP Proxy Enabled: pppoe_8_35_1 r
Check this box to enable this function or
Apply

uncheck this box to disable this function.

After finish the settings, click Apply.
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Internet - ADSL Settings

Enable ADSL Port:

Check this box to enable this function. It
simply invokes the line mode that you
choose here for the router.

Select the support of line modes:

There are several selections for your
choosing. Select the one that you need. For
Example, if you want to change one or more
physical layer parameters while the ATU-x is
in data transfer state, and the transmission
errors will not be present, please choose
ADSL2.

Capability Enabled:
Two items are provided here for you to
choose.

Bitswap:

It is a mandatory receiver initiated feature to
maintain the operating conditions of the
modem during changing environment
conditions. It reallocates the data bits and
power among the allowed carriers without
modification of the higher layer control
parameters in the ATU. After a bit swapping
reconfiguration, the total data rate and the
data rate on each latency path is unchanged.
Check this box to enable the function. If not,
uncheck this box to close the function.

Seamless Rate Adaptation:

It enables the ADSL2 system to change the
data rate of the connection while in operation
without any service interruption or bit errors.
Check this box to enable the function. If not,
uncheck this box to close the function.

IP Routing - Static Route

ADSL Settings

¥ Enahle ADSL Port

Select the support of line modes: W G.dmt F G.lite M T1.413
I apslz W READSLZ I ADSLZ+
™ annex M

Capability Enabled;

Apply |

¥ Bitswap [ Seamless Rate Adaptation

Routing Table shows all static route status and allows you to add new static IP route or delete IP
route. A Static IP Routing is a manually defined path, which determines the data transmitting route.
If your local network is composed of multiple subnets, you may want to specify a routing path to the

routing table.

Destination Network Address:
Display the IP address that the data packets
are to be sent.

Netmask:
Display the subnet mask that the data
transmitting is passing through.

Gateway:
Display the gateway that the data
transmitting is passing through.

WAN Interface:
Display the interface that the data
transmitting is passing through.

Delete:

Static Route

Current static routes:

WAN

Destination Interface

Metmask ‘ Gateway ‘ Delete ‘

Add
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Allow you to remove the selected static route
settings.

Adding a New One

To add a static route, please choose Static Route - Add. Type the destination network address, subnet
mask and gateway that you get from ISP and click Apply.

Destination Network Address: Add New Static Route
The destlnatlon IP address Of the netWOfk Enter the Destination Network Address, Netmask, Gateway or available WaN interface
Where da.ta paCketS are tO be Sent. then click "aApply" to add the entry to the routing table.
Subnet Mask: Destination Metwork (For default route, type 0.0.0.0 or leave blank)
Type in the subnet mask that you got from [P address:
|SP Metmask:
' Forward Packets to
Gateway I P Add reSS . i @ Gateway IP Address: l—
Click this button to invoke this function. € wan Interface: [orpoe 8_35_1 =]

Type in the gateway that you got from ISP.

WAN Interface:
Click this button to invoke this function and
choose the one from the drop down menu.

< Back | Apply

Click Apply to view the routing result. This page shows all the routing table of data packets going
through your ADSL Router.

Remove Static Route

If you don’t want the static route that you Static Route
created, please click the icon under Delete  curent static routes:

H Destination Netmask Gatewa WAN Interface Delete
from Routing Table. z ~
0.0.0.0 255.255.255.0 |192.168.1.1 [|]]]

Adialog appears to ask you to confirm the B T uGim e e gt e e
action. Click Yes to remove the static route,
or click No to keep the setting. Are you sure to delete this entry?

YES

Configuring Other Routers on Your LAN

It is essential that all IP packets for devices that are not on the local LAN can be passed to the Router,
so that they can be forwarded to the external LAN, WAN, or Internet. To achieve this, the local LAN
must be configured to use the Router as the default route or default gateway.

Local Router

The local router is the Router installed on the same LAN segment as the Router. This router requires
that the default route is the Router itself. Typically, routers have a special entry for the default route.
It should be configured as follows.

Destination: Normally 0.0.0.0 but check your router documentation.
Subnet Mask: Normally 0.0.0.0 but check your router documentation.
Gateway: The IP Address of the Router.

Other Routers on the Local LAN

Other routers on the local LAN must use the Router’s Local Router as the Default Route. The entries
will be the same as the Router’s local router, with the exception of the Gateway IP Address.
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O  For arouter with a direct connection to the Router’s local Router, the Gateway IP Address is

the address of the Router’s local router.

O  For routers which must forward packets to another router before reaching the Router’s local
router, the Gateway IP Address is the address of the intermediate router.

Example — Static Route

Here provides you an example of Static Route.

E B

 — . E—
192.168.1.x ‘ ADSL
Router
192.168.1.254
Router B

N

For the Router’s Routing Table

‘ 192.468.10.x

For the LAN shown above, with 2 routers and 3 LAN segments, the Router requires to add 2 static

routes as follows:

ADSL Router Destination 192.168.10.0
Subnet Mask 255.255.255.0 (Standard Class C)
Gateway 192.168.1.254 (Router B)

IP Routing — Dynamic Routing

Routing Information Protocol (RIP) is utilized as a means of exchanging routing information
between routers. It helps the routers to determine optimal routes. This page allows you to

enable/disable this function.

RIP Version:

It incorporates the RIP information when
receiving and broadcasting the RIP packets.
From the drop down list, select a RIP version
to be accepted, 1, 2 or both.

Operation Mode:

There are two modes for you to choose,
Active and Passive. Select Active for
transmitting and receiving data, or select
Passive for receiving data only.

Enabled:
Click Enabled to enable the RIP function on

Dynamic Routing

You can enable RIP function on serveral interfaces of your ADSL router, Select
the desired RIP version and operation mode, then tick the '‘Enabled’ checkbox
to enable RIP when you click "apply", or leave it unticked if you would like to
disable RIP on those interfaces.

Interface RIP Yersion | Operation Mode Enabled
Lan I 2 LI IACIWE LI r
pppoe_8_35_1 | 2 = |F'assiveL| r
Apply
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different interface. Otherwise, disable this
function.

Click Apply to invoke the settings set here.
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Virtual Server-Port Forwarding

The Router implements NAT to let your entire local network appear as a single machine to the
Internet. The typical situation is that you have local servers for different services and you want to
make them publicly accessible. With NAT applied, it will translate the internal IP addresses of these
servers to a single IP address that is unique on the Internet. NAT function not only eliminates the
need for multiple public IP addresses but also provides a measure of security for your LAN.

When the router receives an incoming IP packet requesting for access to your local server, the router
will recognize the service type according to the port number in this packet (e.g., port 80 indicates
HTTP service and port 21 indicates FTP service). By specifying the port number, you tell the router
which service should be forwarded to the local IP address you specify.

After you setting the virtual server you should modify the filter rule whichever port and service you
set on virtual server. Because the firewall has protect the route by filter rule so that you should
update the filter rule after you set up virtual server.

Virtual Server allows you to make servers on your LAN accessible to Internet users. Normally,
Internet users would not be able to access a server on your LAN because:

O  Your server does not have a valid external IP Address.
O  Attempts to connect to devices on your LAN are blocked by the firewall in this device.

The Virtual Server feature solves these problems and allows Internet users to connect to your servers,

as illustrated below:

192.168.1.1
(LAN IP Address)

192.168.1.10 203.70.212.52 192.168.1.20
(Web Server) (WAN IP Address) (FTP Server)

Internet

3 LS

Http://203.70.212.52 Ftp://1203.70.212.52

(Remote PC using (Remote PC using
Web Server) FTP Server)
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IP Address seen by Internet Users

Please note that, in the above picture, both Internet users are connecting to the same IP address, but
using different protocols.

To Internet users, all virtual servers on your LAN have the same IP Address. This IP Address is
allocated by your ISP. This address should be static, rather than dynamic, to make it easier for
Internet users to connect to your Servers. However, you can use Dynamic DNS feature to allow
users to connect to your virtual servers by using a URL, instead of an IP address.

To set a virtual server, please open the Port Forwarding

Virtual Servers item from the Advanced Create the part farwarding rules to allow certain applications or server
Setup NAT menu software to work on your computers if the Internet connection uses NAT.

External Packet | Internal Host
|IP Address | Protocol | Port | 1P Address | Port

Application Name IDE|EtE

Add

Add New Port Forwarding
To add a new Port Forwarding, please click Add from the Port Forwarding web page.

Pre-defined add New Port Forwarding Rule
Choose one of the services type from the
first drop down list, such as Audio/Video,
Games and so on. In the second drop down
list, choose the name of the application that

Application Mame:
& pre-defined: Audiofilideo =l IjEu =
 User defined:

you want to use with the type that you select  From mternet Host 1p address: [ =]
in the fIrSt IISt' Forward to Internal Host IP Address: I

User defined:

Type a new service name for building a

customized service for specific reason. _<Back | _apply |

Add New Port Forwarding Rule

Application Mame:
& Pre-defined: IAudjoNideo =l IjE [
© User defined: :

From Internet Host IP {genyers

d | WEN
Forward to Interna HOtha‘s

= Back | Apply |

Add New Port Forwarding Rule

Application Mame:
& Pre-defined: Andio/Video =] |Gammd& =
 User defined:

From Internet Host IP address: IAU— I
Media Flayer 7

Forward to Internal Host IP Address: | Fealdndio
RealPlayor 8 Plus
SeutCast

< Back | Apply |
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From Internet Host IP Address: From Internet Host IP Address:
Select the initial place for port forwarding. If
you choose SINGLE, a box will appear for
you to fill in the IP address for the specific
host. And, if you choose SUBNET, the boxes
of IP and Subnet will appear for you to fill in Feteeac | Lavoi |
the IP address and subnet mask for the

specific host as the start point.

Forwarded to Internet Host IP Address:
Type in the address for the host used as the
place that information will be forwarded.

Forward to Internal Host IP Address:

IP addresses can be automatically redirected to local servers configured with private IP addresses. In
other words, depending on the requested service (TCP/UDP port number), the router redirects the
external service request to the appropriate server (located at another internal IP address).

After adding a new virtual server, click Port Forwarding
Apply Create the port forwarding rules to allow certain applications or server
software to work on your computers if the Internet connection uses NAT.
The following screen will be shown to — External Packet Internal Host
dISp|ay the StatUS for new ones. Application Name 1P Address | Protocol 223:; IP Address ZE:;t Delete
Camerades ALL TCRADP | g | 192.168.1.200 | 500" T
If you do not want the new server that you -
added, please check the Delete box of that
one and click the Delete button to discard it. add| _Delete |

Or if you want to add another one again,
click Add to add a new one.

Connecting to the Virtual Servers

Once configured, anyone on the Internet can connect to your Virtual Servers. They must use the
Internet IP Address (the IP Address allocated to you by your ISP.)  For example,

Http://203.70.212.52
Ftp://203.70.212.52

It is more convenient if you are using a Fixed IP Address from your ISP, rather than Dynamic.
However, you can use the Dynamic DNS feature to allow users to connect to your Virtual Server
through a URL, rather than an IP Address.

Virtual Server-Port Triggering

When the router detects outbound traffic on Port Triggering

a SpecifiC pOI"[, |t W|" Set Up the port Part triggering funcion is a conditional port forwarding feature. When your
forwarding rules temporarily on the port iUt e A R P
ranges that you specify to allow inbound S o et el Gua o Shacs S emaons
traffic. It is supposed to increase the support ~ "®"® mufPle cannection.

for Internet gaming, video conferencing, and | appiication name } pmoc:“-"—‘"pm I Pmtm?'“’“ — ID""’"’
Internet telephony due to the applications

require multiple connection. ]

To add a new port triggering, click Add to

. Add N Port Tri i Rul
open this web page. Than choose an e o THaserg T

application name from the Pre-defined list fpplization Name: & pro-defined: ok
box. The system provides 9 items for your £ User defined:
choice.

Apply |
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Add News Port Triggering Rule

Application Mame: @ Pre-defined:

 User defined:

Apply |

Or define by yourself by typing the words
into the field of User defined.

Click Apply to complete the setting.

Virtual Server - DMZ Host

Direct Mapping Zone (DMZ) uses a technology that makes Router forwarding all incoming packet
to internal specific server.

To close the function of DMZ Host, please
click Discarded.

DMZ Host

£ DMZ hast is a computer on your local netwark that can be accessed from the Internet
regardless of port forwarding and firewall settings.

TO aCthate a DMZ hOSt, please CI |Ck T:nse Ipracke;s frnmht‘he ITItEmEt that do MOT belong to any applications configured in
- the port farwarding table will be:
Forwarded to the DMZ host radio buttonand """ :
- . * D ded
type the IP Address into the field of IP .
address of DMZ host, then click Apply. P address of D7 host:
Apnly |

This feature allows one computer on your LAN to be exposed to all users on the Internet, allowing
unrestricted 2-way communication between the specified IP address and other Internet users or
Servers.

This allows almost any application to be used on the specified IP address.

O  The specified IP address will receive all “Unknown” connections and data.
O  If the DMZ feature is enabled, you must type in numbers to specify an IP address.
O  The DMZ feature can be Enabled and Disabled on the NAT setting screen.



ADSL Router User Manual

Virtual Server - Dynamic DNS

The Dynamic DNS (Dynamic Domain Nasme System) combines both functions of DNS and DHCP
to map a dynamic IP into a fixed domain name. This page allows you to access into virtual servers
with a domain name and password.

DynamiC DNS . Dynamic DNS Configuration
. This page allows you to provide Internet users with a domain name ({instead of
SE|ECtS Enable tO enable DDNS, Select an IP address) to access your virtual servers, This ADSL router supports
. . . . dynamic DMS service provided by the provider "hitp: {fwwew . dyndns.org' or
Disabled to disable this function. ‘http: v w teo.com', Please register this service at these providers first.

Internet Connection Dynarmic DHS: " Disabled ?GlEnab\ed

Selects the interface that you want to use for  pynamic ons erovider: [GynDNg og =]

Connectlng Internet' Internet Connecton: Ipppue_8_35_1 -
U il :

User Name : e l
Passwaord: |

Type in the user name that you registered in
www.dyndns.org.

Domain Mame: |
Status:
Password :

Type in the password that you registered in _aoply |
www.dyndns.org.

Domain Name :

Type in the domain name that you registered
in www.dyndns.org. You can use letters and
dash for naming, yet other characters are not
allowed to use for preventing from making
troubles.

Status :
It displays current status.
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Firewall

The firewall is a software that interrupts the data between the Internet and your computer. It is the
TCP/IP equivalent of a security gate at the entrance to your company. All data must pass through it,

and the firewall (functions as a security guard) will allow only authorized data to be passed into the
LAN.

What the firewall can do? It can:

O  deny or permit any packet from passing through explicitly

O  distinguish between various interfaces and match on the following fields:
€ source and destination IP address
¢ port

To keep track of the performance of IP Filter, a logging device is used which supports logging of the
TCP/UDP and IP packet headers and the first 129 bytes of the packet (including headers) when a
packet is successfully passed through, a packet is blocked from passing through and it matches a
rule setup to look for suspicious packets

Filtering by IP address
An example for firewall setup:

PCH ‘

l
Router ‘
PC2

This picture is the most common and easiest way to employ the firewall. Basically, you can install a
packet-filtering router at the Internet gateway and then configures the filter rule in the router to block
or filter protocols and addresses. The systems behind the router usually have a direct access to the
Internet, however some dangerous services such as NIS and NFS are usually blocked.

For the security of your router, set the firewall is an important issue.
Choose Disabled to disable the firewall

: 3 A 1P Filtering
fUn.Ctlon. CIICk Enat_)IEd _to InVOke the This page allows you to specify the IP packet filkering rules to prevent the
Settlngs that yOU set in thlS Web page_ services accessecd from the Internet hosts or limit the Internet access far
local hosts,
IP Filtering: @ Disabled ' Enabled Apply I
To open the 1P Filtering, please click th(_a P Filtering
EnabIEd radlo_ bUttO-n' The Web page WI“ be This page allows you ta specify the IP packet filtering rules to prevent the
ShOWn as the rlght plCtUI’e. ﬁzé;zl;?s accessed from the Internet hosts or limit the Internet access for local

Select the direction to filter packets:
The way of the data transmission. In Bound S et i
means the data is transferred from outside

Select the direction to filter packets: @® Outbound traffic O Inbound traffic
onto your computer. Out Bound means the

data is transferred from your computer onto Protocol | Source IP addr | Dest IP addr :t“r;’*":g; allow | Edit
- al n

outside through Internet. Please choose

Outbound traffic or Inbound traffic as the Add

direction for filtering packets.
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Then, to add a new IP Filtering, click Add.

This page provides some settings for you to
adjust for adding a new outbound IP
Filtering.

Allow Traffic:
No stops the data transmission, Yes lets the
data pass through.

Protocol:

Here provide several default policies for
security levels for you to choose. If you
don’t want to use the predefined setting, you
can use User Defined to set a customized
protocol for your necessity. When you
choose User Defined setting, you have to
type in a port number in the “as” field.

Source/Destination IP address:

To specify IP address to allow or deny data
transmission, please pull down the
drop-down menu to choose a proper one.
All: This setting means that all the IP
addressed in the network are allowed or
denied to pass through in Internet. If you
choose Single, an IP address field will
appear to the right side. You have to type in
the specific IP address as the start/end point
to let the router identify for granting or
denying pass through. If you choose Subnet,
the IP address and Netmask will appear to
the right side. Please type in the specific IP
address and Netmask as the start/end point to
let the router identify for granting or denying
pass through.

Port Range:

The port range is from 0 to 65535. Please
type in the start point and end point for the
IP Filtering.

After finish the settings, click Apply. A
new one will be added and shown on the
web page.

Add New Qutbound IP
Allow Traffic

Protocal:

Source IP address:
Destination IP address:

Port Range:

Protocaol:

Filtering Rule

® ves O Mo

TCP v

ALL e

ALL v

Start End
TCF bt
ICMWP
AH
ESF
GRE
ALL
Lser Defined

Add New Outhound IP Filtering Rule

Allow Traffic

Protocol:

Source IP address:

@ Yes O Ma

User Defined v as

Add New Outbound IP Filtering Rule

Allow Traffic

Protocal;
Source IP address;

Destination IP address:

Port Range:

@ ves
TCP v

O na

IP addr:

Netmask:

AL~

Start End
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A new IP filtering setting for Outbound
traffic is created in the web page. To edit the
setting, please click the pencil mark to get
into the editing page. To delete the setting,
click the trash mark to erase it. To set
another IP filtering, click Add again.

For adding a new Inbound IP Filtering, click
Inbound traffic in the item of Select the
direction to filter packets. Use the same
way to add a new one as stated above.

Quality of Service

IP Filtering

This page allows you to specify the 1P packet filtering rules to prevent the
services accessed from the Internet hosts or limit the Internet access for local
hosts,

1P Filtering: ) Disabled

@ Enabled

Select the direction to filter packets: & outbound traffic O Inbound traffic

Protocol | Source IP addr  Dest IP addr Eon Ra::: Allow Edit
uoP AL AL a s5535| # | W @
Add
Add Mew Inbound IP Filtering Rule
Allowe Traffic O Mo
Protocal: v
Source IP address: ALL he
Destination IP address: ALL v
Port Range: Start End

QoS (Quality of Service) is an industry-wide initiative to provide preferential treatment to certain
subsets of data, enabling that data to traverse the Internet or intranet with higher quality transmission

service.

Bridge QoS

To classify the upstream traffic by assigning
the transmission priority for data of different
users, please use Bridge QoS to prioritize the
data transmission.

The Bridge QoS allows you to set the
settings based on layer two IP packets.

Traffic Class Name:
Type in a name as the traffic class for
identification.

802.1p Priority:

Each incoming packet will be mapped to a
specific priority level, so that these levels
may be acted on individually to deliver
traffic differentiation. Please choose the
number (from 0 to 7) for the 802.1p Priority.

Traffic Priority:
There are three options — Low, Medium, and
High that you can choose.

IP Precedence:
The number you choose here decides the
type of the IP address processed. No change

Bridge QoS

This page allows you to classify the upstream traffic (to the Internet] by assigning the
transmission priority for various user data. Bridge QoS function prioritizes the data
transmission based on layer 2 bridge packets.

‘Trﬂffil: Name | Priority IP Precedence IPTOS ‘ 802.1p ‘ Delete ‘

Add

At Now Bridga Q05 Trattic Ruln

&l af specified condfions in the traffic rde must be satisfied far the nile ta take sffect
Teaffic Class Mame: [
Traffic Conditions

02,10 Priority: =

Assign Priority for this Traffic Rule

=

Traffic Priarity:

o of Service

<@ack | [2poly |
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is the default setting.

IP type of Service:

The system provides some types of service
for you to choose. The meaning of each type
is the same as the denotation. The default
one is No change.

IPQoOS

To classify the upstream traffic by assigning
the transmission priority of the data for
different users, please use IP QoS to
prioritize the data transmission.

The IP QoS allows you to set the settings
based on layer three IP packets.

To add a new QoS setting, please Add in the
page of Quality of Service, a page same as
the right side will appear.

Traffic Class Name:
Type in a name as the traffic class for
identification.

Protocol:

Choose the proper interface for this function.
If you don’t know how to select, simply use
the default one, TCP/UDP.

Source IP Address/ Subnet Mask:

You have to type in the source IP address
(ex: 192.168.1.50) and subnet mask
(ex:255.255.255.0) for the application (ex:
FTP, HTTP and so on) that you want to
invoke the QoS traffic rule.

Source Port:

Except the IP address, you also have to enter
the source port. Type in the source port for
the traffic rule. The range is from 0 to 65535.

Destination IP Address/Subnet Mask:

You have to type in the destination IP
address (ex: 192.168.1.254) and subnet mask
(ex:255.255.255.0) for the application that

1P QoS

This page allows you to dassify the upstream traffic (to the Internet) by assigning the
transmission priority for various user data, IP QoS function prioritizes the data transmission
based on layer 3 [P packets.

Traffic
Name

IP TOS | Protocol | Source IP Delete

Source port

Dest IP
Dest port

Priority ‘n: Precedence

Add

Add News IP QoS Traffic Rule

2l of specified conditions in the traffic rule must be satisfied for the rule to take effect.

Traffic Class Name: |

Traffic Conditions

TCRUDP |«
Subnet Mask:
Subnet Mask:
Destination Port{start-end): -

Assign Priority for this Traffic Rule
Low =

Mo Change -
upstrearn packets will be overwritten by selected valus,

o Change 5] The correspanding ‘TOS' value in the 1P header of the

upstream packets will be averwritten by selectsd value,

Protocal:
Source IP Address:
Source Port {start-end):

Destination IP Address:

Traffic Priority:
1P Precedence:

1P Type of Service:

< Back Apply

Protocaol:

The corresponding ‘Precedence’ valus in the 1P header of t
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you want to invoke the QoS traffic rule.

Destination Port:
Type in the destination port for the traffic
rule. The range is from 0 to 65535.

Traffic Priority:

There are three options — Low, Medium, and
High that you can choose. It decides the
order of each data transmitted through this
device.

IP Precedence:

The number you choose here decides the
type of the IP address processed. No change
is the default setting.

IP type of Service:

The system provides some types of service
for you to choose. The meaning of each type
is the same as the denotation. The default
one is No change.

After you click Apply, the new QoS setting
will be shown on the graphic as the right
side. To delete the one you set, simply click
the check button below Delete item and click
Delete button.

Port Mapping

This page allows you to configure various
port mapping groups which contains specific
Internet connections and LAN ports. All the
user data can be only transmitted and
received among the interfaces in the groups
that you specified in this page.

Traffic Pricrity:

IP Precedence:

IP Type of Service:

0
1
2
3
Apnply | 4
5
&
7

IP Type of Service:

Apply |

1P TOS | BOZ.1P Source I
Address

Metmask

Netmask
Port End Port

d
o [He 192.160.1.25 | 123 192.160.1.100 | 123 r
Change 295.259.295.0 | 321 295.255.255.0 | 321

Add| Delete

Port Mapping Configuration

This page allows you to configure various port mapping groups which contains specific
Internet connections and LAN ports, The user data are only transmitted and received
among the interfaces in the group.

NOTE: DHCP server and all routing ffirewall functions are only available at the Default
group.

irtual LAN Function on Ethernet: @ Disabled O Enabled aspply
Group Name Internet Connections LAN Ports Edit

Default pppoe_8_35_1

Ethernet, USBE, Wireless

Add
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Group Name Add New Port Mapping Group

Type in a hame here as a group name. |t ~vailable interfaces can be LAN ports or Internet connections of ATM PYC bridge mode.

must be unique. The word length must not be  &roun vame: The group name must be wnique.

over the Iength Of the f|e|d Available Interfaces Grouped Interfaces
Ethemet

Available Interfaces: Wirkes

The available interfaces (such as Ethernet,

USB, wireless, etc.) will be displayed in the

left side box. When you choose it and click

Add, it will be transferred into the right side

box of Grouped Interfaces. Yet, if you want

to remove the interface from the current

group, it will be returned back to the Default S o o o e g e

group (left side box) after you CI |Ck interface will be returned back to the Default group.
Remove.

After finish the settings, click Apply.
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Wireless

The Wireless setting must match the other Wireless stations.

Basic

To set the basic configuration for the wireless features, please open Basic item from the Wireless
menu.

Enable Wireless Network: Wireless Basic Settings

H H H This page allows you to configure basic features of your wireless network, You can ena
CIICk thls CheCk bOX to enable the ereless or disable the wireless interface, hide the network from active scans, set the wireless
H rnetwark name (also known as S510) and select the waorking channel.
network function.

Hide Wireless Network:

¥ Enable wireless Network

[T Hide Wireless Network (Hidden 5510}

Checking this box can hide the SSID of this wirelass Network Name (5510): [FFRTESTITE
access point. Then other people in the chanmel: FE

network cannot find the SSID of this device. Transmission Hode: |
Wireless Network Name (SSID): franemission Rats: Ao B

The system will detect the SSID of your Mulicast Rate: Auto =]

router and displayed in this field for your Turbn Mede: & pisabled ¢ Enabled
reference Afterburner: @ Disabled ¢ Enabled

Wireless User Isolation: m
The SSID is the identification
characters of a router. The default Loy |
words will be shown on this page. If
you do not check the Hide Access Point
item, the router will periodically
broadcasts its SSID to allow the
wireless clients within the range to
recognize its presence. This can create
a security hole since any wireless
clients which got the broadcast might
associate to your system.

Please be noted that if you want to
communicate, all wireless clients
should use the same SSID with the
router or access point.

Channel:

The frequency in which the radio links are
about to be established. Select one channel
that you want from the drop down list.

As an administrator of network, he/she must
search which channels are available and then
assign one available channel as the

communication channel. All the other clients Transmission Mode: BOZ11g only =]

that want to transmission through this device o mixed mode
Transmission Rate:

should choose the same channel that you set

in this field. Multicast Rate:

Transmission Mode: Turbo Mode: & Disabled © Enabled

It decides the mode of data transmission. Aftarburner: @ Disabled ¢ Enabled

Choose the one that you want to use from the Wirsless User Isolation: o e

drop-down menu. There are 802.11b only,
802.11g only and Mixed Mode provided

here. Transmission Mode: Imixed mode v|
Transmission Rate: IA I
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Transmission Rate: Transmission Mode: Im
It decides the speed of data transmission. o

Choose any one of it by using the drop-down Transmission Rate: f‘::;_f |
menu. This setting will change by the 5 i
transmission mode that you set above. If you 5.5 Mbit/s
choose 802.11b only as the transmission

mode, the transmission rate settings include L ——

1, 2, 5.5, 11Mbit/s and auto. If you choose Transmission Maode: IEEDZ‘HQ only vI
802.11g, the transmission rate settings o
include 1, 2, 5.5,6,9, 11,12,18,24,36,48, Transmission Rate: Autn |
54Mbit/s and auto. If you choose mixed 55 Mbitfs [

. . & Mbitis
mode, only Auto is available. 9 Mbit/s

11 Mbit/s
12 Mbit/s
18 Mbit/s
24 Mhit/s
36 Mhit/s
43 Mbit/s
54 Mbit/s |

Transmission Mode: Imixed rninde 'I
Transmission Rate: IAutD "I
Multicast Rate: IAutn 'I

Multicast Rate:
When the traffics of the file are large, the

condition of delay will be happened in some Transmission Mode: [602 116 only =]
way, especially for transmitting multicast Transmission Rate: [#0to -]
movie or service. You can use the default )

setting. If you want to speed up the rate, Multicast Rate: Auta [ |
choose the one from the drop-down list. In ; mﬁﬁﬁ
addition, the selections for this item will be 5 5 Mhit/s
different according to the transmission mode 111 Mbitis

that you choose on this page.

Turbo Mode: o

L . T Mode: |802.11 I 'I
When it is enabled, the data transmission ransmissian Mode g ony
will be faster for this router. Check Enabled Transmission Rate: |Aum vI
to invoke this function for speeding up the _
transmission, or check Disabled to close this Multicast Rate: :\;tﬁnb'u 5

. . IS -

function. B Mbit/s
Afterburner: ?1Mwb12$s
When it is enabled, the data transmission 12 Mbit/s
will be faster for the clients. Yet, the clients 18 Mhbitfs
of this router must support 125Mbps 24 Mbit/s
throughput, then you can choose Enabled. 33 mg'gs

- - | 5
Otherwise, choose Disabled. 54 Mibivs |
Wireless User Isolation:

To make the communication between the

clients, please choose Off. To cut the , _
communication between the clients, please Wireless User Isolatian:
choose On.

Click Apply to invoke the settings.
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Security

To configure security features for the Wireless interface, please open Security item from Wireless
menu. This web page offers four authentication protocols for you to secure your data while
connecting to networks. There are four selections including None WPA, 802.1X,WPA, and
WPA-PSK. Different item leads different web page settings. Please read the following information
carefully.

For WPA Disabled

ADSL
Router

Client

Protected by WEP only

For Wiresless Security Disabled

Wireless Security:
The DlsabIEd Item Oﬁers you the IeSS This page alluw you to protect your wire\gss netwark by specifying WEP, 202.1x, ar WPA
protection for wireless communication. If  Jbi et 2l e oty et ot o il g seeen
you choose Disabled, the Encryption Keys

. - | ;| Disabled hd
will not be shown on this page. wireess socuty: [Deaied 2]

Wireless Security

Apply
For 64-Bit WEP
ere|eSS SeCU rlty Wireless Security
Select the WEP mode fOI’ the WEP key This page allow you to protect your wireless network by specifying WEP, 802,1x, ar WPA
. . . wireless security, Before setting up security, ensure that your wireless adaptors support
funCt|0n YOU can Choose 64-b|t or 128-b|t the same type of security. Most support WEP, but not all support WPA or 802.1x
for your necessity. If selected, data is wircloss searty:  [EEEVEE
encrypted using the key before being authertication Typs: [Gpen Symem Sl

transmitted. For example, if you set 64-bit in  icryption keys
th|s f|e|d’ then the rece|V|ng Staﬂon must be Enter 5 ASCII characters or 10 hexadecimal digits for 64-bit encryption keys.

Set to use 64 Blt EnCI‘ypthﬂ, and ha.Ve the Format: " Hexadecimal digits (0-9,4-F,and a-f are valid)
same Key Value '[OO OtheI’WISE, |t W|” nOt be @ ASCII characters (any printable characters are valid)
able to decrypt the data. Please choose e r
64-Bit WEP for this page. reve: r

Key3d: l—
Authentication Type: Keyd: -
The Wireless IAD supports two Default Transmission key: [112]

authentication types: Open System and
Shared key. This should be considered with
the WEP (Wired Equivalent Privacy)
mechanism.

Appl after enabling security and clicking Apply, vou will lose the connectian with
pply H -
your wireless ADSL router, You should now set-up security an your
wireless adapters in order to re-establish the connection,

Open System means that it allows any
client to authenticate and attempt to
communicate with a bridge. The client

can only communicate if its WEP keys
match the router’s WEP keys.
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Shared Key means that a bridge or
router will send an unencrypted text
string to any client attempting to
communicate with the router. The client
requesting authentication encrypts the
text and sends back to the router. Both

unencrypted and encrypted can be
monitored, yet it leaves the bridge
open to attack from any intruder if he
calculates the WEP key by comparing
the text strings That is why shared key
authentication can be less secure than
open authentication.

Format:

Choose the typing method of encryption key.
You have to click either Hexadecimal digits
or ASCII characters and type the keys on
the fields of Key 1 to Key 4.

Key 1 to 4:

Type the encryption key length and fill out
WEP keys. For 64-bit WEP mode, the
number you can type is that 5 characters or
10 hexadecimal digits.

Default Transmission Key:
Select one of network key that you set on the
Key boxes as the default one.

After finished settings, click Apply for
activation.

For 128-Bit WEP

Wireless Security: Select the WEP mode for
the WEP key function. You can choose
64-bit or 128-bit for your necessity. If

Wireless Security

This page allow you to protect yvour wireless network by specifying WEP, 202.1x, ar WP

Selected’ data |S encrypted us|ng the key wirgless security, Befare setting up security, ensure that vour wireless adaptors support

the same type of security. Most support WEPR, but not all support WRaA ar 8021

before being transmitted. For example, if

you set 128-bit in this field, then the #ireless ety

128-bit WEP 'I

receiving station must be set to use 128 Bjt ~ *uthertication Tise: [Onen Syetom 5]

Encryption, and have the same Key value
too. Otherwise, it will not be able to decrypt  rormar:
the data. Please choose 128-Bit WEP for this

page Keyl:

Key2:

Authentication Type:

The Wireless IAD supports two
authentication types: Open System and
Shared key. This should be considered with

Key3:

Key4:

the WEP (Wired Equivalent Privacy) apply

mechanism.

Open System means that it allows any
client to authenticate and attempt to
communicate with a bridge. The client
can only communicate if its WEP keys
match the router’s WEP keys.

Shared Key means that a bridge or
router will send an unencrypted text
string to any client attempting to
communicate with the router. The client
requesting authentication encrypts the

Encryption Keys

Enter 13 ASCII characters or 26 heradecimal digits for 128-bit encryption keys.

" Hexadecimal digits (0-9,4-F,and a-f are valid)

% ASCII characters {any printable characters are valid)

—
—
—
—

Default Transmission Key: |1 hd

after enabling security and clicking Apply, you will lose the connection with
your wirgless ADSL router, You should now set-up security on your
wireless adapters in order to re-establish the connection,
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text and sends back to the router. Both
unencrypted and encrypted can be
monitored, yet it leaves the bridge
open to attack from any intruder if he

calculates the WEP key by comparing
the text strings That is why shared ke

authentication can be less secure than
open authentication.

Format:

Choose the typing method of encryption key.
You have to click either Hexadecimal digits
or ASCII characters and type the keys on
the fields of Key 1 to Key 4.

Key 1to 4:

Type the encryption key length and fill out
WEP keys. As for 128-bit WEP mode, the
number you can type is that 13 characters or
26 hexadecimal digits.

Default Transmission Key:
Select one of network key that you set on the
Key boxes as the default one.

After finished settings, click Apply for
activation.
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For 802.1X Wireless Network

Client

ADSL
Router

Certificate Authority

RADIUS Server

When a wireless client requests access to a network, it is required to be authenticated by a central
authentication server (RADIUS Server). Only an authenticated user can be granted by the network

access and thereby unauthorized is blocked.

Wireless Security:

Choose 802.1x as the authentication
protocol, your data transmission between the
router and the clients will be protected with
the settings that you set in this web page.

RADIUS Server IP Address:

RADIUS Server is a protocol for carrying
authentication, authorization, and
configuration information between a
Network Access Server which desires to
authenticate its links and a shared
Authentication Server. Please type in the IP
Address for the RADIUS Server.

RADIUS UDP Port:

Except for the IP address of the RADIUS
Server, you have to enter the port number for
the server. Port 1812 is the reserved
RADIUS-authentication port described in
RFC 2138. Earlier AP (RADIUS clients) use
port 1945. The default value will be shown
on this box. You can keep and use it.

RADIUS Share Secret:

A share secret is like a password, which is
used between RADIUS Server and the
specific AP (RADIUS client) to verify
identity. Both RADIUS Server and the AP
(RADIUS client) must be use the same
shared secret for successful communication
to occur. Type in the words for the share
secret.

After finished settings, click Apply for
activation.

Wireless Security
This page allow you to protect your wireless network by specifying WEP, 202.1x, or WPA

wirelass security. Before setting up security, ensure that your wireless adaptors support
the same type of security, Most support WEP, but not all support WPA or 802.1x

802.1x 'I
RADIUS Server IP Address: |0.0.0.0
1z12

Wireless Security:

RADIUS UDP Port:

RADIUS Shared Secret:

Apply

after enabling security and clicking Apply, vou will lose the connection with
yvour wireless ADSL router, You should now set-up security on your
wireless adapters in order to re-establish the connection,

Example for Configuration 802.1x environment
You will need the following components for establishing an 802.1x environment in your network.

O  Windows 2000 Server: RADIUS server installed using “Internet Authentication Service”.

Certificate Services is installed

O AP (Router): It should be connected to Windows 2000 Advanced Server through the LAN port.
The DHCP server for the router is used and 802.1x must be enabled.

O  802.1x client: AWLAN card supporting WEP is used.
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O Authentication Mechanism

For WPA (Wi-Fi Protected Access)

WiFi-Protected Access:
The WPA is suitable for enterprises. It must be
used in conjunction with an authentication .
This page allow you to protect your wireless network by specifying WEP, B02.1x, WPA, or
server Such as RAD'US to prov|de Central |Zed WPAZ wireless security, Befare setting up security, ensure that your wireless adaptars

support the same type of security, Most support WEP, but not all suppart WPA, WPAZ, ar

Wireless Security

access control and management. It can B L
provides stronger encryption and Wirsless Seeurity: wWPA v
authentication solution than others WPA mode.  osts encryption: P v

WPA Group Rekey Interval: |0 seconds

Data Encryption (WPA):

Select the data encryption for the WPA mode.
There are three types that you can choose,
TKIP, AES, TKIP+AES.

TKIP takes the original master key only as a
starting point and derives its encryption
keys mathematically from this master key.
Then it regularly changes and rotates the
encryption keys so that the same encryption
key will be never used twice.

RADIUS Server IP Address:  |0.0.0.0

RADIUS UDP Port: 1812

RADIUS Shared Secret:

Apply | After enabling security and clicking Apply, you will lose the connection with

your wireless ADSL router, You should now set-up security on your
wireless adapters in order to re-establish the connaction.

AES provides security between client
workstations operating in ad hoc mode. It
uses a mathematical ciphering algorithm
that employs variable key sizes of 128, 192
or 256 bits.

TKIP+AES combines the features and
functions of TKIP and AES.
WPA Group Rekey Interval:

Type in the time for the WPA group rekey
interval. The unit is second.

RADIUS Server IP Address:

RADIUS Server is a protocol for carrying
authentication, authorization, and
configuration information between a Network
Access Server which desires to authenticate its
links and a shared Authentication Server.
Please type in the IP Address for the RADIUS
Server.

RADIUS UDP Port:

Except for the IP address of the RADIUS
Server, you have to enter the port number for
the server. Port 1812 is the reserved
RADIUS-authentication port described in RFC
2138. Earlier RADIUS clients use port 1945.
The default value will be shown on this box.
You can keep and use it.

RADIUS Share Secret:

A share secret is like a password, which is used
between IAS and the specific RADIUS client
to verify identity. Both IAS and the RADIUS
client must be use the same shared secret for
successful communication to occur. Type in
the words for the share secret.

After finished settings, click Apply for
activation.
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For WPA-PSK/WPA2-PSK/Mixed WPA-PSK

WiFi-Protected Access:

WPA-PSK is useful for small places such as
home environment without having
authentication servers. It allows the use of
manually-entered keys or passwords and is
designed to be easy to set up for home users.

Format:

Choose the typing method of encryption key.
You have to click either Hexadecimal digits
or ASCII characters and type the keys on
the field of Pre-Share Key.

Pre-Share Key:

Please type with the key between 8 and 63
characters, or 64 hexadecimal digits. Only
the devices with a matching key that you set
here can join this network.

WPA Group Rekey Interval:
Type in the time for the WAP group rekey
interval. The unit is second.

Data Encryption (WPA):

Select the data encryption for the WPA
mode. There are three types that you can
choose, TKIP, AES, TKIP+AES.

TKIP takes the original master key only
as a starting point and derives its
encryption keys mathematically from this
master key. Then it regularly changes and
rotates the encryption keys so that the
same encryption key will be never used
twice.

AES provides security between client
workstations operating in ad hoc mode. It
uses a mathematical ciphering algorithm
that employs variable key sizes of 128, 192
or 256 bits.

TKIP+AES combines the features and
functions of TKIP and AES.

After finished settings, click Apply for
activation.

Wireless Security
This page allow you to protect your wireless network by specifying WEP, 202.1x, or WP

wireless security, Before setting up security, ensure that your wireless adaptars support
the same type of security, Most support WEP, but not all support WPA or 802,18

Wireless Security: |WPA-PSK =

WPA Pre-Shared Key

Enter the key to be between 8 and 63 ASCII characters, or 64 hexadecimal digits

Format: " Hexadecimal digits (0-3,4-F,and a-f are valid)

% ASCII characters (any printable characters are valid)

Pre-Shared Kaey: |

WPRA Graoup Rekey Interval: IEI seconds

Data Encryption (WPa): ITKIF’ hd

Apnl After enabling security and clicking Apply, you will lose the connection with
PO !
wour wireless ADSL router. You should now set-up security on your
wireless adapters in order to re-establish the connection.
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For WPA-2 (Wi-Fi Protected Access)/For Mixed WPA2/WPA

WiFi-Protected Access:

The WPAZ2 is suitable for enterprises. It must
be used in conjunction with an
authentication server such as RADIUS to
provide centralized access control and
management. It can provides stronger
encryption and authentication solution than
others WPA mode.

Data Encryption (WPA):

Select the data encryption for the WPA
mode. There are three types that you can
choose, TKIP, AES, TKIP+AES.

TKIP takes the original master key only
as a starting point and derives its
encryption keys mathematically from this
master key. Then it regularly changes and
rotates the encryption keys so that the
same encryption key will be never used
twice.

AES provides security between client
workstations operating in ad hoc mode. It
uses a mathematical ciphering algorithm
that employs variable key sizes of 128, 192
or 256 bits.

TKIP+AES combines the features and
functions of TKIP and AES.

WPAZ2 Pre-authentication:

The wireless client that has associated with
an AP (A) can do the authentication with
another AP (B) in advance. If the client
roams to AP(B), it can associate with AP(B)
quickly. Please click Enabled to inactivate
this function.

Network Re-auth Interval:

When a wireless client has associated with
the number greater than the setting here, it
would be disconnected and the
authentication will be executed again. The
default value is 36000.

WPA Group Rekey Interval:
Type in the time for the WPA group rekey
interval. The unit is second.

RADIUS Server IP Address:

RADIUS Server is a protocol for carrying
authentication, authorization, and
configuration information between a
Network Access Server which desires to
authenticate its links and a shared
Authentication Server. Please type in the IP
Address for the RADIUS Server.

RADIUS UDP Port:

Except for the IP address of the RADIUS
Server, you have to enter the port number for
the server. Port 1812 is the reserved

Wireless Security

This page allow you to protect your wireless netwaork by specifying WEP, 802.1x, WPA, ar
WPRAZ wireless security. Before setting up security, ensure that your wireless adaptors
support the same type of security, Most support WEP, but not all support \WPA, WPA2, or
202.1x.

Wireless Security:
Data Encryption: AES A
WPA2 Pre-authentication: & Disabled O Enabled

Metwaork Re-auth Interval:  |36000 | seconds

WPA Group Rekey Interval: |0 seconds
RADIUS Server IP Address: |0.0.0.0
RADIUS UDP Part: 1812
RADIUS Shared Secret:
Apply after enabling security and clicking Apply, you will lose the connection with

your wirgless ADSL router, You should now set-up security on your
wireless adapters in order to re-establish the connection,
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RADIUS-authentication port described in
RFC 2138. Earlier RADIUS clients use port
1945. The default value will be shown on
this box. You can keep and use it.

RADIUS Share Secret:

A share secret is like a password, which is
used between IAS and the specific RADIUS
client to verify identity. Both IAS and the
RADIUS client must be use the same shared
secret for successful communication to
occur. Type in the words for the share secret.

After finished settings, click Apply for
activation.



Chapter 5:Connection Mode

Access Controls

The web page allows you to enable the wireless MAC control configuration.

Access Control:

Click Off to disable this function. Click On
in Allow mode to make any wireless MAC
address can be linked to. And click On in
Deny mode to disturb any wireless MAC
address to be linked to.

View Access Control List:
Click this button to view the wireless access
control list and to add a new access control.

The Wireless Access Control List dialog
allows you to add a new MAC address and
view current MAC address that you had
added.

To add a new MAC address to your wireless
MAC address filters, click on the Add
button from the Wireless Access Control List
dialog to show next page.

MAC Address of Wireless:

You have to type in the MAC Address that
you want it to be linked to your router. And
click Apply.

The result of adding a new MAC address
will be shown the example as the right
picture.

If you want to delete the added MAC
address, simple click the delete button (like a
trash can), a dialog box will be shown to ask
you. Click Yes, then the new one will be
erased.

Wireless MAC Access Control
This page lets you to specify the wireless adaptors that are allowed to connect to your

ADSL router. This offers additional protection against unwanted connections.
Click "Apply" to configure the wireless access control mode.

Access Control: & Off

¢ oninallow mode (Only thaose wireless adaptars listed in the access
control table are allowed to connect to your ADSL router, others are
denied.)

¢ Onin Deny mode {Only those wireless adaptors listed in the access
control table cannot connect to your ADSL router, others are allowed.)

View Access Control List | Apply |

Wireless Access Control List:

‘ MAC Address ‘ Delete |

del Close |

Add a wireless adaptor to the control list

MAC Address of wireless IDD:QD:QS:DI:DE:DS
adaptor:
(e.g.,00:90:96:01:02:03)

< Back | Apply |

Wireless Aiccess Control List:

MAC Address Delete
00:90:96:01:02:03 ]
Add | Close |
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Repeater

The web page allows you to configure the wireless distribution system for the wireless network.

AP Mode:
Choose either one of the selection as the AP
mode.

Search Other Repeaters:

Click the Scan Now button to scan search
other repeater in the wireless network. The
result will be shown under below.

Click Apply to invoke the wireless repeater
options.

If you click Manual as the Search Other
Repeaters, you will need to type the MAC
address for wireless repeaters in the boxes of
MAC Address of Remote Wireless
Repeaters.

The right picture shows an example of
executing the function of wireless repeater.

When you finish settings, please click Apply
to invoke them actually.

Wireless Repeater

This page allows you to configure wireless repeater feature (alsa known as
wWireless Distribution System) for your wireless network. Click "apply" to
configure the wireless repeater options.

AP Mode: & Access Point and Wireless Repeater Function
€ Wireless Repeater only

Search Other Repeaters: & Autn © Manual {TEEEA Mo

‘ CH ‘ SSID | MAC Address ‘ Transmission Mode |Sele|:t ‘

Apply

wireless Repeater
This page allows you to configure wireless repeater feature (also known as

wWirgless Distribution System) for your wireless netwark, Click "apaly” to
configure the wireless repeater options.

AP Mode: @ Access Point and Wireless Repeater Funchion
 Wireless Repeater only

Search Other Repeaters: € Auto @ Manual

Mac address of Remote l— o
wireless Repeaters: (e.0,,00:90:96:01:02:03)

Apply

Wireless Repeater

This page allows you to configure wireless repeater feature {also known as
Wireless Distribution Systemn) for your wireless network. Click "Apply" to
configure the wireless repeater options.

AP Mode: @ Access Point and Wireless Repeater Function
 wireless Repeater anly

Search COther Repeaters: & Auto  Manual Scan Mow

CH 551D MAC Address Transmission Mode | Select
1z EMI 00:90:96:AF: 47: 75 802.11g |l
1 ADSL_D200 00:90:96:FA:76:B2 802.11g =
2 Askey-Wlan 00:90:96:28:CC:72 802.11b [l
3 roy 00:90:96:67:8E:99 s02.11g =
5] EMI-2 00:90:96:52:20:74 802.11g =

Apply |
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Management

Diagnostics

To check the link status for the network and your computer, a diagnostic test can guide you to detect
the network problem. The testing items are listed and accomplished one by one. If the previous one

is failed, than the items below that failed one will be failed too. Use this diagnostic test to detect the
connectivity mistakes whenever you happen to the linked problem.

For the item which passes through the
diagnostics, a PASS word will be shown on
the right side of that item.

If not, a Fail word will be there.

N/A means that item is not necessary for the
system to test.

The Help link lets you know what the result
(Pass, Down, Fail) represents for. In this
page you still can rerun diagnostic test at any
time.

Diagnostic Tests

This DSL Router is capable of testing your DSL connection. The individual tests are listed
below. If a test displays a fail status, click "Run Diagnostic tests” again to make sure
the fail status is consistent. If the test continues to fail, click "Help" and follow the
troubleshooting proceduras,

Select the Internet Connection: |pppoa_8 35 = Run Diagnostic Tests

Test the connection to your local network
|Test your Ethernet Connection: ‘PASS

Help

Test the connection to your DSL service provider

Test ADSL Synchronization: FAIL Help
Test ATM OAM F5 segment ping: NfA Help
Test ATM OAM F5 end-to-end ping: NS Help
Test ATM OAM F4 segment ping: NSA Help
Test ATM OAM F4 end-to-end ping: NfA Help

Test the connection to your Internet service provider

Test PPP server connection: N/ Help
Test authentication with ISP: NSA Help
Test the assigned IP address: N{A Help
Ping default gatewiay: N/ Help
Ping primary Domain Name Server: NSA Help

ADSL Synchronization Test

Indicates that the DSL router has detected a DSL signal from the

Pass: |telephone company. & solid DSL LED on the router also indicates the
detection of a DSL signal from the telephone company.
Fail: Indicates that the DSL router does not detect a signal from the telephone
* | company's DSL network. The DSL LED will continue to flash green.

If the test fails, follow the troubleshooting procedures listed below and rerun the
diagnostics tests by clicking "Rerun Diagnostic Tests" at the bottom of this page. If
all the tests pass, close and restart your \Web browser to access the Internet.

Troubleshooting:
1. Make sure your phone ling is plugged into the router,

2. After turning on your DSL router, wait for at least one minute to establish a
connection. Run the diagnostic tests again by clicking "Rerun Diagnostic Tests"
at the bottom of this page.

3. Make sure there is no DSL micro filter on the phone cord connecting the DSL
router to the wall jack,

4, Make sure you are using the phone cord that was supplied with your DSL
router or another similar phone cord with four copper wires visible in the plug.

5. If your DSL has been functioning properly for a long period of time and you
suddenly are experiencing this problem, there may be a problem with the DSL
network. ¥ou may need to wait from 30 minutes to a couple of hours, and if
you shill do not have a solid DSL LED on your router, call Technical Support.

6. Turn off the power to the DSL router, wait 10 seconds and turn it back on,
Wait at least one minute and if the DSL LED on the router remains a solid
color, close yvour Web browser and restart it

Rerun Diagnostic Tests I

Contact ISP Technical Support if you have tried all of the above and still are
experiencing a fail condition.
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Admin Account

This page allows you to type in the password for accessing into your DSL Router.

For the Admin Account, the default setting
for user password is admin. If you want to
change the username and the password,
please retype the new password in the
Confirm field for confirmation. Then click

Apply.

Remote Access

There are four interfaces for the remote access.

remote access control.

Select the Internet Connection:
Select one connection item from the drop
down list to enable the function.

Web Browser:

Choose this box if you want to have remote
control through HTTP. The default port
number will be shown in the box. Modify
this number whenever you want.

Telnet:
Choose this box if you want to have remote
control through telnet.

FTP:
Choose this box if you want to have remote
control through FTP.

SNMP:
Choose this box if you want to have remote
control through SNMP agent.

TFTP:
Choose this box if you want to have remote
control through TFTP.

Secure Shell (SSH):
Choose this box if you want to have remote
control through SSH.

Ping:

Choose this box if you want to have remote
control through ping command under DOS
prompt.

Admin Account

Admin account has unrestricted access to change and view configuration of
your DSL Router.

User Mame: Iadmin
Mew Password: I*****
Confirm Mew Password |*****

Apply |

Please choose one of them if you want to enable the

Remote Access Control

Enahle remote access to let an expert, e.g. helpdesk, configure your ADSL router remotely.

Select the Internet Connection: U4
Tao allow remote access to your router wia

[~ web Browser
Weh server port on WaN interface: |E0S0
[~ Telnet I~ FTR

[~ suMp [ TFTP

I~ Secure Shell (S5H) " PING

If enabling remote access to your router via PING,

all Internet hosts can ping to your routsr,

Authorized Host IP Address List | Apply |
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Interntet Time

The router’s clock must synchronize with global Internet’s time. The time you set in the screen will

be adapted to system log.
Update:

Click this button to refresh the current time.

Set Time by:

The default setting is Manual. If you select
Time Server, you don’t need to type in the
time setting manually. The system will set

automatically.

Time:
Set the start time by typing the year, the

month, the day, the hour, and the date to help

the router perform tasks.

Timezone:

Choose the time zone of your country where

you are going to use the router.

Apply:

Save the data on the screen and apply the

data after restarting the router.

System Log

As shown in the web page, you can view the

system log and configure system log
whenever you want.

Configure System Log

After you click Configure System Log, the
following screen will appear. You can enable
or disable the log function, choose log level,
display level and proper mode as you like.

Then click Apply.

Internet Time

To synchronize your router with other network devices, you can set its time manually or
with an Internet time server,

Current time: 2004/01/01, 00:09 Update Mow

Set Time by:  Time Serye
Yeaf [2004  Month |1 Day |1

wur|o Minute |9

Time:

Time Zone: [ (GhAT-+08:00) Taipei =

Apply

Internet Time

To synchronize your router with other network devices, you can set its time manually or
with an Internet time server,

Current time: 2004/01/01, 00:09 Update Now

Set Time by: € manual

Primary Timg Server: tirme windows.com =

e Server: [time.nist.gov -

Secondary

Time Zone:

Apply

System Log

The System Log dialog allows you to view the System Log and configure the System
Log options.

Click "Wigw System Log" to view the System Log.

Click "Configure System Log" to configure the System Log options,

View System Log Configure System Log

System Log Configuration

This dialog allows you to configure System Log settings. all events greater than or
equal to the selected level will be logged or displayed. If the selected mode is
"Remote" or "Both" events will be sent to the specified UDP port of the specified log
Server.

Select the desired values and click "Apply" to configure the system log options.

Log: # Disabled © Enabled

Log Level: Informational =
Display Level: Error -
Mode: Local =

Apply
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There are 8 types for log level and_dlsplay Log Level: W‘
level for your choose. The default is

Debugging. Emergency
Alert
Mode: Critical
Errar
Warning
[Motice
dAnformational
Debugoing

Display Level:

Apply |

The mode selection includes Local, Remote

and Both. The default one is Local. If you Log Level: Ilnfmmat'c'nal jv
choose Remote or_E_aoth, all the events will Display Level: IErmr vI
be sent to the specified UDP port of the

specified log server.

Mode:

Apply |

Viewing System Log

For viewing the system log, please click the
View System Log button.

System Log

The System Log dialog allows you to view the System Log and configure the System
Log options,

Click "Wiew System Log" to view the System Log.

Click "Configure System Log" to configure the System Log options,

View System Log Configure System Log
The screen will be shown immediately for R ———
your reference- |DﬂteITime\Fﬂl:ility\SeveritﬂMessﬂge‘
Refresh | Close
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SNMP Setting

The SNMP, the abbreviation of Simple Network Management Protocol, is used to refer to a
collection of specifications for network management that include the protocol itself, the definition of
data structures and associated concepts.

A management station performs the monitoring function by retrieving the value of MIB objects. The
management station and agents are linked by a network management protocol that is SNMP. The
SNMP includes three key capabilities, get, set and trap. A single management station can handle
many agents as long as SNMP remains relatively “simple”, so the number can be high (hundreds or
S0).

The following picture is the typical configuration of protocols for SNMP. As for a stand-alone
management station, a manager process controls access to a central MIB at the management station
and provides an interface to the network manager. The manager process achieves network
management by using SNMP, which will be implemented on top of the UDP, IP and the relevant
network-dependent protocols (e.g., Ethernet).

Managamant station Router
Network
manager Manager process Manager process
SNMP Central SNMP
MiB
upp upp
IP IP
MNetword-dependent Netword-dependent
protocols protocols

For an agent device that supports other applications, such as FTP, both TCP and UDP are required.
An agent may issue a trap message in response to an event that effects the MIB and the underlying
managed resources.

Note: There are no ongoing connections are maintained between a management station and its agents.
Instead, each exchange is a separate transaction between a management station and an agent.

Each agent is responsible for notifying the management station of any unusual event; for example, if
the agent crashes and is rebooted, a link fails or an overload condition as defined by the packet load
crosses some threshold. These events are communicated in SNMP messages known as traps.

Please select the SNMP menu from Management. The dialog will appear.

SNMP Agent: SNMP Configuration
ChOOSE Disable tO Close thIS function; Simple Metwork Management Protocol (SMMP) allows a management application to

- - retrieve statistics and status from the SNMP agent in this device.
choose Enabled to open this function.
Select the desired values and dlick "Apply" to configure the SNMP options,

Read Community: SHMP Agent & Disabled ¢ Enabled
The default setting is public, please type in _ :

. Read Community  |public
the data that your ISP provided. write Community [privats
Write Community: g__EEEnahle Trap Service
The default setting is private, please type in Trap Mansger 1P [0.0.00
the data that your ISP provided.

Apply |

Enable TRAP Service:

Check this box to enable this function,
otherwise uncheck this box to disable this
function.

TRAP Manager IP:

Type in an IP address as the remote
workstation. If there is any abnormal
condition happened, you can advice remote
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workstation by way of SNMP agent.

Backup Config

To backup your configuration for the router
to your computer, you can use Backup
Config web page to save the settings.

And when you want to restore the settings in
the future, simply open Backup Config web
page and use Browse button to locate the file
and click Restore.

Update Firmware

If you have to or want to update the
firmware for this router, you can open the
update software web page and choose the
correct file by pressing Browse. Then click
the Update Software button. The system
will execute the update procedure
automatically. When it is finished, the
system will tell you the update is
successfully.

Reset Router

To make effect the settings that you set for
this router, please open the Reset Router
web page and click the Reboot button to
invoke all settings.

You can restore your web pages default
settings. Simply check Reset to factory
default settings and click Reboot.

Backup Configuration

Use to save your DSL Router's current settings into the computer,

Backup |

Restore Configuration

Use to reset your DSL Router with settings previously saved on the computer,

Backup File: | &I

Restare

Update Firmware

Step 1: Obtain an updated firmware image file from your ISP,

Step 2: Enter the path to the image file location in the box below or click "Browse" to
locate the image file.

Step 3: Click "Update Firmware" once to upload the new image file.

Current Firmw are Version: 2.21.0506_A2pE018cl.di6d

Mew Firmware File Name:

_ The update process takes about 2 minutes to complete, then
OB AT your ADSL router will reboot,

Reset Router

This page allows you to restart your ADSL router after changing settings that
require rebooting. It also allows you to reset all settings to factory default
settings if you have problems with your current configuration.

[T Reset to factory default settings

Reboot | After clicking "Reboot”, please wait for 2 minutes to let the systern reboot,

Restore Factory Default Settings

The DSL Router configuration has been restored to factory default settings and the
router is rebooting.

Close the DSL Router Configuration window and wait for 2 minutes before reopening
your web browser, If necessary, reconfigure your PC's 1P address to match your new
configuration.
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uUPnP for XP

Universal plug and play (UPnP) is an architecture for pervasive peer to peer network connectivity of
intelligent appliances and PCs of all form factors. It is designed to bring easy-to-use, flexible,
standards-based connectivity to ad-hoc or unmanaged networks whether in the home, in a small
business, public spaces, or attached to the Internet.

Only Windows XP supports UPnP function.
Please follow the steps below for installing UPnP components.

1. Click on the Start menu, point to Settings
and click on Control Panel.

2. SE'ECt Add or Remove Programs > Windows Components Wizarnd
Add/Remove Windows Components to | weowtomonente L
open Windows Components Wizard

dial 0g box To add o1 remove a component, cick the checkbox, A4 shaded bax means that only
part of the component vl be instale. Ta see whats ncluder in @ companen, clck
Details.
Components
[ = Message Queving 00MB
¥ MSN Explorer 13.5ME

e
[ 3= Other Network File and Print Services 0.0MB —
W1 FE | Indate Ront Certifinates nnmMe ¥

Description:  Containg a variety of specialized, network related services and protocals.

Total disk ired: 0zZMe
Sprcosialsboon 103428
<Back | New> ] [ Cancel |
3. Select Network Services and click Metworking Services X]
Detai IS. C I iCk the U n iVG rSaI P|Ug and Ta add or remove a component, click the check box. & shaded box means that anly part
of the component wil be installed. To see what's included in 3 companent. click Details.
Play check box.

Subcomponents of Metworking Services:
1P Listener 0.0ME

Simple TCPAP Services
Universal Plug and Play 02MB

Diescription:  Listens for route updates sent by routers that uze the Routing Information
Pratocal version 1 [RIPw1].

e

4. Click Ok. The system will install UPnP
components automatically

T My Hetwork Places
fle [ Yew Fgeortes Jook  Help

5. After finishing the installation, go to My
Network Places. You will find an icon

(e.g., SL-XXX ) for UPnP function. - Tae
Local Setwork
g;;;:wu: thace .gnwoﬁx
Q ;Ig.:_:\-:::_:;?ﬂw The Intermet

oty Ve workgroun F
computers ] meni0z12
=9

6. Double click on the icon, the ADSL router
will open another web page with port for
UPnP function. The IE address will be ; S
changed as shown as the graphic. O eact - X (2] G0 D sewch ¢ povores @

&]http://192.168.1. 1/index.html

2 Wireless ADSL Router Control Panel - Microsoft Internet Explorer
Fle Edt ‘iew Favorites Tools  Help

idress




ADSL Router User Manual

7. Now, the NAT traversal function will be
provided. The ADSL router will create a
new virtual server automatically for
mapping while the router detecting the
computer running some Internet
applications.
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Chapter 5: Troubleshooting

If the suggested solutions in this section do not resolve your issue, contact your system administrator
or Internet service provider.

Problems with LAN

PCs on the LAN cannot get IP addresses from the ADSL Router.

The chances are that the interface used as DHCP server is modified and the client PCs do not renew
IP addresses.

If your DHCP server is enabled on Private IP Address previously and you modify the interface to
Public IP Address, the client PCs should renew IP addresses.

The PC on the LAN cannot access the Web page of the ADSL Router.
Check that your PC is on the same subnet with the ADSL Router.
The virtual server can’t be access after setting virtual server.

Check the filter rule of the port that virtual server service setting for example, the virtual server
service set FTP 21 you need update the filter rule of the ftp 21 Direction setting: Choose filter the
packets that incoming action (In Bound) are Allow on the interface.

Problems with WAN

You cannot access the Internet.

O  Check the physical connection between the ADSL Router and the LAN.

If the LAN LED on the front panel is off or keeps blinking, there may be problem on the cable
connecting to the ADSL Router.

At the DOS prompt, ping the IP address of the ADSL Router, e.g, ping 192.168.1.1. If the
following response occurs:

Relay from 192.168.1.1 bytes=32 time=100ms TTL=253

Then the connection between the ADSL Router and the network is OK.

If you get a failed ping with the response of:

Request time out

Then the connection is fail. Check the cable between the ADSL Router and the network.

O  Check the DNS setting of the ADSL Router.

At the DOS prompt, ping the IP address of the DNS provided by your ISP. For example, if your
DNS IP is 168.95.1.1, then ping 168.95.1.1. If the following response occurs:

Relay from 168.95.1.1 bytes=32 time=100ms TTL=253
Then the connection to the DNS is OK.

If you get a failed ping with the response of:
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Request time out

Then the DNS is not reachable. Check your DNS setting on the ADSL Router.

Problems with Upgrading

The following lists the error messages that you may see during upgrading and the action to take.

O

Error: All the ADSL LEDs light up and cannot light off as usual.
Possible cause: When users execute firmware upgrade and save settings to the router, the
power for the router is lost for some unknown reasons, the normal web page for the router
might be damaged. After power on your router, the LEDs might not work normally.

Boot Loader, version 1.0.37-5.5.05

This dewice is currently running on the boot loader,

Update Firmware

Step 1: Obtain an updated firmware image file from your ISP,

Step 2: Enter the path to the image file location in the box below or click "Browse" to
locate the image file.

Step 3: Click "Update Firmware" once to upload the new image file.

NOTE: The update process takes about 2 minutes to complete, and your DSL Router will reboot,

Mew Firmware File Mame: | Elrowse.l

Update Firmware |

Action: Use the browser to connect to the router for executing image upgrade.

Error Message: Image uploading failed. The selected file contains an illegal image.
Possible cause: The firmware file format is invalid.

Action: Check the file format is correct, otherwise download a firmware file with correct
format.

Error Message: Image uploading failed. The system is out of memory.
Possible cause: It may be caused by the lack of memory.

Action: Reboot your ADSL Router and perform the upgrade task again.

Error Message: Image uploading failed. No image file was selected.
Possible cause: You did not select a file correctly.

Action: Download a compatible firmware from the web.
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ARP (Address Resolution Protocol )

ARP is a TCP/IP protocol for mapping an IP address to a physical machine address that is
recognized in the local network, such as an Ethernet address.

A host wishing to obtain a physical address broadcasts an ARP request onto the TCP/IP
network. The host on the network that has the IP address in the request then replies with
its physical hardware address.

Inverse ARP (In-ARP), on the other hand, is used by a host to discover its IP address. In
this case, the host broadcasts its physical address and a RARP server replies with the host's
IP address.

DHCP (Dynamic Host Configuration Protocol)

When operates as a DHCP server, the ADSL Router assign IP addresses to the client PCs on
the LAN. The client PCs “leases” these Private IP addresses for a user-defined amount of
time. After the lease time expires, the private IP address is made available for assigning to
other network devices.

The DHCP IP address can be a single, fixed public IP address, an ISP assigned public IP
address, or a private IP address.

If you enable DHCP server on a private IP address, a public IP address will have to be
assigned to the NAT IP address, and NAT has to be enabled so that the DHCP IP address
can be translated into a public IP address. By this, the client PCs are able to access the
Internet.

LAN (Local Area Network) & WAN (Wide Area Network)

A LAN is a computer network limited to the immediate area, usually the same building or
floor of a building. A WAN, on the other hand, is an outside connection to another network
or the Internet.

The Ethernet side of the ADSL Router is called the LAN port. It is a twisted-pair Ethernet
10Base-T interface. A hub can be connected to the LAN port. More than one computers,
such as server or printer, can be connected through this hub to the ADSL Router and
composes a LAN.

The DSL port of the ADSL Router composes the WAN interface, which supports PPP or RFC
1483 connecting to another remote DSL device.

NAT (Network Address Translation) IP Address

NAT is an Internet standard that translates a private IP within one network to a public IP
address, either a static or dynamic one. NAT provides a type of firewall by hiding internal IP
addresses. It also enables a company to use more internal IP addresses.

If the IP addresses given by your ISP are not enough for each PC on the LAN and the ADSL
Router, you need to use NAT. With NAT, you make up a private IP network for the LAN and
assign an IP address from that network to each PC. One of some public addresses is
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configured and mapped to a private workstation address when accesses are made through
the gateway to a public network.

For example, the ADSL Router is assigned with the public IP address of 168.111.2.1. With
NAT enabled, it creates a Virtual LAN. Each PC on the Virtual LAN is assigned with a private
IP address with default value of 192.168.1.2 to 192.168.2.254. These PCs are not
accessible by the outside world but they can communicate with the outside world through
the public IP 168.111.2.1.

Private IP Address

Private IP addresses are also LAN IP addresses, but are considered “illegal” IP addresses to
the Internet. They are private to an enterprise while still permitting full network layer
connectivity between all hosts inside an enterprise as well as all public hosts of different
enterprises.

The ADSL Router uses private IP addresses by assigning them to the LAN that cannot be
directly accessed by the Internet or remote server. To access the Internet, private network
should have an agent to translate the private IP address to public IP address.

Public IP Address

Public IP addresses are LAN IP addresses that can be considered “legal” for the Internet,
because they can be recognized and accessed by any device on the other side of the DSL
connection. In most cases they are allocated by your ISP.

If you are given a range of fixed IP addresses, then one can be assigned to the router and
the others to network devices on the LAN, such as computer workstations, ftp servers, and
web servers.

PVC (Permanent Virtual Circuit)

A PVC is a logical point-to-point circuit between customer sites. PVCs are low-delay circuits
because routing decisions do not need to be made along the way. Permanent means that
the circuit is preprogrammed by the carrier as a path through the network. It does not
need to be set up or turned down for each session.

RIP (Routing Information Protocol)

RIP is a routing protocol that uses the distance-vector routing algorithms to calculate
least-hops routes to a destination. It is used on the Internet and is common in the NetWare
environment. It exchanges routing information with other routers. It includes V1, V2 and
V1&V2, which controls the sending and receiving of RIP packets over Ethernet.

UDP (User Datagram Protocol)

UDP is a connectionless transport service that dispenses with the reliability services
provided by TCP. UDP gives applications a direct interface with IP and the ability to address
a particular application process running on a host via a port number without setting up a
connection session.

Virtual Server

You can designate virtual servers, e.g., a FTP, web, telnet or mail server, on your local
network and make them accessible to the outside world. A virtual server means that it is
not a dedicated server -- that is, the entire computer is not dedicated to running on the
public network but in the private network.

VPI1 (Virtual Path ldentifier) & VCI (Virtual Channel ldentifier)

A VPI is a 8-bit field while VCI is a 16-bit field in the ATM cell header. A VPI identifies a link
formed by a virtual path and a VCI identifies a channel within a virtual path. In this way,
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the cells belonging to the same connection can be distinguished. A unique and separate
VPI/VCI identifier is assigned in advance to indicate which type of cell is following,
unassigned cells, physical layer OAM cells, metasignaling channel or a generic broadcast
signaling channel. Your ISP should supply you with the values.
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Appendix A: Specifications

Interface ® One RJ-11 port for ADSL connection
®  Four RJ-45 ports for IEEE 802.3/802.3u 10/100 Base-T
auto-sensing and auto-crossover Ethernet connection
® One USB client port compliant to USB 1.1
® On-board wireless LAN module for IEEE 802.11g (2.4
GHz) wireless LAN connection
® One hidden reset button for restoring to factory default
settings
Regulatory EMI: FCC part 15 Class B, CE
Approvals and Immunity: FCC part 68 Class B
Compliance

Safety: UL, CB, LVD

Power Requirement
and Operation

Power Adaptor: Input 110+10 or 230+10 VAC;

Output 12 VAC, 1A

Envir_onment Power Consumption: less than 10 Watt
Requirement Ambient Temperature: O to 40°C (32 to 96°F)

Relative Humidity: 20% to 90% (non-condensing)
Physical Dimensions: 190mm(L) x 130mm(W) x 40mm(H)

Weight: 3509
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Appendix B: Server Setup for
802.1x Client

Getting Client Certificate

1.  Please connect the client to a network
that doesn’t require port authentictaion.

2. Open up Microsoft Explorer in
Windows XP, and go to
http://<yourserver>/certsrv.

3. Authenticate to the server using your
account that you created at the end of e € 123 v|
the server setup. (e.g. 123) and click
OK. A dialog box might appear for you
to choose. [Iremember my password

Connecting bo 192, 165.0.2

Password: | |

L oK J [ Cancel

4.  Make sure that Request a certificate is EEX
Selected, and CIiCk Next. File  Edit V\aw. Favnf\tas VTnn\s Help a*»

@Ba(k - \<3 B @ ‘_h jj Search \;’E/ Favorites @Medua @
feldress |@] http:[152.168.0.2certsrv VB |k ®

Microsoft Certificate Serices —

Welcome

You use this web site to request a certificate for your web browser, e-
mail client, or other secure program. Once you acquire a certificate, you
will be able to securely identify vourself to other people over the web,
sign your e-mail messages, encrypt your e-mail messages, and more
depending upon the type of certificate you request

Select a task:
O Retrieve the CA certificate or certificate revocation list
@ Request a certificate
& Check on a pending certificate

&] Done © Internet

~
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5. Make sure that User certificate
request: User Certificate is selected,
and click Next.

6.  Click Submit in this dialog.

7. Now, you'll see status messages on the
screen, then your certificate will be
returned to you. Click Install this
certificate.

8. You'll receive a confirmation message
about accepting the certificate, click
Yes

Ackdress | ] hetpi /{192, 168,0,2/certsrv/certrqus, asp V| Go | Links 7

3 Microsoft Certificate Services - Microsoft Internet Explorer

Fle Edt Wiew Favortes Tools Help x

Qe - (D [x] [F 4D O Sioraones @ £

|

Microsoft Cetifical

Choose Request Type

Please select the type of request you would like to make.

@ User certificate request.

& Advanced request

]
&) Done & Internet
2 Microsoft Certificate Services - Microsoft Internet Explorer: |L”EHX|
Fle Edt View Favorites Tools Help a

Acddess | ] Mitpif192.168.0.2fcertsrvjcertrabl asptype =0 B s

Q- O [0 ;,\J search < Favories @ Media €2}

Microsoft Certifica

User Certificate - Identifying Information

All the necessary identifying information has already been collected You
may now submit your request

Mare Options >>

€] Done B Internet

/M Microsoft Certificate Services - Microsoft Internet Explorer
Fle Edt Yiew Favorites Tooks  Help i

. i »
Q- O ¥ @& pSear[h g Favortes @ veda €4
Ackdress | ] hetp:/j192,168,0.2/certsrvjcertinsh. asp v

Microsoft Certificate

Certificate Issued

The certificate you requested was issued to you

- Install this certificate

&] Done @ Irternet

) Do you want to ADD the following certificate to the Root Stare?
LY

Subject : WirelessCA, Systems, Wireless Widgets, College Park, MD, US, ca@yourdomain. bld
Issuer : Self Tssued

Time Walidity : Thursday, October 11, 2001 through Saturday, October 11, 2003

Serial Mumber : 76E7ABD0 BE37SAAT 4F77E0G1 5513377

Thumbprint (shal) | ESECIFSD BASBETEE TICOS5AS 51017043 BETAOCET

Thumbprint (mdS) : 6F171ER4 D4386251 A4242464 COBER18Y
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Enable 802.1x authentication and Encryption for wireless

card

1. Open up the properties for your
wireless connection, either by
right-click on My Network Places on
the desktop, select Properties, or Open
up the Control Panel, select Network
Connections (located under Network
and Internet Connections if in
Category View)

2. Right click on the Wireless Network
Connection, and select Properties.

3. Select the Authentication Tab, and
ensure that Enable network access
control using IEEE 802.1X is
selected, and Smart Card or other
Certificate is selected from the EAP

type.

4, Click on the Wireless Networks tab.

5. Select the wireless network on which
you want to enable dynamic WEP from
under Available Networks, and select
Configure.

-+ Wireless Network Connection Properties |i

| General | Wireless Networks | Authentication |Advanced|

Select thiz option to provide authenticated network, access for
wired and wirgless Ethemnet networks.

Enable network access control using [EEE 8021

EAP type: | Srnart Card or other Certificate

Authenticate as computer when computer information is available

[] &wthenticate as guest when user or computer information iz
unavailable

L (]S ] [ Cancel ]

& Wireless Metwork Connection Properties

Usze Windows to configure my wireless network sethings

Avvailable networks:
To connect to an available network, click Configure.

i 1123 ‘\_| | Configure |
| 1 rest -1}
i v

Prefermed networks:

Automatically connect to available networks in the order listed
belows:

| & 123

|
|
|
|| Move down

[ Add. J[ Remove ][ Praperties ]

Learn about zetting up wirsless network
cotfiguration.

0K ][ Cancel ]
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6.  Select Data encryption (WEP
enabled), and ensure The key is
provided for me automatically is also
selected.

7. Now you're ready to configure your
router (AP) with 802.1x authentication.

Wireless Network Properties

MHetwork hame [SSID]: 123 |

Wireless network, key PwEP]
Thiz netwark requires a key for the following:

Data encryption MWEF enabled]
[] Network Authentication [Shared mode]

R E= e =

R B ST

The key iz provided for me automatically

[ This iz & computer-ta-computer [ad hoc] netwark; wirsless
access points are not used

L OF. J[ Cancel ]
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Appendix C: WEEE — B2C

Appendix C: WEEE — B2C

All electrical and electronic products should be disposed of separately from the municipal
waste stream via designated collection facilities appointed by the government or the
local authorities.

The correct disposal and separate collection of your old appliance will help prevent
potential negative consequences for the environment and human health. It is a
precondition for reuse and recycling of used electrical and electronic equipment.

For more detailed information about disposal of your old appliance, please contact your
city office, waste disposal service, the shop where you purchased the product or your
SIEMENS partner.

The statements quoted above are only fully valid for equipment which is installed in the
countries of the European Union and is covered by the directive 2002/96/EC.

Countries outside the European Union may have other regulations regarding the disposal
of electrical and electronic equipment.
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